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ABSTRACT

HEADLESS HORSEMAN OF THE APOCALYPSE:
COMMAND AND CONTROL OF U.S. STRATEGIC FORCES

i Bruce G. Blair
i Yale University
1984

i Mainstream strategic theory and analysis focus narrowly on issues

of force structure. This perspective neglects an important dimension

of the strategic situation. Crisis stability, deterrence and the

strategic balance are affected by command structure performance.

The dissertation traces the development of the U.S. strategic
command structure -~ the command, control, communications and early
warning network used in managing strategic operations. Network
performance in the mid 1960s, early 1970s and early 1980s is assessed
against two criteria: negative control (prevention of unauthorized,
accidental and inadvertént use of strategic weapons); and positive
control (preparation and execution of a coordinated strategic attack).
The assessment reveals serious deficiencies in both dimensions,
deficiencies that carry strong policy implications.

Main conclusions include the following:

1. Due to command vulnerabilities that mainstream analysis seldom
considers, U.S. retaliatory capabilities have been far less than
generally believed. Since the mid 1960s, Soviet strategic forces have

posed a severe threat to U.S. second-strike capabilities.
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2, Compared to a Soviet attack strategy that attempts to inflict

maximum damage to individual weapons, a strategy based on command
structure attack would be far more effective in blunting U.S.

retaliation. Command structure vulnerability has vastly exceeded force

e e 4 e b e

structure vulnerability during the past twenty years.

3. U.S. command vulnerability undermines crisis stability. It
could create intense pressure to initiate nuclear attack in a crisis.

Incentives to strike first would be strong on both sides.

| 4. Command structure vulnerability continues to be the central
strategic problem that the United States faces. Marginal dollars in
protective investment should be channeled into the command structure

rather than the force structure.

5. Projected investments in the strategic command network will
not lead to realistic options for limited nuclear war or launch under

attack.

i
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CHAPTER ONE

INTRODUCTION

i Sl R R AR T B e £ S

PRYSHNUES Y NSRS

An important set of unanswered questions about the general
strategic situation begins with the observation that the performance of
command, control, communications and early warning networks is not

included in calculations of the strategic balance. Popular

At Sl A S e e LY

calculations are based on weapon system characteristics. They weigh

R A e N

U.S. and Soviet arsenals composed of bombers, submarines and land

missiles, but not the physical and procedural arrangements created to

PR R A

operate those forces.

This exclusion raises the question whether standard measures of

R PC RN 3 S 151

strategic capabilities are valid. Are they reasonably accurate
indicators or do they bear only marginal relationship to actual
capabilities? Should decisionmakers rely on such limited calculations
to gauge the stability of deterrence, formulate strategic policy,
allocate resources or set arms control priorities?

Although the worth of standard measures has not been established
and satisfactory answers to the above questions have not been supplied,
% assessments based on weapon system characteristics strongly influence

perceptions of strategic strength. Debate over strategic policy is
j clearly under the influence, if not the dominance, of such assessments.

Witness the preeminence of the model-builder who pits U.S. and Soviet

S T

nuclear weapons against each other in formal statistical combat.,

3
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Quantitative assessment of this kind, though lacking in consideration
of organizational arrangements intended to provide coherent direction
ii of strategic forces, "speaks" with great authority in policy discourse.
§ The tremendous weight that standard enumeration carries into
policy debates is easier to explainAthan justify. One reason is that
the analyses include as well as exclude relevant factors. Prominent

among the included factors are several important weapons

i characteristics: the number of weapons in the respective inventories
and their explosive yield, accuracy, range and reliability. Also

i Included are the various delivery systems; impact "footprints" of
reentry vehicles; and a host of other variables related to the size and

technical configuration of the nuclear forces. As well, a particular

class of targets figure prominently in the calculations. Notable
characteristics of the usual targets of interest — strategic bomber
bases, missile silos and submarines =~ include their number, location
uncertainty, and ability to withstand the effects of nuclear
explosions.

;ﬁ Another explanation is that the calculations are easily performed.
Although the mathematical relationships among the parameters affecting
weapons vulnerability are complex, computers and other analytic aids
handle the equations with such facility that the computational exercise
becomes practically trivial. This ease of computation has swelled the
ranks of expert strategic calculators. The number of adherents and the
level of their technical comprehension have reached a point where very
sophisticated discussions of, for example, missile silo vulnerability

o to blast effects, are commonplace.

Tilaldo s dadsiounicd 00 D

i T T
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Simplicity also confers the appearance of a sharp analytic cutting

edge, which combines with relevance and familiarity to produce

persuasive policy prescriptions. Implications for policy are

e
Y

immediately suggested by estimates of the present and future

A e

vulnerability of missile silos, for cxsmple. Such estimates introduce

clear criteria for appraising the force structure, choosing among

alternative weapons programs, and setting an agenda for nuclear arms

control. And the emergence of a broad national consensus forged under

*i the criteria introduced by such estimates is facilitated.

The absence of alternative measures lends added weight to measures
tied to weapon system characteristics and a narrow definition of
strategic capability. We settle for these indicators because no
ccnvincing set of measures that include other dimensions =--— especially,
command performance and vulnerability —- has been proposed, and because
policy decisions cannot be postponed indefinitely while analysts try to
devise better ones. Whether or not pockets of ignorance exist,
recommendations must be developed and evaluated.

There is scant comfort to be drawn from these explanations for the
imbalance in the present state of strategic analysis. We can account

for an imbalance which not only reflects but reinforces the view that

strategic capability turns on the size and technical composition of the
respective weapons deployments (force structures). But we still have

? not answered the question whether this view is sound or is misguided.
And the field of endeavor, laden with preconceptions and analytic

conventions, is complacent. Dissatisfaction with the narrow focus of
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mainstream analysis occasionally surfaces and users of analysis are

occasionally reminded that standard calculations may be prone to

serious error. But such misgivings and warnings are offered in a
liturgical spirit, and usually relegated to obscure footnotes.

The many key limiting assumptidns which underlie much strategic
enumeration —— particularly, the assumption that weapon system
characteristics are the key determinants of strategic strength --

require more than a cursory examination and footnote., Though it is not

o unreasonable to exclude measures of command performance before they are
o seriously developed, it would be quite unreasonable to accept
i indefinitely the present imbalance in strategic analysis; to let a
computational impasse discourage inquiry into the command implications
of nuclear weapons; or to allow the force of analytical habit to
prevent the topic of command performance from arriving on the national
security agenda. Simple intuition suggests that the omission of
g comnand parameters provides scope for miscalculation. It is ipso facto
grounds for contesting standard analytic conclusions and imposing a
heavy burden of proof on them. And if the scope for miscalculation is
;é ‘as large as one imagines, then much strategic enumeration is not only
misleading, but flatly wrong. Command performance quite possibly is
;‘ not just an important factor, but the key determinant of real strategic
capability.

The need to examine the strategic situation with this in mind is
pressing. At the moment, strategic programs of unusual magnitude and

consequence are being advocated under an extremely narrow definition of

2R N P S TV R
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strategic capability. Analyses of the effectiveness of Soviet attacks

aimed at U.S. force units indicate an incipient threat of Soviet

nuclear blackmail and provide a justifying logic for investing nearly

$200 billion over the next six years to rectify the situation. The

bulk of that sum is earmarked for modernization of the force structure,
whose three components all show signs of declining strength. Poseidon
missile submarines, the mainstay of one leg of the strategic TRIAD,
j@ have aged to a point where forced retirement en masse looms on the
horizon. B-52 strategic bombers, the mainstay of another leg, have to

contend with increasingly effective Soviet air defenses. And the

A I

i Minuteman land missile force, the mainstay of the third leg, appears to
be severely and imminently threatened by its Soviet counterpart.
Calculations indicate that it could be virtually negated as a
retaliatory threat by existing Soviet weaponry.

Despite the probable survival of enough weapons to inflict severe
punitive damage in retaliation to any postulated Soviet attack, many
view current trends with alarm because severe counterforce disparities
E favoring the Soviet Union are alleged to accompany them. Such
f asymmetry, should it be allowed to develop, would supposedly create a

! "window of vulnerability,"

an opening through which the Soviets could
militarily maneuver into a position of exploitable bargaining
dominance. A prevalent view is that Minuteman vulnerability alone
raises the specter of nuclear blackmail. Unless remedied, this

vulnerability would greatly diminish the counterforce potential of U.S.

strategic forces, and it is feared that Soviet superiority in this

i

i
i
of
ﬁ
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dimension could tip the scales in their favor in the event of
superpower hostilities.

The gloomy calculations of the day provide stimulation and
justification for a massive infusion of investments in the strategic
force structure. But if command performance is really the central
question of national security, then heavy reliance on these
calculations to gauge the Soviet threat and determine the pattern of
future U.S. investment incurs high costs —— in misplaced emphasis,
unwise resource allocations, and unwarranted confidence. Strategic
force units would be bolstered at the expense of the command system, an
allocation that could prove wasteful and even counterproductive, no
matter what strategy or purpose is driving the investment. It would be
ironic if modernization of strategic forces siphoned off attention and
resources from command programs to a point where the beefed-up forces
could not be directed to any of the purposes at stake (including
assured destruction, defined as the ability to destroy the Soviet
population and economy in retaliation to attack). No less bizarre
would be an investment that produced a force structure effectively
geared to nuclear war-fighting (the ascendant goal of current policy
and the impetus for most of the programmed investment in strategic
systems) but that failed to bring the command structure into close
alignment with that purpose. It is clear that deficiencies in command
performance could be cause for serious concern regardless of the
resilience of the force structure and the strategy to which it is

subordinated.
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This point seems to have registered with the present
administration. Defense Secretary Weinberger drives it home in his FY

83 Annual Report, in which he observes that analysis of the strategic

balance has been too narrowly focused in recent years. Although
"survivable and enduring command, control and communication’s systems
are decisive for deterrence and would be critical should deterrence
fail," notes Weinberger, criteria used in analysis have nonetheless

lll

i been "blind to command and control systems. The report further

states that command system repair is essential and "perhaps the most
urgently needed element" in the administration’s overall plan for

2

revitalizing the nation’s strategic capabilities. While certain

features of that plan belie the Secretary’s words (standard analytic

criteria continue to drive investment into force modernization, which
will consume the lion’s share of the total strategic budget), the
Reagan administration’s profile on the command problem has become very

high. It not only aims to spend $18 billion on improvements over the

4

)
i
3
a4

next six years, but also portrays the program as a precondition for

force structure modernization. According to one authority, the $160
billion earmarked for new strategic weapons would simply be "a waste of
money" unless the proposed investment in command structure development
is also made. 3 To help ensure apprépriation of the funds, the
Pentagon has assigned command, control, and communications (C3)
elements associated with particular weapons a priority equal to the
weapons themselves. 4 That equalization is formally stipulated in a

recently issued National Security Directive and is reflected in C3

Lk
)

i
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funding requests attached to major weapons proposals sent to

Congress.
These are positive signs that the strategic command problem may

have suddenly changed from a nonagendum to an agendum. If the

appearance is not deceiving, then this recognition could be decisive,
for it creates a demand for a solution and calls forth greater tenacity
of purpose ir dealing with the problem. If the item is truly on the
agenda, and remains there, one could reasonably expect sustained effort
; to find a satisfactory solution to a long-standing problem.

The command problem, however, has been long-standing for reasons
besides simple neglect. The present administration must overcome

powerful forces that oppose any fundamental reordering of strategic

PRCIERN T

priorities. Past administrations succumbed to them, and this
administration is far from bringing them under control.

The methodological bent of mainstream strategic analysis is only
one of these forces. Economic, bureaucratic, technical, political and
other forces also array themselves against the policy priorities
enunciated by the Reagan administration. Taken together, they
constitute a formidable obstacle. Each is briefly discussed next.

Later chapters elaborate.
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BARRIERS TO COMMAND DEVELOPMENT

Scholastic Barriers

Fain i,

The voluminous, scholarly literature on nuclear strategy,

deterrence and related topics has been enormously influential; its

doctrines have molded strategic thought into what it is today.

B ke e b

Notwithstanding the many virtues of this body of knowledge, it has

helped erect major conceptual barriers to command structure

RO PR BN )

development.

Two of these barriers are fundamental assumptions of deterrence
theory. First, the theory rests explicitly on the assumption that
;* nuclear weapons are instruments of diplomacy, a means by which to
4 influence an opponent’s decisions. The idea that an attacker would
strike an opponent’s command structure — decisionmakers and the
decisionmaking apparatus — conflicts with this assumption. Nuclear
diplomacy cannot be conducted if opposing decisionmakers and their
command systems are destroyed. Why attack command channels if stable
deterrence hinges on negotiations with them? Mutual preservation of
comnand systems has thus become a sort of theoreticsl imperative, which

undermines one of the prime justifications for command structure

development: command vulnerability to deliberate, direct attack.
The second assumption is that each of two large governments
(including their respective strategic organizations) behave as if they

were a unitary actor. The perspective of deterrence theory sees

decisionmaking power concentrated in the hands of a very few, and sees

oire
LN Bl
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the course of events as wholly determined by them. Command structure
development obviously cannot proceed on the basis of such an
assumption. Instead, it requires a perspective that recognizes the
diffuse and decentralized nature of the decision process in real
organizational settings. The process involves hundreds and thousands
of actors, many with delegated powers; standard operating procedures;
rules of engagement; and a large number and variety of technical C3
components performing a wide range of functions at all echelons. The
course of events surely can be affected, perhaps determined, by how

these elements of the decision process operate.

Economic Barriers

Probably the greatest barrier to command structure development is
economic. During the past fifteen years, the United States invested an
average of $1 1/2 billion per year (in constant dollars) in strategic
command, control, communications and warning intelligence (C3I). That
is not a paltry sum, but still represents a tremendous underinvestment
given the rise of a modern Soviet strategic force during the same
period.

Reagan’s plan has been portrayed as a praiseworthy departure from
the historical pattern of underinvestment. It is widely believed to
represent a substantial real hike in the C3I budget. But this belief
is mistaken. The actual increase is very modest. It is a mistake, and
a disservice, to pretend that current budget proposals will cover the

cost of major command modernization. Though estimates are inherently
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rough, the figure served up by the Reagan administration will not buy a
survivable command system, and it represents only a small down payment
%% on an enduring one. The price tag on a survivable, enduring command

system far exceeds proposed funding levels.

Political Barriers

Reagan’s commitment to command modernization appears to enjoy an

T

unusual degree of political support. Investment in C3I is the least

controversial item in the strategic arms package unveiled last October.

No one disputes the fact that the command system has suffered from

(R TERARER.

chronic neglect, or that its repair deserves a high priority.

Furthermore, few seem to regard the projected expense of repair as too

PO T P IR

great an economic burden to bear. No major defense programs would be
f% sacrificed for the sake of command modernization.

Therein lies the catch. Political support is not unqualified. It
will evaporate quickly if the endeavor turns out to require investments
that are substantially higher than presently forecast. The

administration’s commitment to a survivable, enduring command system

would be put to an especially severe test if the requisite investment
threatens funding for major weapons systems such as the B-l.

It seems doubtful that Reagan would himself be prepared to scale
;{ down or forego major weapons deployments in order to finance command
projects. For good reasons or bad, weapons programs like B-~1 and MX
are generally deemed to be essential to strategic revitalization, and

there is no escaping the fact that political risks would accompany any

A
|
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bold deviation from this entrenched position. Reaction to his scaling
down the MX program has given Reagan a preview of the possible coming
attractions. MX retrenchment provoked the charge that he has scuttled
his campaign promise to close the window of vulnerability at the
earliest possible date. Further cuts in weapons investment would
certainly intensify the criticism. Reagan could conceivably temper the
criticism with reason ~- "command improvement more than compensates for
weapons cutbacks" =~ but probably not. Command analysis is neither
sufficiently developed nor sufficiently accepted to sell the idea that
money would be better spent on command modernization than force
modernization. To many, the proposal would sound like a political

maneuve: that smacks of strategic window dressing.

Bureaucratic Barriers

Present bureaucratic arrangements are ill-suited to the task of
command modernization. Development of a viable strategic command
system requires a broad view of the situation, a coherent overall plan,
and central direction of the various projecis undertaken. Today’s
management of C3I programs meets none of these requirements. It lacks
focus, unity of purpose, and breadth of vision. And it is anything but
centralized.

Decentralized management creates a two-pronged problem. Besides
the usual set of problems associated with excessive decentralization —
bureaucratic inefficiency and error in problem definition, coordination

of activity, and so forth —— the absence of strong corporate management
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strengthens the hand of bureaucratic players who would oppose heavy
investment in command structure development.

Such opposition is, alas, rather great. It is especially strong
within the military services, for several reasons. First, the services
attach overriding importance to weapons development and procurement.
Along with ammunition, spare parts and maintenance, C3I ranks low in
priority. Second, a substantial number of strategic C3I programs cut
across service lines or extend upward to civilian rungs of the
hierarchy; individual services are loath to tap their own budgets to

fund these "collective goods."

Third, these programs work to
centralize control over force operations, and such centralization runs
contrary to military traditions. Many within the ranks strongly oppose
it. Establishment of a command system that provides for political
authorization of a strategic campaign is fully accepted, but not
countenanced is a system that permits national policy officials to
manage the prosecution of that campaign in a detailed way. Such a
system, nonetheless, is what the Reagan administration envisions.

This opposition bodes grief for the administration’s strategic
policies because it has not been disciplined. The military services
exercise enormous power over C31 programs and budgets, despite the fact
that their concerns and priorities lie elsewhere. Absent

countervailing leverage, command improvement will be stalled or

otherwise fare poorly, as has been the case historically.
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This situation is not likely to improve in the near future.
Indeed, change for the worse seems probable. The Reagan administration
recently revised the Pentagon’s Planning, Programming and Budgeting
System (PPBS) to give the military services even greater leverage than
they already have. Under the new arrangement, which the Pentagon calls
"controlled decentralization," it will be harder than ever for C3I

projects to survive the rigors of service review. The evidence is not

yet in, but there are early indications that the services are ignoring
the command modernization aims set down by national policy officials of

the Reagan administration.

Technical Barriers

One of those officials said recently that "we are not prepared in

a coherent fashion to spend $18 billion" on strategic command, comntrol

and communications. 6 Though the remark brings to mind the management
problem discussed above, it was actually referring to technical
problems. It is not easy to identify feasible technical solutions to
problems such as command vulnerability. For all the amazing
sophistication of modern computer, communication and sensor technology,
the protection of a command network from the various measures that an
aggressor might take against it -- ranging from sabotage to nuclear
attack —— is extremely difficult.

The causes of the quandary in which investment planners find
themselves are several. First, basic strategic policy has some rough

edges that need smoothing out before the command implications can be

d
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clearly drawn. For instarce, the policy requirement that the United

States be prepared to fight a protracted nuclear war implies that the

strategic command system must possess endurance; but disagreement

exists over how long it must endure. Second, since it is exceedingly

difficult to evaluate the overall pérformance of existing or

hypothetical command networks, in any of the relevant dimensions (for

example, endurance), it is difficult to decide where and how much to

invest in repairs. It is a thoroughly open question whether even

}5 extensive repair of C3I elements would actually aggregate to produce
¥ significant improvement in network performance. Third, technical
solutions for certain known deficiencies associated with a particular
o element or collection of elements — for example, command posts,
satellites, telephone switchings centers, and so forth —— are

frequently unknown, and in some instances even the existence of a

deficiency may not be known. (To cite the most prominent example, the
vulnerability of electronic components to electromagnetic pulse effects

produced by nuclear explosions was unknown for many years.)

Psychological Barriers

The gulf between the intrinsic importance of command performance
and the importance accorded it over the years leads one to surmise the
existence of a deep-seated avoidance of the topic. Perhaps the topic
has been left massively underdeveloped out of fear of what deesper

examination might reveal.
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Serious investigation could conceivably reveal, for example, that
command vulnerability will not respond to treatment, regardless of the
scale of investment, the efficiency of resource management, or the
ingenuity of technicians. Protecting a large, complex strategic

organization from the destructiveness inherent in modern nuclear

deployments might in the end seem futile.

Final recognition of the inherent vulnerability of command
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networks would shake confidence in our guiding principles for
comprehending and managing the threat of nuclear destruction. These

principles of deterrence assume that the strategic decision process

will function even under the most adverse conditions. If the
assumption is untenable, then a strategy of deterrence cannot be firmly

established.

N
-t
x

Do we dare entertain the possibility that command vulnerability is
an insoluble problem and that the relevance of textbook foundations of
nuclear deterrence to the practical questions of national security has
;é been vastly overstated? Today’s fresh impulse to expose any and all
weaknesses in nuclear control may cause enough anxiety to inhibit that

very impulse.

SCOPE AND PURPOSE OF STUDY

In summary, a genuine watershed in the history of modern strategic
deployments is coming into existence under an extremely narrow
definition of nuclear vulnerability. Despite new effort by the Reagan

administration to reorder strategic priorities under a broader
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definition that encompasses C31 as well as weapon system
characteristics, no dramatic shift in perspective or policy is in

prospect. The view that strategic capability turns on the size and

composition of the opposing force structures still prevails, and

various forces exist to powerfully reinforce it. Under the
circumstances, this narrow view will unquestionably continue to

dominate strategic debate and largely determine the pattern of future

investment in strategic systems —— at a time when strategic policy
decisions of great consequence are being made.

It would seem fortuitous if sound strategic policies emerged

fﬁ without benefit of insight into the command implications of nuclear
weapons. That much is generally granted. The relevance of commani

performance to the larger strategic debate and the need for a sensible

program of modernization have not been lost on policymakers.

What is lacking is a strong understanding of the topography of the
command problem. The Reagan administration has advanced a cogent
argument for command modernization, one with strong intuitive appeal,
but has evidenced no firm grasp of the technical difficulties or the
other impediments to development that exist. Dim comprehension of the
issues manifests itself in a general way in the administration’s
assignment of equal priority to command and force modernization. That
instruction is a sign of heightened awareness and better understanding
of the significance of command performance, but it is also a symptom of
very imprecise calculation of the relative merits of investments in C3I

g versus weapons modernization. Administration rhetoric gives the
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impression that its overall strategic arms package contains just the
right mix of force and command ingredients. But the portrayal masks
the reality: no recipe exists. Ingredients have simply been combined,
or better homogenized, without even the semblance of a formula.

There ought not be any illusions that clarity or consensus on the

question of command performance has been achieved. Research on the
topic began in earnest only very recently, and it would be unrealistic
to impose extravagant expectations on such study efforts any time soon.
A good sense of direction, of appropriate and feasible objectives, of
the proper balance between command and force structure development, and
so forth, are not going to crystallize immediately. Meanwhile, command
policies will be conceived under conditions of great uncertainty.

It is hoped that this study will facilitate understanding of the
general topic. Its primary aim is to provide an historical assessment
of strategic command performance. The study describes, not in
exhaustive detail but in considerable depth, the physical and

organizational arrangements that exist to provide coherent direction to

U.S. strategic forces. It traces the evolution of these arrangements,
analyzes their capacities and vulnerabilities, and identifies the

implications of command performance.

The implications cannot be fully extended without an appreciation
of how the strategic situation appears from the vantage point of
mainstream theory and analysis. Chapter 2 therefore presents a
"conventional view" of the strategic situation. Key topics include the

- theory of deterrence; the evolution of national requirements;
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statistical combat between U.S. and Soviet forces; and policy
prescriptions resulting from standard analyses. The administration’s
rationale for command modernization is also discussed.

Subsequent chapters are devoted to command analysis and to a
critical evaluation of mainstream treatment of the strategic problem.

The last chapter makes policy recommendations.
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MAINSTREAM STRATEGIC THEORY AND POLICY

The equivalent of eight billion tons of TNT resides in the
strategic arsenals of the two superpowers. U.S. strategic forces —-
missile submarines, manned bombers, and land-based intercontinental
ballistic missiles (ICBMs) =— carry about three and one-half billion
tons. Soviet forces carry the rest.

The exact amount of potential destructive power that eight billion
tons of TNT represent is unknown andlpractically unknowable, but by
everyone’s reckoning the detonation of even a small fraction of the
deployed weapons on urban/industrial targets would constitute an
unprecedented catastrophy. Some idea of the magnitude of the danger
can be grasped by comparing current levels of explosive power with the
amount released by the bomb that devastated Hiroshima: eight billion
tons of TNT is roughly 640,000 times the explosive power of the atomic
bomb dropped on Hiroshima in 1945. 68,000 people died, and another

76,000 inhabitants of that city were injured. In today’s world of
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nuclear superabundance, the casualties from an all~out war would
undoubtedly dwarf the Hiroshima experience. It has been estimated, and
it is generally believed, that only 0.4 billion tons - 400 ﬁegatons in
the parlance of nuclear strategists —— exploded on urban/industrial
targets in the Soviet Union would destroy two-thirds of that nation’s

urban population and three-fourths of its industrial capacity. 1 If
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used against the United States, 400 megatons would probably wreak even
greater death and destruction. All this potential ruin resides in a
small fraction, one-tenth, of the nuclear megatonnage at the disposal
of the leaders of two hostile superpowers.

Scholarly endeavor in the United States between the end of WWII
and the early 1960s created a theory -— the theory of nuclear
deterrence -- with which to comprehend and manage the dangers implied
by these arsenals. Although it has not been subjected to normal
scientific test, the theory is coherent, well-developed, and built on a
conceptual foundation that has great intellectual acceptance in Western
culture. A solid consensus has been forged under the logic of
deterrence, whose basic perspective is drawn from the logic-of-choice
tradition in economics and the decision sciences. As Steinbruner
notes, this tradition, otherwise known as the "rational analysis"
tradition, has provided the "clearest, most coherent, most developed
conception of the decision process which is available at the

moment." 2

It is not surprising that propositions about the prevention
of nuclear war were cast from this conceptual mold.

The basic perspective of both rational analysis and deterrence
theory sees decisions as investment choices. Decisionmakers act to
maximize their values under the constraints faced. Whether advanced as
a normative argument or a positive assumption about the nature of human
decisionmaking, rationality connotes a procedure whereby alternative
courses of action are laid out, relevant costs and benefits of each

option are calculated, and the alternative with the highest expected

payoff is chosen.
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In the strategic context, the decision problem is usually

structured (by the objective scientist and presumably actual
decisionmakers, too) in such a way that a rationally calculating actor
will always choose not to attack the opponent. Each rival faces a
choice between two alternatives: atéack, or do not attack. As it is
usually assumed that neither side can disarm the opponent, choosing to
attack risks nuclear retaliation; and, given the inherent
destructiveness of nuclear weapons, the expected payoff for preemption
would be large and negative. Under the circumstances, electing to
launch an attack would be irrational. Both sides are deterred.
Nuclear stalemate exists. This despite the possibility that an
aggressor might expect to destroy a large fraction of the opponent’s
forces and substantially weaken the victim’s resolve. Unless the
probability of retaliation is vanishingly small, the expected costs of
preemption will always outweigh the benefits, and hence war will be
avoided.

Thus, deterrence theory, in its simplest version, eases the
psychological burden of nuclear weapons by turning an apparent
liability ~- hostile states in possession of awesome destructive power
-= into a virtue -- nations sharing a common fate, each averse to
unleashing nuclear attacks because such attacks would result in mutual
annihilation. All other determining factors in international conflict,
whether deleterious or salutary, pale in significance when compared to
the influence exerted by a condition of mutual deterrence. During

periods of high international tension, when escalating confrontation
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threatens to elude resolution, this condition acts as a powerful

restraint and stabilizing force.
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It loomed large during the Cuban missile crisis of 1962, writes
:i Mandelbaum, whose simile likens that episode as well as the history of
the nuclear age with two fencers on a tightrope, balancing
precariously, "each fearing to thrust decisively because such a thrust
would topple them both, attacker and victim, to mutual disaster.” 3
Though paradoxical, mutual vulnerability allays fear and even engenders
a sense of invulnerability, provided of course that onme’s faith in
rational assumptions is steadfast, and provided that the condition of
vulnerability applies to the population and economic infrastructure of
nations, and not to their respective deterrent forces.

Mutual deterrence dissolves when one or both sides achieve the
strength required to remove the opponent’s ability to inflict severe
punitive damage in retaliation to attack. In a crisis, the side
believing that an unacceptably large fraction of its retaliatory
capacity could be suddenly nullified by the opponent’s forces might be
impelled to strike preemptively. The superior side, as well, might be
motivated to undertake the first aggressive actions. Regardless of its
original intentions, this side could plausibly imagine a siege
mentality —— a "use them or lose them" attitude — operating on the
weak side, and reason, rightly or wrongly, that it had better seize the
initiative and preempt. A condition of two—-sided vulnerability would
further strengthen incentives for preemptive attack. If strategic

forces on both sides are mutually vulnerable, the risk of nuclear war
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is believed to be unacceptably high. This is the worst of all
hypothetical worlds, when they are viewed from the rational decision
perspective of deterrence theory.

This view is distinct from orthodox military strategy which
usually connotes the art or science bf military victory. Strategists
governed by orthodox tenets would seek the capacity to neutralize enemy
military capabilities, an achievement that would be termed unstable and
4 undesirable by proponents of deterrence. Unlike traditional military
strategy, deterrence strategy does not value military forces for their

potential role in defeating an adversary. In fact, the application of

brute force to forcibly impose one’s will on an adversary is alien to

the deterrence perspective.

4

Deterrence theorists value the capacity for violence, particularly
nuclear violence, for its implied bargaining power. The capacity to
hurt the enemy forms the basis of a coercive diplomacy oriented to
4 influencing behavior rather than overcoming strength. Cast in this
role, strategic forces are instruments of threat, coercion and
intimidation rather than military victory. 4

Given the inherent destructiveness of nuclear weapons, the
'j elevation of what T. Schelling calls the "diplomacy of violence" over
orthodox military strategy was probably inevitable. Deterrence theory
had its detractors; nevertheless a consensus quickly formed around it.
There simply was no disputing one obvious fact: nuclear weapons could

tear apart the social fabric and economic infrastructure of nationms.

They could inflict horrible pain on an unprecedented scale. Their
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potential as terror weapons capable of structuring an opponent’s
motives and influencing his decisions could have scarcely been
disputed. At the same time, their contribution to military victory was
not evident. Although nuclear attacks could obviously cause enormous

damage to the opponent’s military system, the introduction of nuclear

weapons into the respective force structures dramatically changed the
meaning of and requirements for military victory. Meaningful victory

would not be achieved if even a small number of opposing nuclear forces

could retaliate against cities. Victory thus requires the capacity to

’g obliterate, in sudden preemptive fashion, all of the enemy’s nuclear

fé capabilities. To overcome his strength is to destroy all of it,

52 quickly and decisively. By the early 1960’s, assurance that that could
é be accomplished could no longer be provided, and under the

technological conditions of the times, there were reasons to believe
that the ability to mount a totally effective first strike would remain
out of reach forever. In short, meaningful military victory in the
modern nuclear era came to be regarded as unrealizable. This
conclusion hastened the eclipse of orthodox military strategy by
deterrence thinkinge.

Although the logic of deterrence rejected policies founded on the
principle of military victory and proposed a conception of national
security based on the coercive use of the power to hurt, it by no means
implied that deliberate nuclear attack would never happen. To be sure,
there emerged a strong belief that violence is most successful when

held in reserve and made contingent on the adversary’s behavior.
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Coercive diplomacy is the manipulation of latent violence -- violence
that can be withheld or inflicted in the future. But it also believed
that the power to hurt and the credibility of threats to do so, may be

communicated by some performance of it.

The actual display of this powef could involve attacks on opposing
military forces, particularly if such attacks were expected to improve
the attacker’s bargaining position. The strategic counteriorce
scenarios that have been popularized in recent years, for example, are
readily folded into the logic of coercive diplomacy. The outcomes of
counterforce exchanges are projected in order to determine whether
sharp shifts in relative bargaining power might result. War-winning
outcomes are those which result from some "limited" strategic maneuver
that allows one side or the other to achieve bargaining dominance.
This, however, is not military victory in the orthodox senmse. It is
manifestly not the same thing as delivering a decisive blow against the
opﬁonent's military capabilities.

Vestiges of orthodox military strategy still exist, however.
Attacks geared to the objective of damage limitation, for example,
continue to be programmed by U.S. nuclear planners who cannot know for
E sure whether coercive diplomacy might break downm. 5 Its failure could
lead to sheer violence meant to reduce enemy military capabilities to
the extent practicable; the idea of damage limitation is to develop
contingency plans designed to limit the amount of damage that could be
inflicted by an opponent who resorts to unilateral, "undiplomatic"

brute force to achieve his objectives.
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Counterforce attacks meant to influence decisions could be
difficult to distinguish from attacks geared to damage limitation.
Clearly, however, the aims are distinguishable. The former is intended
to induce restraint and extort concessions, whereas the latter
maximizes damage to opposing military capacity in an effort to minimize
vulnerability to enemy attack. The corresponding attack strategies,
too, would probably differ in some important respects. For instance,
an attack strategy oriented to damage limitation may include enemy
command channels as well as individual force deployments among the
targets for destruction, whereas a strategy linked to coercive
diplomacy would surely not target enemy command channels, the very

channels one wants to influence.

POLICY CONCLUSIONS

The basic policy prescription derived from the logic of deterrence
is that adequate second-strike capabilities must be provided for, in
order to instill absolute certitude in the opponent’s mind that nuclear
attack would draw severe punitive retaliation. By the same token, the
two superpowers have a stake in the maintenance of mutual deterrence;
neither side should embark on a2 course that could severely undermine
the other side’s ability to retaliate. Military improvements on one
side may increase confidence in its retaliatory posture but the
opponent’s posture might be eroded in the process, resulting in a net
loss in overall stability. (In theory, a successful grab for

overwhelming strategic superiority would only create a hair-trigger
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problem that reduces the security of both sides.) Or, if the opponent

responds with improvements of its own, the result might be an open-

ended arms race that raises the level of nuclear deployments but leaves
V% neither side any more secure.
In the past some effort has been made to improve U.S. strategic

systems without creating, in the process, new threats to the opponent’s

strategic deterrent. However, the state of our own deterrent
capability has been the predominant concern and preoccupation of

: é U.S. defense planners. Maintaining a strong and credible threat of
retaliation is a sine qua non of national security, and analysts

 § generally agree that it should take precedence over all other strategic
policy objectives.

3 Consensus is not as easily forged, however, when it comes to

§ translating the basic policy conclusion into an actual strategic

é posture. Abstract theory does not specify what kind and amount of

Ei destruction the United States must be able to inflict on the attacker
!é in order to deter him. Nor does it say what particular strategic
systems embody these desiderata. These and 6ther derivative policy
choices =— for instance, what arms control measures enhance strategic
stability —— require analysis which goes beyond the basic logic of
deterrence. It is in the nature of these choices that analysis of them
is highly subjective and prone to error. And since there is a deeper
conflict of values associated with most choices, a politico-
bureaucratic bargaining process rather than an analytic problem solving

process not infrequently determines the outcome.
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At the same time, an analytical approach has proved to be a prime
vehicle of consensus. Participants in the problem solving process work
with a common data base, common methods, and common problem parameters.
They also share a common idiom in which to conduct debate and reconcile
differences in the interpretation of results. And so forth. The
groundwork for consensus exists by virtue of these facts, and indeed it

is often substantially achieved even when it comes to specifying

conditions required to establish deterrence, and specifying programs to
Ameet those conditions. Again, analytic judgments do diverge, and not
infrequently; and, once delivered to the political arena, they may

Z»ﬁ become sharply polarized and fester there indefinitely. Yet dissection
of the issues is ordinarily performed with sufficiently similar tools
;: and surgical procedures that judgments are naturally inclined to

;? converge,

The bases of this consensus in historical context shall be
described in the next sections. The topics and the sequence of their
discussion correspond to a series of steps readily associated with the
'é rational analysis tradition: (1) establish the kind and amount of
destruction needed to deter attack, (2) estimate the damage expected
from the opponent’s maximum attack, (3) determine whether residual U.S.
destructive power satisfies the requirements established at step one,
and (4) compare the merits of alternative remedies, if current or

projected capabilities fail to satisfy requirements.

B
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REQUIREMENTS: HOW MUCH IS ENOUGH?

The one sacred cow in the retaliation requirements department is
known as "assured destruction." Strategists concluded long ago that
the United States must be able to visit on an attacker a level of civil
2 destruction which approaches the maximum amount that could be achieved

under any circumstances. In specific terms this principle has come to
§ be defined as the ability to destroy in retaliation to attack some 20
; to 25 percent of Soviet population and 50 percent of its industrial
% capacity. 6

Strategists reason that so stark a threat would dominate the
calculations of any adversary, including one with barely any hold on
rationality. Surely, the capacity for reprisal on this scale would not
be lost on Soviet leaders, and would "swamp all misperceptions arising,
for example, from cultural differences, individual idiosyncrasies, and
the complexities of internal politics." 7 Such, at any rate, is the
rationale for establishing assured destruction as the bedrock of
deterrence.

This requirement, however, has not determined actual strategic
deployments and targeting assignments. Force planners and political
decisionmakers have established additional purposes and roles for the
strategic forces, which in turn create demand for a more differentiated
targeting policy than that associated with assured destructiom, and for
a level of strategic deployment that exceeds the level required to

achieve the condition of assured destruction alone.

B
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One such role grew out of a political commitment to NATO, coupled
with an apparent imbalance of conventional forces in the European
theater. To fulfill its pledge to defend Western Europe against an
invasion by superior conventional forces of the Warsaw Pact, the United

States extended an American nuclear umbrella over NATO in lieu of a

full conventioral counterweight. The proferring of this nuclear
guarantee led to the assignment of some strategic nuclear forces to

supplement tactical nuclear deployments committed to this particular
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mission (NATO defense), and established a requirement for flexible war

plans. Attacks by these forces would be intended to serve a specific,

limited objective. They need not be, and under the envisioned
circumstances are not expected to be, undertaken in conjunction with
attacks by forces dedicated to the assured destruction mission. Attack
strategy therefore allows for the decoupling of some nuclear forces to
defend NATO, while other forces are held in reserve. This strategy is

called "flexible response." It was developed in the interest of

establishing a firebreak between theater nuclear war and global
strategic conflict.

Besides being the linchpin for most thinking and analyses related
to NATO and the defense of Western Europe, flexible response at the
strategic level has been seized upon as an answer to a paradox that has
long plagued the basic strategy of massive retaliation. 8 The paradox
is that if strategic deterrence based on the threat of massive
retaliation fails, then it would not be rational actually to carry out

the threat. In the wake of Soviet attack, even large-scale attack,

:
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there would be a continuing necessity to influence the opponent’s
decision process =— in order to deter attacks by his residual forces or

otherwise coerce restraint while attempts are made to negotiate a truce

— and in view of this necessity, rationally calculating leaders would
have nothing substantial to gain and'much targaining leverage to lose
by massive retaliation. Moreover, the mass destruction of Soviet
urban-industrial targets would be so disproportionate a response to

‘3 limited strategic attack as to be not credible. Hence, the threat of

; massive retaliation might not deter low-level strategic threats or
attacks — for instance, attacks confined to military facilities
located in sparsely populated regions of the country.

: The idea behind flexible response, then, is to prevent a situation
in which the failure of strategic deterrence would be sudden,
categorical, complete and catastrophic, and replace it with a situation
g in which overall deterrence is strengthened by allowing for failure in
I: stages. The training, disposition and operational plans (for example,
limited counterforce) of U.S. strategic forces reflect this policy aim.
National policy requires that operational nuclear strategy allow for
selective attacks on the Warsaw Pact/Soviet target base, whether those
attacks would be undertaken in defense of Western Europe or in response
to Soviet strategic attack on the United States. National authorities
desire to have options to attack target subsets of their choice, and in
electing to respond in a limited fashion they would not wish to
relinquish options to execute withheld forces later. Above all, the

national leadership does not want to be confronted with a choice

i
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between all-out attack and surrender. Even after a large-scale attack
on American urban/industrial targets, all-out retaliation may not be
judged appropriate. Many argue that some strategic reserve forces
should be withheld for an indefinite period, on the theory that a
reserve force could provide bargaining leverage even in the aftermath
of a strategic exchange that destroys much of the populace and economic
resources on both sides. Flexible response is thus seen as an
important means of extending deterrence into war itself, and of
providing distinguishable firebreaks between levels of intercontinental
nuclear warfare.

Although requirements associated with purposes other than assured
destruction have been in existence for ; long time, their formal roots
in U.S. strategic policy have remained somewhat shallow. As far as
procurement policy (desiderata for weapons acquisition) is concerned,
there has never been a strong, formal commitment tc these aims. If a
strategic weapons program involved substantial investment, and if it
was directed to purposes other than basic deterrence, or assured
destruction, it was destined to encounter stiff challenge and probably
founder early in the acquisition stage.

This characteristic of strategic policy may seem peculiar in light
of longstanding political commitments to the nuclear defense of Western
Europe, intellectual acceptance of the idea of flexible response, and
existence of war plans that operationalize principles of coercive

" diplomacy and deterrence extended in time. It is not, however, as

peculiar as it seems at first glance. In the first place, procurement

i
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decisions made during the late 1950s and early 1960s (before assured
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destruction became the predominant desideratum of weapons acquisition)
resulted in strategic deployments that greatly exceeded the level
needed to achieve the condition of assured destruction. There

developed a surplus that could be devoted to other purposes such as

PRIy,

limited counterforce. Second, the assured destruction algorithm was

RTINS S

based on such conservative assumptions that it automatically produced a
-ﬁ force structure large enough to satisfy realistic requirements for a
wide range of missions, including counterforce as well as assured
destruction. (See the discussion below on comservative planning
assumptions,) Third, there was never a close relationship between
procurement and employment policy (desiderata for weapons assignment,
targeting, option packages, and so forth). They were managed quite
independently. Civilian policy officials in the executive branch and
Congress, together with various American institutions such as the
; media, tended to bury themselves with the budgetary aspects of
' strategic policy. Fiscal issues dominated their agenda, limiting their
involvement in the formulation of employment policy. In the employment
channel, war planners were hardly bound by the criteria applied in
weapons acquisition (notably, assured destruction); they devised attack
strategy and allocated existing and programmed "surplus" inventories
with a broad range of purposes in mind.

During the past ten years, forces to bring the two separate policy
channels into closer alignment and to do so under broad policy guidance

emphasizing purposes besides assured destruction gained momentum. The
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Soviet buildup of strategic arms generated this momentum. Changes in
targeting policy partially answered the paradox of the retaliatory
threat, but it became apparent that a new procurement algorithm was
needed to produce forces that provided for proportionate U.S.
retaliatory responses to certain kinds of threats becoming available to
Soviet leaders. The assured destruction algorithm was no longer
automatically producing the "surplus" forces needed, for example, to
respond in kind to a Soviet counterforce attack aimed at U.S. strategic
forces including fixed-based missile silos. Although it still provided
forces far in excess of realistic requirements for massive retaliationm,
the technical composition of these "surplus" forces was becoming less
and less suited to tasks such as retaliation against time-urgent or
hard targets, whose numbers and protection from nuclear attack were
growing. In sum, the assured destruction algorithm just wasn’t
producing the unintended, side benefits it once did. The conditions
under which it produced these benefits were unique, and they no longer
obtained.

The groundwork for a merger of the two channels under a unified
policy based on extended deterrence and counterforce was laid in the
early 1970s. Then Secretary of Defense James Schlesinger deserves much
of the credit for facilitating this consolidation. He stated the
position that the them current attack strategy was too rigid, and too

heavily oriented to assured destruction attacks. 9

But his advocacy,
which seemed to be concerned with a particular issue of force

utilization (the type of issue normally and routinely addressed within
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lé the employment channel), transcended the particulars of flexibility and
even the general issue of employment policy. A message of much broader
- and deeper import was conveyed: in modern strategic circumstances
there are purposes other than assured destruction at stake, and these
purposes ought to be served within tﬁe procurement as well as the
employment channel.
& It is dangerous to ascribe motives and infer beliefs when they are
nct publicly expressed. But, it does not seem likely that the
strategic war plans then in existence were, in and of themselves, the
cause of Schlesinger’s concern. He may actu-lly have wanted to
establish the legitimacy of principles besides assured destruction in
order to pave the way for eventual approval, within procurement
channels, of programs embodying such principles. He did not seek
support for new weapons systems, but that logical consequence of his
position eventually did plant itself in the acquisition arena.
Widespread intellectual acceptance of the logic of intra-war deterrence
has had a profound effect on procurement policy. Today, force and
command structure programs designed to serve purposes such as
counterforce and protracted war-fighting frequently survive the rigors
of budgetary review.

Formal guidance issued during Schlesinger’s tenure was consistent
with the rhetorical departure from assured destruction. National
Security Decision Memorandum (NSDM) =242, signed by President Nixon in

January 1974, and associated documents —— Nuclear Weapons Employment

- Policy (NUWEP) and Policy Guidance for the Emplovment of Nuclear

RSN
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Weapons — specify objectives for damage to the Soviet Union in terms
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of percent destruction of economic, political, and selected military
targets. 10 The latter reportedly includes hardened missile silos and
command-control facilities. 1! Population is not targeted per se, but
the guidance established a requirement for destroying, when escalation
cannot be controlled, 70 percent of the Soviet industrial base, 12
which translates into attacks on perhaps 200 major Soviet cities where
one-third of the total Soviet population lives. A strategic reserve
force was also established. Other features of targeting policy set
forth in these documents will be discussed later.

The promulgation of countervailing strategy and receat
presidential decision memoranda issued by the Carter administration
: carried the torch 1it by Schlesinger and President Reagan’s policy
advances it even further down the road. U.S. strategic policy promises
to become heavily oriented to nuclear war—fighting in a budgetary as
well as an operational sense. The thrust of countervailing strategy

and PD-53s, -58s, and -59s, legacies of the Carter administration which

e dhe el e e Ll e et i i e T L i e

remain in effect, is toward concern with controlled attacks on a target
list that includes opposing missiles in hardened silos. A fiscal
commitment to these goals is implicit in the guidance, and there is
reason to expect an even stronger fiscal commitment to them by the
Reagan administration.

Although the requirements introduced most recently have not been
publicly spelled out in great detail, the broad outlines are generally

believed to incorporate the earlier NSDM-242 requirements and plans.
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Basically, the United States must be able to absorb the enemy’s maximum
attack and still possess the capacity to destroy a specified percentage
of Soviet economic, political, and military resources. Former
Secretary of Defense Harold Brown has determined that U.S. forces must
continue to be able to destroy a minimum of 200 major Soviet cities,
‘% where two-thirds of the industrial capacity and one-third of its
: population are concentrated. 13 The assured destruction principle is
thus retained, though again Soviet population is not targeted per

14

se. Beyond this, he has proposed the following objectives: (1) to

cover Soviet hard targets such as missile silos, command bunkers and
nuclear weapons storage sites with at least one reliable warhead whose
probability of destroying the target is substantial; and (2) to target
Soviet general purpose forces, communication~command-control, and war
reserve stocks necessary to the conduct of theater campaigns. 15
Furthermore, national leaders must be able to maintain control over
this retaliatory capability for weeks or months if necessary. PD-53
requires the national communications system to be capable of riding out
a Soviet attack and providing for central and flexible orchestration of
U.S. attacks by forces that might be held in reserve for an extended
period of time following the initial exchange. 16

As stressed earlier, many such requirements existed in one form or
another in the past, and to some extent were met. But only assured
destruction resonated in the procurement channel, and only by
happenstance did it produce forces that satisfied requirements for,

say, limited counterforce. Now that the pendulum of official and

254
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informed public opinion has swung back toward concern for counterforce

and nuclear war-fighting, it will likely become much easier to advance

PSR, LLET S S0

programs meant to serve these purposes, in the event that serious
deficiencies develop along these dimensions.

Whether or not such deficiencies are in fact developing is one of
several basic questions which provide grist for the estimation and
assessment process discussedrin the next section. This is the process
devoted to the systematic and fine-grained analysis of the ability of
the United States to satisfy all the requirements ~— notably, assured
destruction, counterforce, and flexible response —— set forth in
national strategic policy.

Before turning to discuss estimation and assessment, it should be
restressed that the resurgence of interest in strategic counterforce
does not mean that the primacy of military victory or even damage
limitation is being reestablished. The idea of military conquest was
repudiated long ago and there are no serious moves afoot to resurrect
it. Advocates of U.S. counterforce policies and programs instead argue
that Soviet counterforce capabilities have expanded to a point where
the opponent‘s bargaining position might be strengthened by undertaking
some limited strategic maneuver. To deny the adversary the additional
leverage that might otherwise accrue as a consequence of say,
counterforce attack against the U.S. Minuteman force, strategists
propose countervailing measures to fortify U.S. coercive diplomacy.
Principles of deterrence appear to lend strong support to the general

aim if not the specific remedies proposed. Orthodox military strategy

B
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based on the idea of military conquest is not driving any of the

planned investments.,

ESTIMATION AND ASSESSMENT

The procedure generally followed in assessing the adequacy of U.S.
strategic deployments is to first calculate the amount of destruction
that can be visited on the attacker and then compare this figure with
the amount deemed necessary to achieve systematic coverage of the
Warsaw Pact/Soviet military-urban-industrial target base.

The amount of destruction that can be visited on the attacker
depends in large measure on the effectiveness of the attacker’s
preemptive attack and defensive operations, which in turn depends in
varying degrees on a complex of factors including each side’s weapons,
organization, plans, geography, communications, intelligence and
warning systems, and doctrines and beliefs about the conduct of war.

Sophisticated analyses can be performed on many of these factors.
To reduce the estimation problem to manageable proportions, though,
analysts focus attention on a limited set of factors — notably, the
size and technical composition of targets and attacking weapons. One
cannot fail to notice that estimation has become almost synonymous with
computer—assisted simulation of interaction between these elements.

Before describing what could be called the statistical combat
approach to analysis, and discussing its 1limitations, the variables
considered, and the major conclusions reached, we digress briefly in

order to drive home an important point: a major issue of estimation is
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the level of uncertainty that U.S. planners and political
decisionmakers are willing to live with in the interest of nuclear
deterrence. As a rule, not very much uncertainty is tolerated. The
assured destruction principle itself (requiring a level of destruction
that approximates the maximum amount that could be achieved under any
circumstances) is a manifestation of risk aversion, as is the
insistence that assured destruction be estimated very cautiously ——
"crediting only that damage which established knowledge renders both
certain and calculable." 17 Only the immediate and direct damage from
nuclear attacks on urban-industrial targets is counted; famine,
disease, long-term environmental damage, and so forth are excluded.
Similarly, conservative assumptions underlie calculations of the
vulnerability of U.S. strategic deployments. For instance, the
official yardstick of strategic sufficiency in the 1960s measured the
capability of nuclear forces to inflict assured destruction after a

18

greater—-than-expected Soviet counterforce attack. A more recent

example of the use and consequences of conservative planning concerns
the vulnerability of Minuteman silos. Calculations based on
conservative assumptions predict that only a small fraction of this
force would survive the Soviet’s maximum attack in the early to mid
1980s. However, plausible changes in the underlying assumptions -- for
instance, assumptions about the operational reliability and accuracy of
Soviet ICBMs -- generate results that would presumably dishearten a
cautious Soviet planner. For instance, in the hypothetical case of a

future Soviet threat consisting of highly accurate, highly reliable,
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medium-yield MIRVs, "even rather modest shifts in the pertinent
assumptions are sufficient to change the apparent advantage from the
= attacker to the defender if a full first strike on land-based missiles
is attempted.” 19 In the same vein, former Defense Secretary Brown
cites the possibilities of fratricidé, missile unreliability,
operational degradation in accuracy, and the launch of American
missiles before Soviet warheads arrive as reasons why the Soviets
cannot be sure that they could destroy 80 to 90 percent of the
Minuteman force circa the mid 1980s. 20 1q sum, application of the
conservative planning principle by both sides produces almost

diametrically opposite conclusions. On the one hand, in Brown’s words,

o hdine "-. S e el R Ll it i VA e D L il S s

"we will not have much confidence that more than a small percentage of
our silo-based missiles can survive a Soviet preemptive attack." On
the other hand, again according to Brown, "the Soviets could not be at
all confident of destroying the bulk of our missiles." 21

Disparate U.S. and Soviet perceptions of the degree of strategic
vulnerability that exists on both sides could probably be found in
virtually all areas where comparisons are made. Other illustrations of
the consequences of risk avoidance in strategic assessment will appear
in later discussion. For current purposes, suffice it to say that the
conservative planning principle is largely responsible for divergent
conclusions. While estimates of the static strategic balance and the
effects of marginal changes are usually discussed in terms of
h; underlying numerical and technological realities, the calculations are
substantially driven by an entirely subjective matter having to do with

attitudes toward risk.
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Statistical Combat

Calculators of U.S. retaliatory strength labor under the
assumption that the attacker is committed to the destruction of
individual elements of the U.S. force structure. Soviet land- and sea-
based ballistic missiles are committed to attacks on bomber bases,
submarine ports, and individual ICBM silos. Antisubmarine warfare
(ASW) forces strive to find and destroy missile submarines patrolling
the oceans. And air defense systems attempt to bring down strategic
bombers headed toward targets inside Soviet and Eastern Bloc territory.

The effectiveness of the attacker’s offensive and defensive
operations is estimated for different political and military scenarios.
However, calculations are usually based on surprise attack conditioms,
implausible as that may seem. In all likelihood, Soviet preparations
for strategic attack would be detected. But in keeping with the
principle of conservative planning, analysts are apt to assume that
there is enough scope for a major intelligence blunder that the element
of surprise would be present. Attack preparations either go undetected
or unheeded. As a result, the alert readiness of U.S. strategic forces
remain at the normal, peacetime level, and the damage credited to
Soviet attacks is higher than it would be otherwise. 22 This is the
cost incurred when "strategic warning" fails.

The penalty for failing to provide "tactical warning" is also
severe. This term refers to the process of detecting actual attacks
and responding in time to avoid absorbing the full weight of the

opponent ‘s strike. If "tactical warning" is not provided, alert forces
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that depend on it for their survival would be subject to destruction,
and the expected damage from Soviet attacks is once again higher than
it would be otherwise.

Extremely conservative estimates of force structure vulnerability

% are based on tactical as well as strétegic warning failure. 1In an
earlier era, however, this would not have been so conservative a
planning assumption as it is today. Until the mid to late 1960s,
confidence in the performauce of the early warning network designed to
detect missile attacks was justifiably low. The situation seemed to
recommend operations that circumvented this problem, keeping reliance
on tactical warning at a minimum. Accordingly, some strategic bombers
were flown on 24-hour airborne alert between 1958 and 1968, 23 Other
efforts reflected this goal. Indeed, the major force structure
programs of the 1960s can be understood as an attempt to hedge against
the possibility of a tactical warning failure. The idea was to afford
strategic units the physical protection they needed to ride out a
complete surprise attack, and thereby eliminate reliance on tactical
warning for survival of the bulk of the strategic forces.
Diversification of the force structure followed, with massive
investments in weapons systems that did not require tactical warning to
generate their capability. Submarines were deployed at sea, where they
could not be readily found and targeted, and land missiles were
emplaced in underground silos which were difficult to destroy.
Strategic bombers were retained and though these forces still generated

their capability in anticipation of nuclear attack, they no longer
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monopolized the deterrent portfolio. Diversification thus strengthened
the threat of retaliation to complete surprise attack.

Because confidence in the performance of early warning systems has

i grown over the years, the standard assumption is that some advance
% notification of actual attack would be received. In most analyses,
ground alert bombers, for example, have a good chance of surviving a
sudden attack. Most calculations are still based on the assumption
that "strategic warning" would fail, however. No off-alert forces are
brought to alert status before Soviet forces are launched.
The historical picture that emerges from deeper examination of
force structure vulnerability under conditions of surprise attack is
clear. Regarding bombers and missile submarines, the situation has
changed only very marginally during the past fifteen years. While
; those units maintained at low states of readiness have been and remain
highly vulnerable to sudden attack, the alert units continue to be
virtually immune to preemptive destruction. The situation is radically

E different in the case of land missile vulnerability. Although a very
high alert rate has been maintained, the technical trend has been
running against this component of the force structure.

It is possible to capture this trend using standard equations
which combine technical characteristics of land missile targets and
attacking weapons to estimate the probability of target destruction. A
representative formula selects the target attribute of primary
importance to be silo "hardness," expressed in terms of the maximum

blast overpressure, in pounds per square inch (p.s.i.), that can be
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safely tolerated by the structure that houses the missile. It selects
the number of attacking weapons, and their yield, accuracy and
reliability, as the weapon characteristics of prime import. A standard
mathematical relationship between these factors and the probability of
target destruction by a single attacking warhead is

2/3 0.7 2
8.41 (Y )/H (CEP)

TKP = 0AR x (1.0 - 0.5 )
Where TKP = Terminal Kill Probability
OAR = Overall Reliability of Attacking Missile
Y = Explosive Yield of Attacking Warhead
H = Silo Hardness in p.s.i.
CEP = Accuracy of Attacking Warhead

For attacks by two warheads with identical attributes, the

probability of silo destruction is given by
1.0 - (1 - TRP)2

These formulas were used to calculate the results of hypothetical
missile attacks on opposing land missile forces during the period
between 1962 and 1974 (see Figure 2-1). 24 The graph plots the
percentage of each side’s ICBM force that would have been destroyed in
a large-scale surprise attack. As indicated, the techﬂical trend ran
in favor of U.S. forces during the initial period and began to be
reversed about 1965. The threat eventually tapered off, reflecting a
leveling out of Soviet ICBM deployments (see Figure 2-2) and increased

hardness of U.S. missile silos.
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The trendline took another sharp upward turn about 1975, however,

PR TR R AR

when the Soviets began to deploy a new generation of land missiles.
‘é Three types of ICBMs —— the SS-17, SS-18, and SS-19 —— became

ﬁ operational. Many were designed to carry multiple independently
targeted reentry vehicles (MIRVs), and they were credited with higher
accuracy than their predecessors. 25

These improvements produced a large increase in the lethal index
of the Soviet missile force, a quantitative measure reflecting the
size, yield and accuracy of nuclear inventories. Figure 2-3 shows the
pertinent statistics for the beginning of 1975 and 1978. 26 By
themselves, "lethality" statistics do not measure the counterforce
capabilities of a missile force. Nor do marginal increases in
lethality necessarily imply any improvement in counterforce capability.
To transform lethality into a meaningful measure of attack capability,
a set of targets must be specified, target "hardness" estimates
supplied, and the probability of target destruction computed.

This caveat notwithstanding, the elaborated calculations do
indicate a definite decline in U.S. land missile survivability.
Although there has been a sustained U.S. effort to give missile silos
added protection against the effects of nuclear explosions, it has not
been enough to offset the numerical and technical advances incorporated
in the fourth generation of Soviet missiles. Theoretically, a Soviet
ICBM attack in 1978 could have destroyed nearly half of the U.S.

Minuteman force. 27

Five years earlier, prior to the introduction of
the fourth generation of Soviet ICBMs, only about one-fourth of the

Minuteman force was vulnerable to attack (see Figure 2-4),
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*Notes to Figure 2-4

1973: Assumptions for land missiles are given in Appendix A.

The U.S. strategic bomber force included 397 B-52s and 66 FB-111s.
In the analysis it was assumed that 40 percent of the bomber force
was on alert, that a Soviet attack destroyed all off-alert bombers
and 10 percent of the alert force, and that Soviet bomber defenses

destroyed 10 percent of the bombers that survived the initial attack.

Type Alert Survive Warheads Yield (Total)
B-52 G/H 102 83 498 332

D/F 57 46 184 184
FB-111 26 21 168 63

The entire Soviet bomber force of Tu-95s and Mya-4s was assumed to
have been destroyed in a pre-emptive U.S. attack.

The fraction of U.S. missile submarines at sea at any time in 1973

55

w1is assumed to have been 55 percent of the total force. The analogous

Suviet alert rate was assumed to have been 15 percent of their total

force. Those submarines at sea were assumed to have survived.

Missiles
Type At_Sea Warheads Yield (Total)
U.S. (22 out of 41 subs at sea)
Polaris A-2 64 64 55
Polaris A-3 112 336 114
Poseidon 176 1760 336

U.S.S.R. (5 out of 34 subs at sea)

S5~N-6 64 64 64
SS-N-8 12 12 12

1978: Assumptions for land missiles are given in Figure 3.

U.S. Minuteman silos were assumed to be hardened to 1,500 p.s.i.,
and Titan silos to 300 p.s.i. Modern Soviet land missiles (ss-17,
S5-18, S5-19) were assumed to be hardened to 1,500 p.s.i. Older
Soviet missiles (SS-9, SS-11, SS-13) were assigned a hardness
ranging between 300 and 1,000 p.s.i. This treatment accounts for
the ranges that appear under the Soviet columms in Figure 4 above.
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Notes to Figure 2-4 (continuation)

In the U.S. attack all Minuteman missiles were expended. The Soviet
attack allocated one missile warhead to each of the 1,054 Amerfican silos.
This hypothetical strategy expended only 25 percent of Soviet land
missiles (183 SS-9s, 125 SS~18s including 55 mod two versions with ten
warheads each, and 43 SS-19s with six warheads each were expended).

The U.S. bomber force included 335 B-52s and 66 FB-11ls. In the analysis
121 bombers, or 30 percent of the total bomber force, were assumed to be
alert, and 90 percent of the alert bombers survived the initial attack.
0f these, Soviet bomber defenses destroyed 15 percent.

Type Alert Survive Warheads Yield (Total)
B-52 G/H 77 59 708 236

D/F 24 19 76 76
FB-111 20 15 120 45

As in 1973, all Soviet bombers were assumed to have been destroyed in a
pre-emptive U.S. attack.

It was assumed that 22 out of 41 American missile submarines were at sea
and survivable at any time in 1978. The analogous figure for the Soviet
Union was assumed to be 8 out of 56.

Missiles
Type At Sea Warheads Yield (Total)

u.s.

Polaris A-3 89 240 82

Poseidon 272 2720 318
U.S.S.R.

SS=-N-6 64 64 84

SS-N-8 56 56 73

SS-N-17/18 20 52 28

56
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Refinements in Soviet missile accuracy after 1978, coupled with
further fractionization (MIRVing) of missile payloads {increasing the
number of warheads that can be allocated to each target, thus raising
Ei the "kill probability" above that which could be realized if only a
single warhead were allocated) moved<the Soviets still closer to what
many consider to be one of their prime strategic objectives: the
capability to destroy virtually the entire U.S. ICBM force. If the
standard calculations are to be believed, Soviet strategic missiles
will provide this capability in the near future (see Figure 2-5). 28

With the apparent demise of Minuteman as a viable second-strike
force, strategic bombers and missile submarines become the mainstays of
U.S. deterrence. Fortunately, they are robust mainstays. The alert
portion of both forces appears to be well-protected from sudden attack,
and there is no immediate prospect of any serious erosion of either
component.

The open ocean is a veritable sanctuary for alert U.S. missile
submarines. Once at sea they cannot be readily detected, localized or
attacked given the current and foreseeable state of Soviet

9

technology. 2 Soviet antisubmarine warfare forces thus present little

danger to U.S. submarines on patrol. 30

Furthermore, by taking
advantage of forward bases in Guam, Scotland and (until recently)
Spain, the U.S. Navy has managed to sustain a high alert rate. About
half of the U.S. force of missile submarines patrol the oceans at any

time. 31
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The retaliatory threat carried by these alert units alone is

stark. In 1978, after a surprise Soviet attack, they could have
'5 delivered some 350 missiles capable of dispensing a combined total of

nearly 3,000 warheads. 32

In terms of deliverable explosive power, the
amount residing in these weapons was roughly 30,000 times the amount
exploded over Hiroshima in 1945, 33 As indicated in Figure 2-4, the
level of second-strike destructive power in 1978 was slightly higher
than it was in 1973; the expected number of survivable warheads rose
substantially (by 38 percent over the five-year period).

Deterioration from age rather than any external threat is the
primary source of concern about the future of the missile submarine
fleet. All 41 submarines in operation in 1978 were commissioned
between 1960 and 1967. Ten of them were recently retired, and the
remainder —- 31 Lafayette-class boats (Poseidon) =- will reach the end
of their twenty-five year operating cycle at a rate of ten a year
beginning in 1988. Hence, all are expected to be retired by 1992, 34

Analogous problems afflict the strategic bomber force, but they
are not as serious. Although the force is mainly comprised of B-52s
delivered in the 1956-63 period, most problems associated with age can
be corrected through modification and replacement of parts. Many
aircraft have underwent structural surgery, and as long as such efforts
continue the present fleet should remain structurally sound through the

remainder of this century. 35

Reproduced with permission of the copyright owner. Further reproduction prohibited without permission.



60

The alert bomber force does, however, face significant external
threats (unlike the submarine force). In the first place, although
alert bombers are poised for a quick getaway in the event of attack,

detection and prompt nstification of that event are critically

important. Aircraft must be aloft wéll before the arrival of incoming
warheads, some of which might be launched on a short time-of-flight
trajectory by Soviet submarines positioned near the U.S. coasts. Under
the best of circumstances, a surprise attack by Soviet subs would be
expected, on the basis of conservative planning assumptions about
missile flight times, to destroy some alert bombers. 36 This
expectation is reflected in Figure 2-4, which assumes that 10 percent
of the alert bomber force would be destroyed on the ground. 37
Standard analyses which calculate the damage more conservatively
conclude that upwards of 30 percent could be destroyed, but it would
appear that such estimates are overly conservative. 38

The Soviets actually do not now appear to be pursuing a strategy
based on large-scale submarine attacks on bomber bases. If anything,
they are withdrawing forces from this missioﬂ and concentrating their
forces in ocean areas close to home ports, especially Murmansk, where
they can be defended against Western ASW forces. Although recent
generation submarine missiles launched from the Barents Sea or other
waters contiguous to the Soviet Union have enough range to reach the
United States, their time of flight would be very long. The prevailing
view is that alert bombers would be aloft long before these missiles
(as well as Soviet ICBMs with approximately 30-minute flight times)

struck U,S. airfields. 33
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The more serious external threat to strategic bombers is the

Soviet air defense system. In the 1970s, these defenses could have
destroyed perhaps 10-15 percent of the bombers that survived initial
attacks on airfields (see Figure 2-4). The technical trend has been
running against present-generation péne:rating bombers, and it is
expected to continue to run against them.

Yet the Soviet deployment of an effective, operational defensive
capability is probably a long way off. At present, Soviet terminal
defenses =~ mainly surface-to-air missiles (SAMs) —- at fixed locations
can be easily avoided or suppressed by ICBMs, SLBMs, or SRAMs (short-
range attack missiles carried by the penetrating bomber itself). And
the Soviet Union lacks an effective interceptor system that enables
fighter aircraft to detect and destroy low-flying U.S. bombers. As a
result of these deficiencies, U.S. bombers should have at least a 70
percent chance of successful penetration, and that is a conservative
estimate. Furthermore, this penetration rate should decrease only
marginally during this decade, though some concern exists that new,
advanced Soviet defensive capabilities — in the form of a modern SAM
and a "look-down, shoot-down" capability for fighters — may appear
sooner than expected and may pose a formidable threat by the end of
this decade. It should also be noted that as Minuteman forces become
more vulnerable to preemptive attack, bombers will have to rely less on

ICBMs to suppress Soviet air defenses prior to bomber penetration.
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Although the future of the present fleet of penetrating bombers —-
the oldest component of the force structure — is somewhat cloudy, its
contribution to deterrence in the current time frame and the recent
past is generally thought to be considerable. Even after allowing for
surprise attack conditioms, significént pre- and postlaunch attritionm,
and an alert rate that is much lower than it could be (declining, as a
result of deliberate policy decisions from about 50 percent in the
sixties to 30 percent in the seventies), the amount of destruction that
bombers could visit on an attacker would still be immense.

Calculations for 1978 (see Figure 2-4) credit the bomber force with a
capacity to deliver almost a thousand weapons with a combined yield of
350 megatons, the equivalent of 30,000 Hiroshima bombs.

Adding this amount to the contributions of the other two
components, U.S. retaliatory strength, estimated very conservatively,
sums to about 1,300 megatons and 5,000 warheads. As indicated in
Figure 2-4, there was an overall increase in second-strike warheads and
a parallel decrease in cumulative explosive yield over the five-year
period (1973-78). The numbers are spread fairly evenly among the three
force components, and in absolute terms the figures are very large. If
the amount required to achieve the condition of assured destruction is
taken to be 400 megatons, then clearly the strategic forces were more
than adequate to serve this traditional purpose. Presumably, much of
] the remainder would have been available for use against military
targets. And given the magnitude of this surplus — thousands of

weapons and approximately 900 megatons —- the forces could have

.
o

wf
o4
o
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probably undertaken major operations in the interest of counterforce
and related purposes. For this reason, and because assured destruction
was provided for as well, it is reasonable to suppose that as of 1978
the U.S. strategic deterrent was robust, stable, and broad, at least
under the established technical definition of strategic capability.

These capabilities have since been declining at a rate that is
directly proportional to the increasing vulnerability of the Minuteman
force. Although authoritative sources assert that today "Even after
riding out a Soviet first strike while on day-to-day alert the United
States will be capable of attacking a comprehensive list of military
and non-military targets," 40 the list of destructible military
targets, particularly hard targets, is undoubtedly shorter than it was
only three years ago. And it is certain to get still shorter unless a
concerted effort to bolster the force structure is made.

A force modernization program is in fact underway. And it is not
modest. Figure 2-6 projects expenditures for programs pursued by the
Carter administration. Summary analysis of its predicted impact on
U.S. strategic capabilities is shown in Figure 2-7. As indicated in
Figure 2-7, programmed forces were expected to reverse present trends
and ensure a situation of rough equivalence with the Soviet Union at
least through the end of the decade.

Before describing the main elements of the modernization program
proposed by President Reagan, as well as other measures that promise to
strengthen U.S. strategic capabilities, we turn to discuss another

subject: flexible response.
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Flexible Statistical Combat

Assessments of the ability of central decisionmakers to execute
nuclear forces in a flexible manner fall into several distinct groups:
(1) analyses that threat flexibility as a force structure issue; (2)
attack plans, especially targeting pdlicy; and (3) studies of the

performance of C3I networks.

1. Flexibility and Survivable Forces: Defining flexibility as a

force structure issue reflects the thinking that couples force
survivability with the basic national security purposes discussed
earlier, Ir fact, the analytic aims and methods discussed in the
previous section and those used to analyze flexibility overlap almost
completely. In the latter case, however, greater specificity and
political texture are introduced into the scenarios and conclusions.
The purposes at stake are not treated as if they were all salient at
once. Standard calculations still drive the results, but they are
interpreted more in terms of the latitude for politico-military choice
and maneuver that they imply.

The basic premise is that in order to have any meaningful choice
among politico-military options, forces associated with the options
nust be able to survive attack. Options are otherwise hollow. The
popular variant of limited strategic war which envisions a selective
Soviet attack that avoids most large American cities while destroying
large segments of the force structure reflects this concern with hollow
options. It is argued that if U.S. leaders could not then respond in

kind -- because the appropriate forces did not survive in sufficient
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numbers to execute a proportionate counterforce attack option, then
they would capitulate despite their ability to trigger the destruction
of Soviet population and industry. Under the circumstances, rational
leaders would rule out retaliation based on assured destruction because
that would only invite attacks on Américan cities as well as forfeit
all bargaining leverage in the future. By denying U.S. leaders an
option that rationally calculating decisionmakers would presumably
prefer — the option to launch an effective counterstrike against
Soviet military targets while preserving the threat to Soviet cities —-
the Soviets reduce the scope of U.S. flexibility to a point where
surrender might be preferred over attacks on industrial centers and
other countervalue components of the Soviet target base.

This perspective on flexibility sets up the predominant policy
issue as one of ensuring that the force structure is robust. Analyses
thus focus narrowly on the size and technical composition of the
respective force structures, with a view to assessing whether the
Soviets could achieve exploitable dominance by means of selective
counterforce attack. The summary calculationé in Figure 2-7 can be so
interpreted. The results imply that forces programmed by the Carter
administration for deployment during the 1980s would have provided the
option to mount a selective counterforce attack in response to a Soviet
counterforce strike; and, in the wake of such an exchange, a residual
force structure as powerful as the opponent’s would have equalized
bargaining power on both sides. If these calculations are valid, then

it would appear that programmed forces were needed to expand the range
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of effective executive choice and thereby answer, at least partially,
the paradox of the retaliatory threat.

Actual war plans and C3I arrangements are not usually examined
under this approach to assessment of the flexibility of the U.S.
strategic posture. Hence, the model that generated the results in
Figure 2-7 executes hypothetical attack options that only faintly
resemble actual target assignments; furthermore, it excludes C3I
operations that would be involved in any attack execution.

The results definitely do not reflect the basis on which the
United States actually plans to use its forces. No allowance, for

instance, is made for theater nuclear operations to which hundreds of

‘ U.S. strategic weapons have been provisionally committed. Similarly,
the simulation almost certainly misrepresents the opponent’s targeting
policy. Such distortion is evident, for instance, in the model’s
assignment of all Soviet strategic forces to intercontinental

t operations. Even though many observers believe that a large fraction

of Soviet strategic units have always been committed to regional
operations, such units are, for purposes of strategic balance
calculations, invariably lumped together with other strategic

forces. 41

The usual omission of C3I parameters is also exemplified by the
model. Although an explicit assumption of the simulation is that the
initial Soviet attack includes C3 facilities among its targets, the
results reflect none of the plausible adverse consequences of such an

1 attack. 42 In the model, U.S. retaliation is carried out as if it were
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centrally authorized and fully coordinated. The model also simulates
retaliation "in kind," implying accurate characterization of the
opponent’s initial attack. It also conveys the impression that the
residual forces left on each side following a large-scale strategic
exchange remain fully responsive (for an indefinite period) to
direction by their respective national authorities. And so forth. In
other words, the analysis presupposes a sophisticated command system
which performs ideally even though the model subjects C3 to direct
enemy attack.

This particular model is representative of a larger class of
analyses in that it is set in a "diplomacy of violence" context wherein
the risk and consequences of deliberate attacks meant to paralyze an
opponent’s command structure are downplayed. The use of a notional
command structure in strategic enumeration preserves (artificially)
this context and the basic deterrence perspective which sees the use of
weapons as a means of influencing an opponents behavior rather than
incapacitating him.

It is clear that major distortions, omissions, and artifices
reduce a typical model’s relevance to realistic conditions and call
into serious question the validity of its findings. Standard
calculations are not very meaningful indicators of the flexibility of
the deterrent capabilities of the U.S. strategic posture. Nonetheless,
assessments are usually based on these calculations, as though
decisionmakers’ latitude for choice is essentially determined by force

structure conditions.
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2. Flexibility and Targeting: Disaggregation of the problem of

R A e e

flexibility also characterizes an approach to analysis that treats the
planning assumptions and details of actual strategic war plans as prime
concerns. In this view, coercive diplomacy depends for its success on
éz appropriate attack strategy, target pfiorities, and weapons
assigmments. War plans should bear relation to the Soviet calculus
regarding nuclear war -- threatening his most vital interests,
targeting what he values most, exploiting his fears —- in order to
provide for maximum influence over his decision process. The plans
must also be tailored to provide sensible options for a range of
hypothetical circumstances, to allow deterrence to fail in stages, and
to facilitate war termination on favorable terms at the earliest
possible stage.

Adaptation of targeting policy to changing strategic circumstances
and to ongoing assessment of Soviet vulnerabilities and fears has
involved the creation of additional option packages as well as some
significant changes in target priorities. It is worthwhile to recount
some of this history.

The strategic war plan contained a solitary, indivisible option
until the early 1960s, when planners created three basic packages: (1)
full-scale attack on Soviet/Warsaw Pact military resources, (2) massive
attack on enemy cities and industrial centers, and (3) massive
simultaneous attack on enemy military and urban-industrial targets. In
the event of a conventional, theater nuclear, and/or strategic nuclear

attack on the West, U.S. command authorities could have elected to
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launch the large-scale counterforce attack in retaliation, while
withholding forces assigned to countervalue targets. 43 Within limits,
different permutations and combinations of target assignments were also
possible under this eption. Basically, however, they were minor
variations on a theme: attacks on a comprehensive list of
predesignated military targets. (However, it should be noted that some
strategic forces have traditionally been assigned to NATO’s general
strike plan; these forces, which today include four hundred warheads on
Poseidon missile submarines, 44 could be employed in conjunction with
other tactical nuclear operations whether or not any options in the
strategic war plan were ever exercised).

The next and most recent major revision of targeting doctrine was
not undertaken until 1975, when a set of limited attack options were
introduced. Figure 2-8 illustrates hypothetically the general nature
of these new options. One reason given for the creation of limited
strategic options is that the full-scale counterforce package was
expected to cause very high collateral damage to the Soviet population
and economy. In Schlesinger’s words, the option was so massive as to
be "virtually indistinguishable from an attack on cities." 43 The
revised targeting doctrine was thus motivated in part by a desire to
establish more salient nuclear firebreaks and improve the chances of
early termination of war. The role of limited options in controlling
escalation is well stated in a publication antedating their actual

introduction by ten years. According to USAF Basic Doctrine, issued in

1964 under the signature of General C. Lemay, general nuclear war

Reproduced with permission of the copyright owner. Further reproduction prohibited without permission.



71

JPOTMITICAL STRICE OPTIONS

argets Urdac Optionsh
Bomcce Collecaced 4 B CDETCHIJIJELXBEO?PQEUES

Jactieal Stagtog X X 2 2z
Iactical Steging E3
Strateg:: Scagiag X Iz
Strategic Stagtrg E3
BrDIsLs
Rarly Verniag Radar/
Setellite Trackiag (FWR/ST) 2 rzz

. BrsT
alliz Alt Defease/Calasd ARN
AISSTLIS

Installstions 2 h 4 b S 4 I X
v _lostallations X
CEM Ipscaslazioas X X X XX
C3Y Installs:ions F3
BAVAL FACTIITIES
Ports X t 3 5% 1

Ports X
STV SITTS
Buclear Ssadons Depots /Product. X b St S 4

Buclea: Leapczs Lepots/Prodsct. X

el

eisalng
belselne
selva[re

> loe
Mive
it

peioe
ire
il

PRIMAXY CONTROLS
Cantess X T XXz X
FIE3

Ceaters 3
OTXIR MILITAXY
Jrecp Concentraticns X b S S 4 X 2
Troo; Comcez:raiions X
TRAAY/INDUSTRIAL

Rlectric Pover Plants/Bame b 4 b4 X b 4 X
Rleciric Power Planzs/Daze E3 .
Rsil Marsaalli=g )
Ratl Marshaliisg Yards X
Kev Incuszrial Piazzs X X X £
Ley In¢us:rial Plac:s 3

Llid
Ll
(L]

Qanes --3 Tz

4 3CDELYGCNIJIJZXZLEEOZQRS

TIS:

'Tcu-t categories gre those presested is Congressiocal Esariags By tde Alr
Force. The actual twmber of targete {3 esch category was delered from the
mclassified versies of this testimmy; howevar, the order sf prisricy L»
esrrece, a.g., Sore alrfislds ware targeted thas defenses.

Sopetons M. ?, 308 @ taspectivaly stasd for MiXamars’s Pell-Scale Covas force,
Yull-Scals Couszarvalus, asd Pull-Scale Cowmtarforce/Ceuntervalue strategies.

An option for Minuteman launch-under-attack vas crested sbout 1978.
Although characteristics of the option remain secret, 1t may be
speculated that it resembles option K, which represents s large-scale
attack against Soviet military targets that are mot locsted near
densely populsted areas.

Figure 2-8

Reproduced with permission of the copyright owner. Further reproduction prohibited without permission.



72

encompasses three possible types of operations —— countervalue, full-

scale counterforce, and limited counterforce. 46 The latter

operations:
«ee can vary from a single sortie against one
military target to a number of diversified target
sorties .... Their objectives are: (1) To
demonstrate to the enemy through military action
that the United States possesses both the will and
the capability to fight at higher levels of
intensity to attain the political values at stake,
and (2) to convince an enemy that prompt
termination of the conflict and negotiations of the
issues on reasonable terms are preferable_to
escalating the war to higher intensity.

Reducing risks of escalation was only one of the objectives of the
change of targeting plans. The revision also reflected reassessments
of the deterrent effect of different targeting policies. Such policies
had been under review since the early 1970s, as part of a wide~-ranging
study of Soviet threat perceptions. Analysts sought to identify the
threats regarded as most grave by the Soviet leadership. By pinning
down the Soviet calculus regarding nuclear war, planners hoped to
devise a targeting policy which exploits Soviet fears and thereby
achieves the optimum deterrent effect. The initial phase of the study
effort led to NSDM-242 and NUWEP. Civilian input in the preparation of
the latter document, which sets out the attack options, targeting

objectives and the damage levels needed to satisfy political guidance

contained in NSDM-242 and an associated document (Policy Guidance for

the Employment of Nuclear Weapons), was apparently unprecedented. 48
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Additional studies undertaken during the Carter administration
centered on such subjects as Soviet views on nuclear war-fighting,
Soviet fears of China, the adaptation of targeting to the goal of
dismemberment of and regional insurrection within the USSR, and the
deterrent effect of targeting Soviet instruments of domestic and
external political control -- especially CPSU buildings, command
centers used by the political leadership, KGB facilities, and so
forsh. 49 The conclusions were incorporated in PD-59, signed in 1980,
which provided a framework for a strategic war plan containing four
basic target groups: (1) nuclear forces, (2) conventional military

forces, (3) military and political leadership, and (4) economic and

industrial targets. The plan is further divided into the following

categories of employment options:
e Major Attack Optionms

e Selected Attack Options. As an example, to degrade Soviet
capabilities to project power in the Middle East-Persian Gulf
region, U.S. planners have reﬁortedly developed the nuclear
option to strike Soviet military bases and airfields inside

the Soviet Union near Iran. 50

® Regional Nuclear Options. As an example, an RNO might be
designed to permit the destruction of the forward elements of

an attacking force within a particular area of operations.
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o Limited Nuclear Options. These options reportedly permit
selective attacks on fixed enemy military or industrial

targets. 51

These options are broken down further to permit central
decisionmakers to withhold forces aimed at special classes of targets.
Population centers, for example, might be exempted from attacks, as
might Soviet national command facilities. Exempting these targets from
attack, at least initially, is generally considered to be key to the
prevention of escalation. Other withholds, according to Ball, include
particular countries included in the strategic war plan. 52 There are
many circumstances in which simultaneous attacks on all potential enemy
countries -- non-Soviet Warsaw Pact nations, China, Cuba, and Vietnam
as well as the Soviet Union proper —— would not be desired. As well,
potential targets on allied and neutral territory might be exempted.

Finally, U.S. planners have created special options for preemptive
attacks on the enemy target bases, and for launching U.S. forces upon
receipt of tactical warning of a Soviet attack. 33

Although with few exceptions these and earlier options packages
have their own unique logic which can be understood without bringing
the issue of force vulnerability into the picture, force structure
overtones are unmistakenly present in their development. It is no
coincidence that the proliferation of options packages paralleled the

emergence of a modern Soviet strategic arsenal.
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As long as the United States enjoyed a nuclear advantage such that

it could destroy, in retaliation to any and all forms of Soviet attack
on the West, virtually the entire enemy target list including any
unutilized strategic forces, U.S. planners were not apt to make
allowances for portions of the force gtructure to be withheld, even if
they envisaged a less than all-out Soviet assault. Furthermore, if
unutilized Soviet forces seemed highly vulnerable to U.S.
counterattack, as was once the appearance, then U.S. planners had
strong reason to expect a comprehensive Soviet attack at the outset.
And there was a strong presumption that in spite of the paradox of the
retaliatory threat, such an attack would provoke an equivalent response
—— that is, all-out retaliation against the entire enemy target

list, o4

Prevailing expectations with respect to the likely scale of
Soviet attacks and the scale and decisiveness of U.S. retaliation
somewhat diminished the perceived importance of limited retaliatory
options.

But the paradox of the retaliatory threat and the imminent
prospect that Soviet strategic deployments would be able to survive
preemptive or retaliatory strikes by U.S. forces carried implications
that were not lost on policy officials. As early as 1960, the role of
options packages had become salient and well appreciated. The
flexibility to withhold portions of the U.S. force was deemed essential
to deter the employment of Soviet forces held in reserve, and to

counter the bargaining leverage such reserve forces might otherwise

confer following an initial exchange. 35 And as the gap between the
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capabilities of the force structures gradually narrowed, the situation
warranted adoption of an increasingly flexible posture. By the mid
1970s, U.S. planners were creating smaller option packages, including
some that involved demonstration strikes, and refining others so that,
for example, counterforce attacks could be distinguished from an attack
on cities.

There will always be some residual doubt about the appropriateness
of particular war plans. Scenarios are highly speculative. Gauging
the deterrent effect of different strategies is highly subjective.
Policies emerge without benefit of any solid empirical foundationm, the
absence of which results (unavoidably) in the elevation of theory, bald
assumption and hand-waving over data, fact and scientific conclusion.
By virtue of these limitations, the question whether current war plans
effectively foreclose enemy options must remain moot.

Nevertheless, it is generally believed that the proliferation of
option packages has been an appropriate reaction to changes in the
force balance and that planners can devise options that offer rational
responses to the most imaginable of wartime circumstances. In other
words, prevailing opinion holds that war plans have not by themselves
s0 severely constricted the range of executive choice that rationally
calculating decisionmakers would not have appropriate options at their
disposal in wartime.

This does not imply that available weapons inventories adequately
flesh out the objectives of the option packages contained in the war
plan. To the contrary, the last two administrations have asserted that

force structure modernization is now necessary.
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As well, C3I arrangements may not support a flexible strategy,

irrespective of the amount of flexibility offered by a modernized force
structure and an elaborate, option rich war plan. The last two
administrations have determined that the command structure is indeed
inadequate and that major improvemenfs are needed to bring it into
close alignment with a nuclear strategy of flexible response. Under
the Reagan administration, command structure development has been

assigned a priority equal to that of strategic force modernization.

3. Flexibility and CBI Networks: Although U.S. strategic

employment doctrine has incorporated plans for flexible and graduated
use of strategic nuclear force since the early 1960s, the public record
is lacking in authoritative assertions that C3I networks could continue
to functicn beyond a few hours after the first enemy weapons had
landed. As declaratory doctrine and actual operations plans grew
increasingly sophisticated, demands on C3I networks mounted, but until
recently the criteria used to evaluate the performance of these
networks were derived from the simpler procurement principle of assured
destruction. Under this principle, C3I networks need only meet minimum
standards of performance: reliable detection of enemy nuclear attack
and rapid dissemination of a short message (the "go code") releasing
the entire arsenal in a comprehensive attack. For two decades and

3I networks

more, established war plans have implicitly required that C
provide for control through a series of exchanges, but formal
imposition of requirements that exceed the minimum needed for assured

destruction have been resisted. H.D. Benington, then a key official
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responsible for command development, exemplified this attitude. In his
view, C3I networks designed to support flexible response would "merely
add complexity at the possible expense of reliability." 56 Benington,
like his contemporaries of the late 1960s, concluded that "it appears

that it is better to keep retaliation pure, simple, and as

unsophisticated as possible." 57

Now that flexible response pervades strategic policy and planning,
C3I networks are being evaluated against a set of more stringent
standards. Lt. Gen. H. Dickinson, the chief military architect of
strategic C3I during the Carter administration, is the source of a

proposed set of revised criteria which he summarizes as follows:

To support a credible deterrence_posture and war—
fighting capability, strategic C” systems must
provide tactical warning and attack assessment
(TW/AA), strategic force control, execution,
termination, and Strategic Reserve Force employment
for extended periods after absorbing a well-
coordinated attggk regardless of U.S. force and
alert posture.

According to D. Ball, who assessed the performance of present U.S.
C3I systems against a similar set of criteria, the controlled, flexible

employment of current U.S. strategic forces is illusory:

ese it is most unrealistic to expect that there
would be a relatively smooth and controlled
progression from limited and selective strikes,
through major counterforce exchanges, to
termination of the conflict at some level short of
urban~industrial attacks.... In fact, control of a
nuclear exchange would become very difficult to
maintain after several tens of strategic nuclear
weapons had been used, even where deliberate
attacks oggcommand-and—control capabilities were
avoided.
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Ball’s analysis thus confirms an earlier assessment by J. Steinbruner

that "regardless of the flexibility embodied in individual strategic
forces, the precariousness of command channels probably means that
nuclear war would be uncontrollable, as a practical matter, shortly
after the first tens of weapons are léunched." 60

Reagan administration officials openly acknowledge that U.S, CBI
systems have not kept pace with evolving strategy and enemy threats to
those systems. Recent studies have apparently exposed serious
shortcomings, many of which defy ready solution. To D. Latham, current
deficiencies underscore what "a very difficult job" it is "to make a
system endure and be a war-fighting system in a protracted
conflict." 6! It is apparent that, in the official estimation, current
U.S. C3I systems lack "an enduring capability to counter the Soviet
capabilities for protracted conflict." 62 Chapter 7 of this report
concludes that current CI capabilities for flexibility and endurance
are indeed extremely limited. Chapter 8 examines the Reagan

administration’s proposed correctives.

REMEDIES AND SOLUTIONS

Strategic Modernization

The Reagan administration believes that the United States must
increase the number, destructiveness, endurance and responsiveness of
U.S. strategic forces in order to convince the Soviet leadership that

"there can be no circumstance in which it could benefit by beginning a

i_;g
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nuclear war at any level or of any duration.” 63 At the moment, U.S.
defense officials seem fearful that "the Soviets could envision a
potential nuclear confrontation in which they would threaten to destroy
2 very large part of our force in a first strike, while retaining
overwhelming nuclear force to deter aﬁy retaliation we could carry

out." 64

U.S. forces must be sized to deny any such advantage to the
opponent; hold at risk those political, military, and economic assets
that Soviet leaders value most highly; and allow for terminating a
nuclear conflict and "reestablishing deterrence at the lowest possible
level of violence." 65

In October 1981, President Reagan outlined a strategic
modernization program that supposedly will prevent Soviet realization
of strategic dominance over the United States. To arrest alleged
destabilizing trends in the strategic balance, and in particular to

offset Soviet advantage in prompt hard target counterforce capability,

U.S. strategic power will be revitalized in five major areas:
e Augment and Upgrade Strategic C3I
o Modernize the Manned Bomber Force
e Deploy New, More Accurate and Powerful SLBMS

o Improve Land-Based Missiles’ Accuracy, Power and

Survivability

e Strengthen Strategic Defenses
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3

Augment and Upgrade Strategic C'I: This goal takes precedence

over the rest. In his FY 1984 Annual Report, Secretary Weinberger
states that the administration has given "highest priority to
increasing the ability of our strategic force management systems not
only to survive but to remain capablé of performing their basic
functions throughout a sustainad sequence of Soviet attacks." 66
Dozens of programs are included in the CSI modernization package.

Descriptions of selected key program elements are found in Chapter 8.

For present purposes, suffice it to say that the administration

believes that its CSI plan, once implemented, "would deny the Soviets
the option of either attempting a decapitation attack, or using
protracted war tactics to exploit the limitations of our C3I system,
and would provide the U.S. with a C3I system compatible with our

strategy of deterrence [flexible response]." 67

68

Modernize the Manned Bomber Force: At the end of 1983, the

number of U.S. strategic bombers in the operational inventory will be

about 322 (266 B-52s and 56 FB-11ls). Modernization of this force is
required to ensure weapon penetration in the face of improving Soviet

air defense systems. Some B-52s are thus being refitted to carry air—

Co oy

[ launched cruise missiles (ALCMs) that can be delivered at long
distances from the target. The first squadron of ALCM-equipped B-52G
aircraft became operational in 1982. The administration further plans
to deploy 100 new B-1B bombers in the mid 1980s, and to begin
deployment of 132 advanced "Stealth" bombers in the early 1990s. About

3,200 ALCMs will eventually be deployed on these newer aircraft as well

X
g
ﬁ
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as the older B-52 force, with perhaps a half of the total cruise
nissile inventory having first-generation characteristics and the
remainder having "Stealth" characteristics associated with a second-

generation version now under development.

Deploy New, More Accurate and Powerful SLBMs: 69 Construction of

Trident submarines to augment, and eventually replace, the aging
Poseidon fleet, will continue at a rate of one per year. The first
Trident submarine was commissioned in 1981. By the end of 1983, the
Navy will have three Trident submarines, each with twenty~four C-4
nissiles, in addition to thirty-one Poseidons, each carrying sixteen
C-3 or C~4 missiles. Ten Tridents have been authorized through fiscal
year 1983, and it is expected that authorization for ten more will be
requested in the years ahead.

Beginning in 1989, D-5 missiles will be deployed on Trident
submarines. Compared to the C~4 missile which is carried by twelve
Poseidons and the first eight Trident submarines, the D-5 is larger,
more powerful and accurate. With seventy-five percent more payload and
an accuracy approaching 400 feet CEP, the D-5 could be used "to attack
any target in the Soviet Union, including their missile silos.™ 70
This "hard target kill" capability offers, for the first time, the
ability to use missile submarines to strike the complete spectrum of
targets in the Soviet Union. 1

Also, starting in 1984, sea-launched cruise missiles (SLCMs) will

be deployed on attack submarine and surface ships to strengthen the

Strategic Reserve Force. 2
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Improve Land-Based Missiles’ Accuracy, Power and
73

Survivability: Between 1986 and 1988, 100 MX missiles will be
lowered into existing Minuteman silos. The Minuteman force will be
reduced to 900 launchers, and the Titan force will be retired.

MX is twice as accurate as curreﬁt Minuteman missiles. It can
deliver up to ten warheads, compared to three for Minuteman III and one
for Minuteman II. These attributes, together with increased explosive
yield, give MX the prompt "hard target kill capability necessary to
retaliate effectively against the most highly valued and increasingly

hard Soviet targets." 74

Administration officials argue that MX would
rectify an existing imbalance in prompt hard-target capability which
presently is "the most dangerous feature of the curreat strategic

= situation." 7 Mx forces will put hardened Soviet c3 facilities at

risk, 76

and "break the Soviet monopoly on prompt counter-ICBM
capabilities." 77

Housing MX missiles in Minuteman silos, however, does not enhance
force survivability. The administration has therefore proposed to

[ begin engineering design work on a small, single-warhead ICBM popularly

known as Midgetman. Full-scale development of Midgetman could begin as

early as 1986, with initial deployment in the early 1990s. It may
operate in a variety of fixed and mobile modes =- due to its small size
~= and yet prove to be accurate enough to destroy very hard targets.
Other measures that might enhance ICBM survivabiiity range from
superhardening of missile silos to launch-under-attack. Research on

the former is under way and holds out some promise. Launch-under-
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attack is in one sense a policy option that is already available. The
president may simply decide to execute the strategic forces before the
full weight of enemy attack is absorbed, thereby permitting more
forces, particularly ICBMs, to escape destruction. In principle, that
decision == not to ride out the attack —- already rests with national
authorities. But implementation of such a decision is not, practically
speaking, easily performed. Technical and procedural adjustments are
required to achieve high confidence in our ability to exercise this

policy option (see Chapter 7).

Strengthen Strategic Defenses: The administration seeks to close

large gaps in coverage in the North American air defense network;
replace obsolete air defense interceptor aircraft; pursue a vigorous
research effort in the area of ballistic missile defense; and continue

development of an operational antisatellite system.

Strategic Arms Control

E- The strategic modernization program outlined above could be fully
implemented under either the provisions of the unratified SALT II
agreements, to which both parties have adhered by informal
understanding, or the provisions proposed by the United States at the
ongoing START negotiations. At the same time, the U.S. proposal at
START calls for drastic reductions in the Soviet weapons that sparked

the latest drive to modernize the American arsenal.
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Those Soviet weapons that are the focus of U.S. concern are the

5S-18s and 5S-19s, which presently confer a large Soviet advantage in
prompt hard target kill capability. The Soviets have 308 SS~18s, which
can carry ten warheads each, and 330 $S-19s, which carry six warheads
each. Using less than halflof these Qeapons, the Soviets theoretically
could knock out the Minuteman force in a first strike. 2500 Soviet
residual weapons, capable of hard target attack, would be available for
other uses, This residual capability alone vastly exceeds the hard
target attack capability of all 1,000 Minuteman missiles.

The American proposal would reduce SS-18 and SS-19 launchers to
110 and 100, respectively, in exchange for reductions of 425 Minuteman
launchers (to 575 from the present level of 1,000). Although the
4 Soviets theoretically could still knock out the downsized U.S.
Minuteman forces, the size of their residual §S-18/19 force following a
2:1 attack would be much smaller (500 instead of 2500). Furthermore,

that force would pale in comparison with the survivable, prompt hard

target attack capability in the U.S. arsenal after the president’s
modernization program has been implemented.

By all indications, the Soviet Union will not accede to the U.S.
demand for deep cuts in their heavy land-based missile force. Despite
signs of American willingness to accept a higher subceiling on SS-18/19
nissiles, the positions of the protagonists seem too far apart for
marginal compromises to bring them together. At present, U.S.
policymakers surely do not expect arms negotiations to succeed in

removing what they perceive to be the major source of instability in
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the strategic situation. To the contrary, they generally see strategic

nodernization of U.S. forces as the only promising remedy.

SUMMARY

As the two superpowers amassed weapons of mass destruction and
mated them with survivable delivery vehicles, orthodox views of
military conquest became anachronistic. Increasingly remote were the
prospects of overcoming enemy military strength by brute force.
Increasingly probable was a war in which both sides would suffer
massive damage and casualties.

Untenable notions about military victory in the nuclear age were
supplanted by a conception of the strategic problem which linked
nuclear weapons with mutual deterrence. It became almost axiomatic
that nuclear attack would not be initiated by rational decisionmakers
as long as both sides possessed enough survivable forces to virtually
annihilate an aggressor nation’s economy and cities.

Rational deterrence theory nonetheless spawned limited war
scenarios in which strategic weapons are brandished if not actually
used to achieve exploitable bargaining dominance. Standard
calculations which pit nuclear forces against each other in statistical
combat to produce measures of counterforce effectiveness and
postexchange residual capabilities are commonly used to gauge enemy
potential to achleve such dominance. According to these calculations,
the U.S. Minuteman force is highly vulnerable to Soviet attack and the

U.S. force structure as a whole compares unfavorably with the Soviet

Reproduced with permission of the copyright owner. Further reproduction prohibited without permission.



87

force structure in terms of counterforce capability. This alleged
imbalance supposedly confers an exploitable advantage on the Soviet
Union. To close this "window of vulnerability," the United States
Government has embarked on a course of strategic modernization that
emphasizes weapons for prompt hard tafget attack and command networks

for control of those weapons during a protracted conflict.
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CHAPTER THREE

ORGANTZATIONAL DIMENSIONS OF STRATEGIC PROGRAMS AND OPERATIONS

The framework of rational analysis seems to provide considerable
leverage on the strategic problem. It offers an apparently sound
conceptualization — the logic of mutual deterrence — as well as a
methodological fulcrum for moving strategic logic onto a concrete
defense platform. Both crisis decisionmaking and strategic
budget/program planning are placed upder a descriptive aad normative
decision framework with three distinguishing characteristics. First,
decisionmaking is subjectively rational, in the nontrivial sense that
decisionmakers have a set of objectives in mind and some reasons for
choosing one particular policy alternative over another. Put
differently, decisionmaking is disciplined by a logical approach to
maximizing values: specify objectives (pin down the nature of relevant
costs and benefits), judge (calculate) the expected payoffs of
alternative courses of action, and select the alternative with the
highest payoff. Second, the decision process 1s characterized as
objectively rational in that it would not be trivial for someone who
understands the decision problem to identify significantly yetter
alternatives than those actually being considered. (Decisionmakers are
credited with the ability to develop appropriate — objectively
rational -~ investment strategies, contingency plans, and so forth.)

Third, implicit in this logic-of-choice characterization of the
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decision process is the image of an individual or close-knit group
actively involved in steering the ship of state. Thanks to a well-
oiled rudder that is well connected to the steering wheel, executive
control is firm and positive. Suborganizations involved, for instance,
in procuring or operating strategic forces, respond quickly and
smoothly to the manipulations of a central steersman.

A critique of the rational analysis model begins with the
observation that organizations with responsibilities for strategic
programs comprise a multitude of people and activities. These
organizations are simply too large and cumbersome for a single person
or committee to steer them in any detailed way. Centralized
coordination by means of exhaustive instruction from a central
steersman would obviously be a monumental and futile undertaking.

It is apparent, moreover, that most of the people and activities
connected with strategic programs are but loosely and indirectly
connected to the steering wheel. Behavior is substantially driven by
decentralized forces: a diffuse authority structure; restricted and
disaggregated streams of information; and specialized sets of low-order
decision rules (standard operating procedures, rules of thumb,
precooked plans, and so forth). In short, the decision process is
highly disaggregated.

Significant decentralization is unavoidable, and it is not without
virtues. Overcentralization would otherwise exist to hamper, for
instance, the preparation of a coherent defense budget, or the

management of crisis diplomacy. In the latter instance, extreme
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centralization would force national officials to devote an excessive
amount of time and effort to force management, at the expense of
addressing the political problems that caused the crisis in the first
place. Decentralization alleviates overburden at the center by
shifting a considerable amount of decisionmaking power and
responsibility to the periphery. Overburden at the periphery and, for
that matter, at all levels of command, is further alleviated by built-
in decision rules that automatically trigger preprogrammed
organizational responses when certain predefined conditions appear.
The existence of significant decentralization in strategic
organizations is not a radically new appreciation, but it carries an

important general implication that the central steersman image of

strategic decisionmaking does not come to grips with: ample scope
exists for discontinuity between national policy intentions and actions
taken at subordinate echelons.

This fact is particularly relevant to command structure
development. As discussed earlier, the Reagan administration aims to
create a command system that allows for central, flexible direction of
strategic forces during a protracted nuclear conflict. Such a system
is the operational linchpin for a nuclear war-fighting and bargaining
strategy, which is the logical answer to the paradox of the threat of
massive retaliation. However, the aim of current policy may be
unrealistic, for two basic reasons. First, existing institutions
involved in the design and funding of command modernization programs

are notoriously maladroit in handling central systems, because the

fod
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institutions themselves are decentralized. Also, these institutions
are not natural allies or proponents of centralization. Second, the
basic policy aim naively overestimates the potential responsiveness of
combat organizations to central command. Only so much flexibility and
centralization can be accommodated (of would be tolerated) by the
organizations that actually operate the strategic forces. The

aspirations of the Reagan program appear to lie far beyond those

limits.

These are topics worthy of further discussion. Implicit in the
discussion below is a critique of the rational analysis framework. Our
principal aim, however, is to illuminate the problems of command

structure development so that they might be more effectively tackled.

MANAGEMENT OF PROGRAMS AND BUDGETS: INSTITUTIONAL LAISSEZ-FAIRE

Throughout the post WWII era, a diffuse decision process has
determined the physical and organizational characteristics of C3I
networks. System configuration has been largely shaped by and for
suborganizations, without much concern for overall integration and
centralization. Decentralization was literally wired into the
communications network, leaving national officials without the physical
means they would need to bring strategic operations under firm central
control. And the entire multibillion dollar investment, which in the
words of one observer was made "without even the semblance of a

"1

conceptual ratiomale, resulted in a C3I infrastructure — called

the World Wide Military Command and Control System 2 — that
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stubbornly resists attempts at rewiring it to strengthen the interfaces
between central decisionmakers and subordinate echelons.

Prior to 1958, progress toward integration and centralization of
C3I elements was effectively blocked by legislative barriers. The
National Security Act of 1947, and the Amendment of 1949, decreed that
the military departments would be administered as individual executive
entities by their respective Secretaries. Authority vested in the
Secretary of Defense was quite limited by comparison. His mandate was
to provide general direction and guidance to the military departments.
The pertinent legislation thus sanctioned, indeed tacitly approved, a
buildup of separate C3I networks in each military department. The
departments proceeded to do just that, and the result, seen from a
defense~wide perspective, was a hodgepodge of fragmented C3I
subsystems.

The Defense Reorganization Act of 1958 relaxed the restrictive
covenants of earlier legislation. The Office of the Secretary of
Defense (0SD) was empowered, for instance, to place C3I programs under
its purview. Yet the chaotic adhocracy that characterized earlier
management practices continued to operate. Although the Act gave
Assistant Defense Secretaries considerable authority over the military
departments and their respective C3I programs, OSD organized itself S0
ineffectively that it all but surrendered its management perogatives in
this particular sphere of defense activity. 3 With management
responsibilities divided up among four assistant secretaries, the

Director of Defense Research and Engineering, and numerous 0SD staff
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offices, the laissez-faire practices of the military departments were

mimicked at the OSD level. In a report critical of this arrangement it
was written that:

+«+ communications was not considered as a system

requiring integrated and unified consideration and

2 corporate management.... These fragmented and

overlapping responsibilities resulted in

inefficient and ineffective communicatjonms

management throughout the Department.

Under the 1958 Act, the Secretaries of the military departments,
though no longer included in the chain of combat command, retained
primary responsibility for the C3I networks used by combat commanders.
The departments would engineer, install, man and operate these networks
in support of the newly created unified and specified commands.

These combat commands were supported at the expense of national
command system development, owing in part to ineffectual management at
the 0SD level, and even the C3I needs of the unified/specified commands
were ministered with prejudice. The military departments opposed, for
instance, interservice consolidation of C3I channels within each of the
unified commands, even though the basic idea of a unified command is to
fuse forces from two or more branches to permit joint operations within
a particular geographical region. This opposition, attributed to
service parochialism, 3 meant that communications channels would
remain separate (with the military departments providing C3I support
for their affiliated forces exclusively, within each unified command),

to the detriment of force coordination.
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The unified, specified, and subordinate combat commanders also

lacked a strong voice in the development of the C3I networks upon which
they relied. The priority, direction, and technical aspects of C3I
development were largely determined by the military departments, not
the senior combat commanders, whose fecommendations were neither
earnestly solicited nor readily éndorsed. The combat commanders were
so far removed from the locus of budgetary decision as to be
disenfranchised. Their proposals for correcting C3I deficiencies
competed with every other defense program for attention and resources,
and they generally fared poorly by comparison.

Two noteworthy but feeble efforts to promote integration and
centralization of C3I networks were made in the early 1960s. The first
effort led to the creation of the Defense Communications Agency (DCA).
Formed in 1960 to institute a common worldwide military communications
system, DCA assumed responsibility for a newly designated network
called the Defense Communications System (DCS). This network was
intended to provide long haul, point-to-point communications: (1) from
the national command level to the unified/speéified commanders; (2)
from the unified/specified commanders to their respective component (as
well as other subordinate) commanders; and (3) between/among the
various unified/specified commanders. Many of these same DCS chanmels
were included in the National Military Command System (NMCS), to which
DCA provided technical support. DCA’s responsibilities extended to

other critical NMCS elements besides communications channels: the

primary and alternate national military command centers; national
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emergency command post aircraft; and telecommunications and computer
ﬁrocessing equipment at various joint "war rooms" in the Pentagon.

DCA’s grant of authority, particularly budget authority, was
wholly incommensurate to its sweeping mandate. Powerless, this key
defense agency quickly became a clieﬁt of the military departments and,
to a lesser extent, the combat commanders.

The fatal weakness in the agency’s charter was its stipulatio=n
that the Secretaries of the military departments would have statutory
control over the Defense Communications System. The departments funded
the procurement of equipment. They funded and constructed the
facilities. They supplied the manpower for engineering and installing
equipment. The departments maintained and operated all of the
resources "on loan" to the Defense Communications Agency. 6

DCA was further weakened by its relationship with the Joint
Chief’s of Staff (JCS). The agency reported directly to the JCS; as a
consequence, communications requirements forwarded by the
unified/specified commanders for JCS validation dominated the agency’s
agenda. Also, agency involvement in the development of "tactical"
communications and "tactical" intelligence systems was forbidden. DCA
could not, therefore, facilitate progress toward centralization and
integration of key tactical systems, including some that provided early
warning data and some that linked nuclear weapons commanders to higher

authority.
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In sum, bureaucratic conditions compromised the independence of

the agency, virtually guaranteeing that DCA would perpetuate, not
solve, the command problems that motivated its creation. The situation
was impossible because the military departments owed allegiance to
their affiliated forces within the cémbat commands; the military
departments controlled DCA’s purse strings; the combat commanders set
communications requirements; DCA reported to the JCS; and "tactical"
communications/intelligence systems were excluded from DCA oversight.
The other noteworthy but feeble effort to promote centralization
of C3I networks consisted of a formal DOD Directive issued in 1963.
Instead of empowering DCA, or expanding its own role and competence in
the supervision of C3I programs, OSD issued a directive stressing the
importance of meeting national as well as subordinate C3I requirements.
DOD Directive 5100.30 amounted to little more than advice and
exhortation. It emphasized that tactical networks, for example, ought
to be made responsive to the needs of national decisionmakers. But it
stopped short of compelling compliance. The authority of the military
departments and combat commanders was not eroded. And since 0SD
offered them no incentive to alter their priorities, the logic and
pattern of investment in command structure development were not
affected. The parochial interests of the individual departments and
combat commanders continued to take precedence over national interests.
This subordination of programs in the national interest is
illustrated by a latent bureaucratic skirmish that never quite

developed because of DCA’s statutory impotence. 7 By about 1967, it
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was becoming increasingly apparent that DCA’s AUTOVON network was
potentially a more survivable means of telephone communications with
Strategic Air Command (SAC) forces than the main system providing this
service at the time. SAC operated its own dedicated land line systenm,
called the Primary Alerting System (PAS), which ran underground by
cable from the east coast to California (via SAC Headquarters and North
American Air Defense Headquarters). A complementary cable running

8 pas

underground from Massachusetts to Florida was also being laid.
was meant to provide a hardened telephone link among major SAC command
facilities and forces. By comparison and contrast, AUTOVON
interconnected virtually all U.S. military bases as well as the
national command center by means of commercial microwave and land
lines. Furthermore, AUTOVON consisted of multiple independent channels
and switch points for rerouting transmissions over surviving circuits,
and was therefore potentially a robust network. With some effort —
for example, modest design modifications and improved automation of the
circuit-switching process —— the latent redundancy inherent in the
network’s configuration probably could have been developed to a point
where AUTOVON compared very favorably to PAS in terms of survivability.
PAS, however, was a SAC-dedicated channel and SAC was the sole
proprietor. DCA, which key SAC personnel viewed with considerable
disdain, 9 was not a welcome partner in any prospective joint venture
to improve strategic communications. SAC evaded the issue and all the
bureaucratic entanglements that a partnership with DCA may have

entailed simply by enjoining DCA from any involvement in the
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development of voice communications for SAC combat operations. DCA was
in no position to contest such matters, and so the idea of developing
AUTOVON for SAC force operations was dropped. SAC continued to rely
completely on PAS for strategic voice communications, in spite of
diminishing confidence in its survivébility. 10

The management chaos that plagued 31 programs during the decade
of the sixties was responsible in no small measure for numerous
worrisome conditions and operational misfortunes. For instance, by the

end of the 1960s:

e There were 33 DOD telecommunications centers on the island of

11 CINCPAC and the Army, Navy and Air Force

Oahu alone.
Pacific Commanders each maintained a separate
telecommunications center within a few miles of each other in
the Honolulu area. 12 Worldwide, there existed at least 55
sites at which two or more military branches maintained

13 Githin the

independent telecommunications centers.
Pentagon itself, the Army and Air Force each operated three
centers, and the Navy operated two. 14 Due to technical
incompatibility, as a rule neither the telecommunications nor

the automatic data processing systems in operations around

the world could bridge traditional service boundaries.

¢ There had been numerous recorded instances of communications
breakdown during crises. Communications malfunction has been

singled out as the primary cause of the mishandling of
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several international incidents including the attack on the
USS Liberty (1967), the seizure of the USS Pueblo (1968), and
the shootdown of a U.S. E~121 aircraft (1969) by North Korea.
Autopsies of these incidents pointed up how difficult it was
for messages originated at the national level to find their
way into the main arteries of military communications
networks. Many messages were misrouted, misinterpreted, and
even misplaced. Most of them arrived too late, or never
reached their intended destinations. Similar problems beset
attempts at communications from the bottom to the top of the

command hierarchy. 15

e There were very serious deficiencies in the Minimum Essential
Emergency Communications Network (MEECN), described as “a
last-ditch communications network which the President would
use to pass emergency action orders to the military forces
during and after a nuclear attack." 16 MEECN was a nominal
system that was not well integrated, and many elements
assigned to it were becoming less rather than more compatible
as the services continued to develop and deploy elements
without regard for their mutual compatibility. DDR&E, the
office with primary responsibility for resolving problems of
design incompatibility, was unable to do so. Particularly,
service problems arose because very long frequency (VLF)
radio equipment, the key component of MEECN, was under
separate development by the Navy and Air Force, and could not

be coordinated. 17
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The impulse to reform management practices once again surfaced in
the early 1970s. Concern, particularly on the part of then Deputy
Secretary of Defense David Packard, about the lack of institutional
focus led first to the creation in 1970 of the Office of Assistant to
the Secretary of Defense for Telecommunications. The office was
elevated in January 1972 to the level of Assistant Secretary of
Defense, in a move to further unify OSD activities in this field. A
WWMCCS Council was formed with a view to lending prestige and authority
to the Assistant Secretary, 18 and accelerating work on important
strategic projects, such as new national command post aircraft and
strategic satellite communications. Packard also directed DCA to
coordinate MEECN engineering and integration work, hoping this would
steer the divergent research and development programs in the Navy and
Air Force onto parallel technological paths. 19 Finally, Packard
attempted to rectify a decade of misplaced emphasis within the combat
commands and military departments by designating the national military
command system as the priority component of WWMCCS. 20 In Packard’s
words:

ssoinstead of the local commanders now having as
their first priority to design their command system
to meet the requirements of their mission, they
first have to have a design to meet the
requirements of the national command system and
seco?d, tglmeet the requirements of their

mission.

DOD Directive 5100.30, reissued in 1971, not only elevated the priority

of the national command system, but also downgraded the importance of
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the unified/specified commanders in the chain of command for execution

of the strategic war plan. 22

The JCS was assigned responsibility for
ensuring compliance with the provisions of this mandate.

The fatal weakness in this effort to bring about corporate
management of C3I programs was that ﬁudget authority was still not
adequately provided for. In fact, as the disconnect between the
national command system and the military command networks landed on the

defense agenda, and as more centralized, coherent arrangements for

supervising 3 projects began to coalesce, real program and budget

control in the defense department was being further decentralized.
Packard himself was partially responsible for loosening 0SD’s reins on

specific programs and budgets, and for creating a modus operandi

(called participatory management) that inhibited initiative at the 0SD
level. As a result of management practices instituted during Laird’s
tenure, OSD mainly exercised negative control over specific programs.
It did set overall defense budget ceilings; "fenced" some program
categories —— for instance, certain surveillance programs; reviewed
programs requested by the services; and reserved the right to cancel
programs or veto Program Objective Memorandums (POMs) submitted
annually by the services. But it played a passive or reactive role in
the setting of internal budget priorities, and seldom created or pushed
ideas of its own.

0SD authority was especially weak in an area —- namely,
telecommunications — where OSD activism was especially disliked by the

uniformed services. A congressional subcommittee report published in
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1975 desczibes the circumstances in which 0SD’s Telecommunications
Office (Schlesinger downgraded the Assistant Secretary position to the
level of Director of Telecommunications and Command Control Systems, or

DTACCS, in 1974) found itself:

[The subcommittee views] the responsibility of the
Telecommunications Office as the management of all
telecommunication resources of the Department so as
to provide the maximum communications capability at
minimum costs from the viewpoint of the overall
mission of the Department of Defense, while
insuring adequate support for each of the military
departments in carrying out their individual
defense missions. In attempting to carry out that
responsibility, however, the Telecommunications
Office almost inevitably comes into conflict with
the military services which either own or lease all
of the Department’s communication resources. Each
of the services has established an independent
communications system designed to satisfy its
peculiar requirements in carrying out its defense
mission. Because of that identity of their
communications systems with defense missions, the
services tend to regard any action of the
Telecommunications Office which would result in
reduction or alteration of those systems as an
interference with their responsiveness to their
mission responsibilities. Accordingly, the
proposals of the Telecommunications Office ... have
been strenuously resisted by the armed services ...
[and] the Telecommunications Office has not had
sufficient authggity to overcome such
resistancesss.

Richard H. Schriver, who was head of DTACCS in 1976, candidly
acknowledged his lack of direct budget authority, though he gives the
impression that his veto power conferred substantial indirect control:

The fiscal control is not direct. I think it is
important to understand that the way we function is

primarily through a veto power in order to have the
services fund projects that may not be totally in
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the service, jnterests but are in the JCS and 0SD

interests.
Schriver suggested that, for instance, this leverage enabled 0SD to
persuade the Air Force to spend an additional $63 million on the DSCS
satellite program (a DCA managed program that supports the national
command system) in FY 1977, 25 However, this was the only FY 1977
telecommunications item, in a consolidated budget of approximately $4
billion, that had not been originally requested by the services. 26
0SD initiated few proposals and infrequently exercised, or threatened
to exercise, its right of veto. This form of leverage was applied in a
few exceptional cases, such as the E-4 national command aircraft. It
was seldom brought to bear when smaller, though often important, items
were at stake. For instance, over the period 1976-78, the head of
WWMCCS engineering at DCA recommended acquisition of ten different
types of c3 equipment for the purpose of improving U.S. capabilities
for "rapid reaction command control." 27 They were intended to provide
national officials with better means of managing tactical engagements
involving conventional forces, particularly forces deployed to areas

28 The items, such as

where they normally do not operate.
transportable satellite earth terminals, were relatively inexpensive.
But the services declined requests to fund them, and senior 0SD

officials did not apply pressure in support of the WWMCCS engineer’s

proposals., 29
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The participatory management arrangement instituted by Laird and
institutionalized by his successors was not the only reason for 0SD’s
deferential, passive role. In the area of strategic command
development, OSD did not wish to undertake any ambitious new programs.
Few if any OSD officials took issue Qith the official position that
"the ability to execute the nuclear force in the large general war case
was adequately provided for by programmed systems", 30 a conclusion
that fostered complacency at the OSD level and averted a clash between
0SD and the services over budget priorities. A different conclusion
would have generated demands on the services to divert resources from
weapons programs which they powerfully supported to C3I programs which
they generally eyed with disfavor.

Furthermore, OSD officials apparently believed that the protection
of individual weapons deserved a higher priority than the protection of
the C3I systems that stand behind the forces. Thomas Reed, for
example, who as DTACCS during the mid 1970s was responsible for basic
0SD policy in the area to which his title refers, defended a proposal
to construct a "soft" (vulnerable) system for communicating with
submarines on the grounds that not only would it increase the stealth
of subs (by eliminating the need for subs to trail antennas near the
ocean’s surface), but also that its vulnerability would not matter
since missile submarine vulnerability is what really counts in the
final analysis. When asked whether he favored a transmission grid that

could survive a direct nuclear attack, Reed replied:

sosit is not clear to me we ought to try to build a
surface survivable anything in this era ... because
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the submarines are what really provide the
stability in cgfe of some worldwide
difficulties.

The statement adduced is consonant with traditional perspective on
strategic stability. The overriding importance of force structure
protection was also invoked by the Navy in justifying a "soft"
communications system (known as Seafarer). 32 The rationale seemed to
run as follows: since Seafarer enhances the survivability of U.S.
missile submarines, it increases the number of nuclear weapons
available for use in a second strike and hence strengthens deterrence;
and, since bolstering deterrence lessens the risk of Soviet preemptive
attack, there is that much less cause for concern about the
vulnerability of Seafarer itself. However dubious this line of
reasoning may seem, it was nothing more or less than an articulation of
conventional wisdom, a wisdom that conveniently works to contain
expenditures on C3I. The services would be the last to challenge
conventional wisdom; C3I and weapons spigots draw from the same
economic reservoir, and the services value weapons above all else.

Formal DOD planning guidance perpetuated the imbalance in command
and force structure development. Even the WWMCCS Council, the high
level oversight group which presided over all military C3 programs,
could not sanction C3 improvements that might detract from weapons
survivability or flexibility. In this vein, the former Acting
Secretary of the WWMCCS Council outlined the following rule of thumb

which his group observed:
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+e.let me emphasize that the basic policy of the
WWMCCS Council, as expressed in DOD planning
guidance, is that cogmand, control, and
communications, or C”, should not constrain the
flexibility 83 survivability of the weapons systems

themselves.

The issues of command vulnerabiiity and C3I program management
resurfaced after President Carter took office. The administration
rejected the previous administration’s contention that execution of
U.S. nuclear forces in the wake of a massive Soviet first strike was
"adequately provided for" by programmed systems. There were reasons to
believe that that was not so under any responsible definition of
adequacy, and there were no illusions that programmed systems would
provide for a command structure of the sort needed to support a
strategy of flexible response.

The policy turnabout resulted in part from a series of studies
that exposed many serious C3I vulnerabilities and operational
deficiencies, and in part from the Carter administration’s move to
raise standards of command performance. With the pendulum of concern
swinging away from assured destruction and.toﬁard flexible response,
the administration saw need for greater endurance, survivability,
flexibility and centralization in C3I networks. PDs-53, ~58 and =59
reflected this shift in emphasis. Key combat CINCS, notably the SAC
Commander, General Ellis, shared this assessment and strongly backed

the administration’s effort to repair and modernize the command system.
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The institutional means of translating such desireé into tangible
accomplishment, however, remained inadequate throughout the Carter
term. Attempts at overhauling C3I management and acquisition practices
did not succeed in wresting resource control from the military
departments, leaving OSD and the combat CINCS without sufficient
leverage on C3I budgets and programs.

The most noteworthy and the earliest (1977) of these attempts
began with the commissioning of a Defense Science Board Task Force to
reevaluate the process by which 0SD and the military departments design
and procure command systems. Completed in the summer of 1978, the Task
Force report confirmed what everyone already knew: "The nztion is
failing to deploy command and control systems commensurate with the
nature of likely future warfare, with modern weapons systems, or with
our available technological and industrial base." 3% Fundamental
improvements were needed to allow U.S. forces to respond appropriately
under the careful control of national authorities, at all levels of
conflict, and to avoid unnecessary escalation, the Task Force
concluded. 3°

To remedy the situation, the Task Force made a provocative
recommendation that ultimately failed to win acceptance due to powerful
opposition from the military departments. It called for the creation
of a new agency with statutory authority "to manage the design and
acquisition of command and control systems ... which cut across Service
boundaries or are of major concern to OSD, JCS or the National Command

u 36

Authority. Beyond the transfer of statutory authority to this
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agency, the Task Force recommended that the combat CINCs be provided
with sufficient funds and manpower to modernize their command systems,
within the guidelines established by the new agency, to meet the needs
of their respective commands. 37 Moreover, the combat CINCs’
capabilities for evaluating their command systems should be
strengthened, the report said.

These recommendations were watered down as they passed through
successive stages of bureaucratic review. Instead of creating a new
agency, the Defense Communications Agency would be expanded and
assigned the new responsibilities. Then it was determined that DCA’s
statutory authority should extend only to interservice systenms,
strictly defined, which excluded key elements of the strategic network
—— for instance, E-4 airborne command posts, TACAMO submarine
communications relay aircraft, and strategic early warning networks
such as PAVE/PAWS and BMEWS radar systems. Ultimately, no statutory
control at all passed to DCA. The JCS and the services unanimously and
effectively opposed it on the grounds that "Service prioritization of
command and control systems among other programs in PPBS would be lost
if statutory control of them was given to an agency." 38 In other
words, the proposed restructuring not only directly threatened service
control over C3I expenditures, but also indirectly threatened their
control over the allocation of resources to other programs including
weapons systems. From the services’ standpoint, this was clearly an
intolerable proposition. The Task Force, on the other hand, had found

no other solution.
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During the transition period following the inauguration of

President Reagan, several senior officials who had been deeply involved
in command system development reflected on the circumstances in which
they found themselves. The usual complaints were voiced. H.L. Van
Trees, Acting ASDCSI, noted the pereﬁnial 0SD struggles: identifying
the things that need to be done; getting the services to put the needed
c3 programs in their budgets; and making sure that funds for C3
programs are not moved to support some other program. 39 He advocated
the establishment of stronger resource management control within OSD.
General Ellis, who would soon retire from his post as CINCSAC, also
recommended further centralization of budget authority. He would place
a C3I advocate at the Deputy Secretary level (a notch higher than
usual) to ensure OSD budget control. 40 Ellis also lamented the fact
that although a high level JCS office had finally been created for the
purpose of facilitating CINC input to CBI policy channels, the JCS
office in question lacked the budget and program authority needed to
implement CINC recommendations. Lt. General H. Dickinson, the then
Director of this JCS office (C3 Systems), summed up the situation as
follows: "In general, the development, and programming and procurement
process throughout the Government is not designed to handle C3-system
problems." 41

The situation has not improved under the Reagan administration.
The previous administration’s office of ASDC3I, which lacked sufficient
countervailing leverage vis-4-vis the services, according to the

present Undersecretary for Research, 42 was replaced by an office of
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even lower rank (Deputy Undersecretary for C3I). The ASDC3I position
was only recently reinstated. At the same time, the Pentagon’s latest
PPBS revision featuring “controlled decentralization" further
consolidates the military services’ tight control of the C3I budget.

In short, nothing has really changed. Control of programs and budgets

continues to be unfocused and heavily decentralized. Investments
continue to be driven by diffuse service interests. 0SD still
functions within the participatory management framework built by Laird,
and therefore lacks the power to bring C3I programs under strong
central direction. And the prospects of sorely needed reforms of the
sort recommended by the Task Force aré as remote as ever. Absent such
reform, Reagan’s promise to create a command system that allows for
central, flexible direction of strategic forces during a protracted
conflict will surely remain unfulfilled.

This is not to say that resource control is the key to bringing
the command system into alignment with current nuclear strategy, which
assumes a highly centralized, rational decision process with national
leaders providing coherent direction to strategic forces over a long
period of time. As discussed next, the direction of strategic forces
is not, and cannot be, nearly as central, rational or precise as we

generally think.
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MANAGEMENT OF FORCE OPERATIONS: ILLUSION OF CENTRAL CONTROL

The image of a unitary actor steering the ship of government is
also incongruous with the way strategic forces are operated. Although
the past 25 years have witnessed a gradual increase in centralization,
force operations, like C3I programs and budgets, are still managed
without very much direction from central authorities. In both cases,
activities are better understood as products of a diffuse,
decentralized decision process.

The extent to which low-order decision rules and standard
operating procedures (SOPs) regulate the peacetime activities of the
strategic forces is quite apparent. At this moment the alert bomber
crews, submarine commanders, land missile launch crews, and all warning
and C3 units that support these force components are enacting standard
routines which account for practically all of their behavior. Routines
determine the location, disposition, readiness and behavior of the
units assigned to the strategic mission. Routines focus the attention
of active units so as to simplify the complexity of their environment;
channel energy so as to simplify their operations on the environment;
provide them with built-in solutions to the ordinary problems they
encounter; and coordinate a diversified, far-flung force structure with
a minimum amount of interaction between units required. Programmatic
activity stabilizes a large scale and potentially dangerous operation,
and does so without constant or even frequent direct supervision by

high level policy officials (civilian and military authorities).
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The programmatic decision process which accounts for such

stability operates on simple principles. 43

It requires, first of all,
a focused receptor to pick up an environmental input and deliver it to
an information channel. Next, the input is compared with a desirable
range of values for that variable, aﬁd if it falls outside this
interval, minor adjustments (a programmed response) are made until the
input, whose value and value changes are routinely monitored, falls
within tolerances. When these adjustments succeed, the system can be
said to have adapted to envirommental disturbances. Gain adjustments
to radio receivers used by strategic units to monitor communications
from external sources illustrate a simple version of this adaptive
process. Such adjustments are made when environmental forces ~-
especially changing atmospheric conditions -=— perceptibly reduce the
strength of radio signals.

If gain adjustments fail to restore adequate reception —- in
abstract terms, if the monitored input remains outside of a defined
interval after a simple programmed response is made =- then other
different programmed responses will be triggefed sequentially until
reception is restored or the repertory of responses exhausted.
Examples are frequency switching, reorientation of antennas, and
activation of back-up receivers. Such a repertory of behavior
patterns, each of which operates in a characteristic way upon receipt
of perceptual inputs, increases the adaptive capacity of the system.
As long as the environment is fairly stable — in other words, the

pertinent variables and their values do not undergo radical change --—
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an entity consisting of nothing more than a set of built-in decision
rules, which apply to only a small domain of environmmental conditions
and which are capable of invoking only a limited range of responses,
can possess high adaptive capacity. Such capacity can exist even in a
rich environment, where the pertinent.variables and combinations of
variables are numerous. The capacity for ultrastability in a rich
environment is gradually acquired through evolutionary changes in rule
structure. As a rich but stable environment reveals its variety, and
as established action sequences prove to be inappropriate enough that
system instability results, unsuccessful decision rules and programmed
responses are slightly modified or they are dropped from the
organization’s repertory. This learning process based on trial and
error appears to have a better chance of restoring system equilibrium
through elimination of inappropriate rules/responses, or through slight
modification of existing routines, than it does through attempts at
elaboration or overhaul of organizational structure. Such attempts,
which may be based on rational analyses, are seldom made in any case.
Programmed activity is so much a part of peacetime strategic
operations that the behavior of the forces requires no further
explanation. One need not introduce central decisionmakers’ (or anyone
else’s) goals or rational calculations, for example, to explain the
activity. In fact, general policy goals may be rationalizations of the
extant repertory of organizational behavior patterns rather than the
other way around. Goals are tied more closely to past activities than

has been realized, and frequently are better understood as summaries of
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previous actions. Much of the organization’s work does not seem to be

directed toward goal attainment, nor influenced by rational analysis.
Instead, it can be understood more readily as actions with a primitive
orderliness, this orderliness being enhanced retrospectively when
individuals review what has come to péss as a result of the actions.
This view -- that organization is an agent of simplification, not
maximization, and that it seeks stability, not goals -- is strengthened
if one recognizes that the organization’s operating routines, and the
particular environmental conditions that evoke them, are not generally
known, let alone devised, at high levels. This view is further
strengthened if one recognizes that national purpose or strategy has
not greatly influenced the development of the information channels that
provide the highly specific information which triggers operating
routines. A decentralized bureaucracy dominated by service interests
has created, or better, let evolve, a collection of information
channels individually tailored to the limited sets of procedures
performed by relatively low level actors. As discussed above
(institutional laissez-faire), the development of a national military
command system geared to central control was retarded as a consequence.
This is not to say that there is no connection whatever between
rationality and operating routines. Connections may exist in many
instances and, moreover, at times operational policy is considered and
set at a high level. Nevertheless, for those cases where policy is
addressed in a serious way at high levels, the steering wheel is still

but loosely connected to the rudder. Policy statements of high
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ofificials usually contain a modicum of operational guidance, leaving a
myriad of details to be worked out by people and suborganizations not
under the watchful supervision of key policymakers. Some
suborganization interprets the policy, generates the criteria for
choice, performs the analysis and adjusts operational procedures.
Furthermore, although policymakers may have influenced the original
pattern of operatioms, the pattern has probably since been transformed,
through a process of pragmatic experimentalism, without the benefit of
further review or guidance. In time, the original rational bases of
many operating procedures are lost sight of and new rationalizations
are invented to explain them.

An observer of strategic organizations has proposed that negative
control is the prevailing "goal" of the command system during

peacetime. 44

Under normal circumstances, strategic forces are
exercised in such a way as to minimize the risk of accidental or
unauthorized launch of nuclear weapons. Early warning networks,
similarly, tend to err on the safe side of miscalculation. 1In sum,
negative control, embodied in a myriad of rules, SOPs and other routine
command practices, normally drives the behavior of strategic
organizations. In peacetime it takes precedence over other objectives.

Those other objectives can be grouped under the general heading of

positive control, defined as the authorization and effective

coordination of attack preparations and/or actual strikes. The tense
circumstances in which positive control would become a high if not

predominant priority are especially apt to evoke the image of a central
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authority taking personal charge of the diplomatic and military
components of American policy. The decision process that governs
crisis or wartime behavior, however, 1s essentially no different from
the process that governs peacetime operations. It is still a diffuse,
programmatic process.

It has to be. A central authority simply cannot be aware of all
that is relevant. Even if the information channels could provide the
authority with all the data needed to make rational decisions, no
individual or small group could assimilate it. (We must restress the
fact that such channels have not been adequately developed in any
case.)

Conditional rules —- do A if event 1 occurs, B if event 2 occurs,
and so forth — exist to prevent the overload of the information and
decisionmaking capacity of natiomal authorities and, as well,
subordinate commanders. Rules devoted to positive control are
pervasive. They incorporate the possibility of using information —— "2
occurred" —— and significant flexibility has been achieved by combining
them with information channels to take account of varying
circumstances.

Positive control, like negative control, can thus be viewed as an
epiphenomenal outcome. Neither is simply a matter of organizationmal
compliance with orders issued by an authority, but rather a coincidence
of programmed behavior and policy objectives. Control is achieved when
diffuse organizational reactions accomplish something that coincides

with a salient national purpose.
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This view implies that positive control probably depends less for
its success on C3I networks that give central authorities access to
large amounts of information and allow them to issue detailed operating
instructions to the forces, than it does on careful attention in
peacetime to the self-organizing propérties of large organizations:
the conditional rules and the information channels needed to implement
the rules. Subjecting the programmed repertory of organizations and
the supporting information channels to intensive scrutiny and periodic
modification is an attempt at preordination which complements and
simplifies efforts by authorities to direct force operations during
crises or war.,

The formulation of conditional rules to achieve positive control
has many drawbacks as well as advantages, beginning with the fact that
serious attempts at preordination require unusual exertion on the part
of national policy officials. This entails civilian participation in
activities traditionally dominated by military planners, many of whom
look askance at the involvement, regarding it as intrusion by civilian
interlopers.

Legend has it that when General C. LeMay was CINCSAC, he alomne
knew the exact manner in which the nuclear forces under his command
would fight. 45 The role of the national authority in positive control
was basically confined to providing political authorization to unleash
the forces. An authorization message would have been sent without
detailed knowledge of either SAC’s contingency plans or the strategy

SAC would actually implement upon receipt. Furthermore, SAC did not
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integrate its contingency plans with the plans of the other services
until the early 1960s. As late as 1960, when then Secretary of Defense
Gates established (despite strong protests from one of the service
chiefs) a Joint Strategic Target Planning Staff under the direction of
the CINCSAC, there was no formal mechénism for coordinating long-range
nuclear strike plans developed by SAC and the Navy, 46 much less a
mechanism for immersing civilian interlopers in the planning process.

Today, civilian access to the military’s contingency plans is much
freer. On occasion, national policy officials even participate in the
formulation of preprogrammed options. Without exception, however, the
detailed planning is delegated. And delegated again. Timing,
targeting, execution procedures (including procedures for
authenticating messages) and so forth are revised by subordinates in
suborganizations to create rule structure far more complex than the
printed menu of options would suggest. As a result, authorities, and
particularly national authorities, cannot fully comprehend many aspects
of the policies they inspire: the extent to which rule structure
limits the kinds of responses that authoritieé may call forth; the
exact character of a programmed response; the complexity of the
organizational reactions triggered and what can go wrong during
implementation; and so forth. Authorities may not realize, for
example, that even without damage to the command network, current
organizational arrangements do not permit them significant personal
control over the implementaticn of any given option. National

authorities could trigger the implementation process, but they could
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not, for example, impose some important conditions on the firing of
weapons assigned to the chosen option. Suppose that authorities wanted
to impose the condition that no weapons will be fired until most of the
commanders sent orders to fire have acknowledged receipt of the order.
Or that no weapons will be fired until all commanders sent orders to
fire have copied the correct targeting instructions and aimed their
weapons accordingly. Or that commanders who find themselves unable
immediately to launch some of their weapons (those not deliberately
withheld) will withhold those weapons until further notice. These
conditions could not be imposed. No provisions exist to do so. And an
attempt by central decisionmakers to impose them in an ad hoc way would
only invite confusion.

These are minor conditions that pertain to the implementation of a
prepackaged attack option. It is easy to imagine the consequences of
any abrupt attempt to assert positive control in a way that requires
major changes in organizational structure. An attempt at improvisation
would massively disrupt established routine and thereby create disorder
and confusion. Improvisation courts organizational paralysis. As
former CINCSAC General Power once put it, "You cannot coordinate a plan
after you have been told to go to war. It all has to be part of a
well-thought-out, well-worked-out plan. And there is one basic law you
must follow: Do not change it at the last minute." 47

The rigidity of a given rule or optiom, which may be too complex
to understand yet not complex enough to incorporate adequate controls

on implementation, does not mean that rule structure cannot take
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account of varying circumstances. A collection of rigid rules/options
can, in principle, be responsive to a large variety of possible events.
A "well-thought-out" plan anticipates the range of likely events, and
contains rules to take account of them. Furthermore, if unexpected
events occur, organizational learning'and adaptation are theoretical
possibilities in some circumstances.

The situation contrasts sharply with the situation in peacetime,
however, even though the programmatic nature of the process by means of
which the strategic forces are controlled is the same in all settings.,
While the strategic forces operate according to built-in decision rules
in periods of international calm, high alert, and wartime, we can
confidently judge the appropriateness of these rules/responses for a
peacetime environment only. The consequences of routines enacted in
peacetime are at least susceptible to direct observation, and
perceptibly adverse consequences caused by inappropriate routines often
induce, albeit over an extended period of time, appropriate changes in
organizational structure. By contrast, the consequences of routines
enacted under crisis or wartime circumstances can only be hypothesized;
neither the environmental conditions nor the organizational responses
to these conditions can be directly observed.

These are enviromments in which we have had little or no
experience. Consequently, organizational structure has not "profited"
from any evolutionary learning process of the kind discussed above.

Let me appeal to this fact for partial justification of the presumption

that the established repertory of preprogrammed responses is likely to
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be inappropriate. Additional justification of this presumption is that
in the absence of experience and a strong empirical foundation, no
rational analysis can predict events well enough to achieve full
flexibility in the formation of rules. Finally, in a major crisis or
war the environment changes so fast and time is so compressed that
there would be less chance for an evolutionary learning process to run
its course, even without damage to the command network. Organizational
structure is likely to be so inappropriate that substantial rule
modification would be warranted, yet environmental change over time is
likely to be so dramatic that adaptation through feedback and
evolutionary learning would have little chance of success. The
resulting disruption would be even greater in the event nuclear attack
damages the C3I network, and the chances of recovery diminished still
further.,

Even if the established repertory of strategic organizations
proved to be appropriate, C3I vulnerabilities could render the fact
academic. By its very nature, information is needed to implement
conditional rules. Degradation of information channels could in effect
eliminate the most appropriate rule or rules from the repertory. The
greater the degradation of information channels, the greater the
degradation of control. (Positive and negative, though the latter’s
priority would be relatively low in the event of actual Soviet attack,)

Massive degradation of control is, alas, almost inevitable given
current C3I deficiencies. This appears to be the case regardless of

Soviet attack strategy. For instance, a Soviet counterforce attack
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designed to maximize damage to the U.S. force structure would cause
sufficient collateral damage to the command network to make war
uncontrollable, regardless of what calculations U.S. political leaders
might make at the time and irrespective of the existence of retaliatory
options created for this very contingéncy. Such an attack would
trigger diffuse organizational reactions which, in conjunction with
damage to C3I networks, almost guarantee a quick departure from any
rationally preferred course of action (see Chapter 7). 48

Insights into the performance of strategic organizations under
various conditions can be gleaned from simulation and exercise data.
And these insights often suggest appropriate changes in both rule
structure and physical C3I arrangements. However, war games and
exercises are relevant to only a narrowly defined set of plausible
situations, and even then they only partially illuminate the diffuse
activities of the forces, the possible consequences of triggering thenm,
and the physical and procedural modifications needed to improve
performance. The learning process is artificial, in that modifications
stem from dissatisfaction with the performance of units thrust into a
world of make-believe. The appropriateness of existing structure, and
of modifications to it, is no less hard to judge than the
representativeness of the fictional environment in which performance
evaluation is conducted.

It is nonetheless of great interest that strategic units often
give poor performances even in fictitious situations. 49 Although the

circumstances contrived for exercise purposes may only faintly resemble
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those encountered in the event of actual mobiiization or war, at least
they feature greater variety and more rapid change than are
characteristic in peacetime. For this reason, organizational
performance under simulated test conditions is informative. The
inappropriateness of extant repertory.and the inability of
organizations to adapt well to a variegated, fast-changing environment
that is artificial surely say something about how well organizations
can be expected to perform in a variegated, fast-changing environment
that is real,

Exercises and tests are constant reminders of the fact that the
consequences of triggering the organizational routines devoted to
positive control cannot be foreseen with high confidence. Whenever
large, complex organizations are involved, there is always a
significant risk that declaratory policy at the national level and
action policy at the military level will diverge. At the conclusion of
actions, national officials’ aims as originally defined may not have
been even approximately accomplished.

The historical record of efforts to bring American policy under
central direction during nuclear crises lends support to this general
argument. In the Cuban missile crisis of 1962, for instance, the U.S.
Navy’s aggressive pursuit of its ASW mission in the North Atlantic,
though consistent with the general political construction that national
officials set on the course of events, diverged from the formulated
intention of policy officials. This bold campaign, undertaken as a

normal operational measure in support of the blockade, reduced if not
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removed the nuclear threat posed by Soviet cruise missile submarines.
Its success greatly bolstered U.S. defenses against nuclear attack, and
may have been a decisive factor in the event of nuclear war with the
Soviet Union. But neutralizing this particular component of Soviet
nuclear capability was never an explicit aim of national policy
officials. To be sure, the Navy’s actions seem to have followed the
general political signals of U.S. national policymakers whose actions
and pronouncements painted the gloomiest of prospects. Nuclear war
with the Soviet Union was hanging over the entire incident. The danger
was real, and aggressive preparations for war seemed warranted and
consistent with the tenor of the confrontaztion. Nevertheless, the
Navy’s ASW campaign not only escaped the attention of the president and
his advisors until well into the crisis but also:

++. constituted extremely strong strategic coercion

and violated the spirit of the Executive Committee

policy. It is not unreasonable to suppose that

American ASW activity in the North Atlantic was in

fact the strongest message perceived in Moscow in

the course of the crisis, and if that is true, then

the efforts to bring American policy under central

direction must be said to have failed.

National authorities are increasingly moved to try to bring
military operations under their direct supervision. Since the Cuban
Missile Crisis, when political leaders attempted to give specific
instructions directly to local commanders of destroyers stationed along
the quarantine line, direct civilian supervision from Washington of

crisis military operations in various parts of the world have been

attempted on numerous occasions. Such attempts have met with unusual
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success, especially since the advent of the communications satellite.
The evacuation of Lebanon and Saigon, the "tree-cutting" operation
along the Rorean DMZ, the Mayaguez rescue, and the abortive mission to
rescue American hostages held in Tehran can be cited as examples.
While it cannot be said that remote control over these special
operations approached perfection (witness the delay in termination of
bombing raids on Cambodia during Mayaguez; U.S. military forces
conducted those raids more than 30 minutes after the president ordered
their cessation following the release of the Mayaguez crew), 51
national officials managed to exercise considerable control, thanks to
the ever-expanding capacity, speed and reach of satellite
communications.

These episodes, however, are special cases. It would be a
sweeping generalization to say that strategic operations of the sort
associated with U.S.-Soviet nuclear confrontation could be brought
under the same degree of central direction. Mayaguez-type operations
and strategic nuclear operations are vastly different in terms of
scale, diversity of weapons systems, geographical dispersion,
objectives, risks a;d stakes involved. They are thus vastly different
in terms of tractability.

The cases may not be dissimilar in at least one important respect:
central direction runs contrary to strong military traditions. Direct
civilian supervision conflicts with what could be called institutional
ethos, and this tension was in evidence during the Cuban crisis when

political leaders communicated instructions directly to U.S. ship
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commanders. Allison characterizes this encroachment on the military
chain of command and on the autonomy of local commanders as "unique in
naval history and, indeed, unparalleled in modern relations between

American political leaders and military organizations," 32

The
establishment of a direct command channel between the White House and
local commanders, made possible by advances in the technology of
communications, created "enormous pain and serious friction," according

to Allison. 53

Similarly, a stormy exchange took place when Secretary
McNamara demanded of Admiral Anderson — then Chief of Naval Operations
— precise information on the Navy’s procedures for intercepting Soviet
ships which might attempt to pass through the blockade. According to
Allison’s account, Anderson did not comply. 34 He refused to provide
information requested by his civilian superior.

There is a wealth of anecdotal evidence to suggest that something
like institutional ethos exists as a source of tension and that it may
affect the way in which national policy and military operations
actually interact. A story in a trade journal offers one such
illustration. The story relates the tale about former Defense
Secretary Rumsfeld’s monitoring, from the national military command
center, the 1976 evacuation of Americans from Lebanon, and how "some
military officers" wince at the part of the tale where Rumsfeld
maintains direct, instant voice contact with the boatswain’s mate in
charge of the land craft which transported evacuees to a waiting Navy

55

ship. Another story related to the author by a former, senior

official in OSD concerns the Navy’s role in the evacuation of Saigon.
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It seems that the ranking Navy officers near the scene transported
themselves from ships in direct communication with Washington to ships
without that capability in order to gain local autonomy in directing
the evacuation. This same official summed up the attitude of many Navy
officers toward a 1972 0SD Directive (5100.30) removing the shore-based
unified commanders from the chain of command for execution of the
strategic war plan: "they believe strategic communication rums to and

' In other words, national authorities should

stops at the shore.'
exercise only a rudimentary form of positive control — initial
comnunication of nuclear authorization to unified commanders — and
both the traditional chain of command and the operational autonomy of
local ship commanders (in this case, missile submarine commanders)
ought to be preserved.

The prevailing ethos is clearly at odds with the idea of central
management. It works to restrict direct communication between national
officials and on-scene commanders; to inhibit full disclosure of in-
progress operations; to promote conformity with preprogrammed
operational measures in support of prearranged contingency plans; to
discourage national authorities from changing plans "at the last
minute"; and to encourage aggressive pursuit of established missions by
military commanders.

This assessment carries no pejorative connotations. It is not
meant to insinuate that commanders are overzealous or cavalier toward
their civilian superiors, and certainly not that anyone intentionally

undermines national policy. Nor does the assessment imply that
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resistance to centralization necessarily detracts frem either military
effectiveness or the achievemen: of broader national policy
objectives. 36 To the contrary, a strong argument can be made that
positive control depends heavily on standard operating practices.
Improvisation on the part of central éuthorities invites massive
disruption of established routine, especially in the case of large-
scale operations, and may increase rather than reduce the potential for
discontinuity between national policy intentions and force
behavior. 57

The main point of this discussion of institutional ethos is simply
that it appears to be another significant force that promotes
decentralization of crisis operations. The corollary is that it
opposes developments that would enlarge the role of civilian
authorities in controlling those operations. This is one of the
principal reasons why the services and combat commanders do not design
their command systems to be optimally responsive to national
authorities, but instead design them with a view to meeting the
narrower requirements of their own missions. As discussed earlier in
this chapter, OSD has not succeeded in its repeated attempts at
balancing these priorities. As shall be noted in a later chapter, at
least one senior OSD official has concluded that this imbalance in
command system development has been extreme, to a point where even the
most rudimentary form of positive control — initial communication of
presidential authorization to retaliate — might not be possible in the

event of Soviet preemptive attack on the U.S. command system.
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SUMMARY AND IMPLICATIONS

The secondary applications of rational logic —— proportionate
retaliation ané intra-war strategic bargaining —— advanced as an answer
to the paradox of the threat of massive retaliation, appear to entail
drastic alteration of the existing structure of strategic
organizations. The activities of these organizations, which range from
CBI procurement to war planning to force operations, are not regulated
either by axioms of deterrence or by means of specific instructions
from national policymakers. To the contrary, the behavior patterns of
the organizations bear scant relation to national purpose, intention or
deterrence strategy. Attempts at developing a command structure that
allows for central, flexible direction of strategic force operations
will be frustrated -— by military traditions that oppose
centralization; by a decentralized budget process that assigns
relatively low priority to command modernization and an even lower
priority to command programs designed to meet national command
requirements rather than the narrower requirements of subordinate
missions and strategies; and by the fact that U.S. strategic
organizations, being highly decentralized and heavily structured by
low-order rules, presently operate according to fundamentally different
principles of control.

Unusual effort on the part of national policy officials would be
required to bring strategic activities into closer aligmment with
national purposes and strategy, and that effort would be most

productively spent not during but before some outbreak of hostilities.
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The amount of positive control that central leaders could potentialiy
exercise once hostilities begin depends in large part upon the degree
of their involvement in contingency planning and other preprogrammed
actions. With time in the missile age measured in minutes and hours,
operation plans must be worked out in detail and in advance. It is
plain that, for example, to have a choice of striking or not striking
certain targets, the target list must at least be divided up into
preplanned option packages to which specific forces have already been
assigned and readied. Provided such preparations have been made,
national authorities could cue the forces to release the entire arsenal
in a comprehensive attack, or cue forces to release portions of it as
deemed necessary under the circumstances. But in any event, programmed
crisis and wartime operating procedures had better be understood and
approved by central leaders prior to the eruption of hostilities, as
there would be minimal scope for review and ad hoc changes.

The amount of positive control that can be achieved also depends
in part on the configuration and performance of information channels
associated with the implementation of a straﬁegy or set of operating
procedures. Whether national authorities are in or out of a particular
programmed decision loop, the destruction of information channels that
carry information input to the actors that are in the loop would
obviously degrade their ability to perform their procedures. These

channels just as obviously need protection from attack.
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The services, however, habitually constrain the CSI budget, at the
expense of improved C3I networks, in favor of weapons investments.
National policy officials would have to take extraordinary, unpopular
steps to break this habit., Service gontrol over C31 resource
allocation probably would have to be stripped, with statutory control
transferred to a "neutral" office or agency.

There is no doubt that such a move would be necessary if we aspire
to expand the role of national authorities to include them in more of
the decision loops. The greater the responsibility of central leaders
to filter information about the environment and issue instructions as
to what strategy the forces should follow (the operating procedures
followed by central leaders would produce decision cues that trigger
the implementation of corresponding rules at subordinate echelons), and
the greater the complexity of national strategy, then the greater the
need for developed, robust C3I networks that tie into the national
command system. But unusual effort once again would be required to
effect such development. Repeated attempts at establishing the
national military command system as the priority component of WWMCCS
have utterly failed.

Central leaders are not inclined to devote the effort needed to
make all these difficult adjustments, and even if made, tight positive
control would be far from assured. Significant decentralization of
operating procedure and information channels cannot be entirely
avoided. Significant vulnerability of decision centers and

communications links to nuclear attack cannot be completely eliminated.
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Pertinent details of existing structure will inevitably escape
observation, even when carefully scrutinized. The exact nature and
degree of organizational constraint on executive decisiommaking cannot
be fully determined. The consequences of triggering the diffuse
organizational reactions associated vith mobilization or attack cannot
be precisely anticipated or calculated. In sum, there is an
irreducible risk of discontinuity between national purpose and force
operations.

At the moment, there are reasons to believe that the scope for
such divergence is sufficiently large that the paradox of the
retaliatory threat has not been operationally answered. The answers,
we argue in greater detail later, provided by carefully calibrated
retaliation and strategic bargaining are more academic than
operational.

Questions can also be raised about the ability of central leaders
to manage crisis operations. Would diffuse organizational reactions to
information input from political leaders and the external environment
produce outcomes that coincide with the intentions of ne%ional policy
officials? Many have come to believe that even without damage to the
command system, positive control of crisis operations could break down
and that the more serious threat of war lies in that possibility rather
than in the possibility of an outright breakdown of deterrence.
Steinbruner, for example, concludes that "the most serious threat of
var under current circumstances probably lies in the possibility that

organizationally and technically complex military operations might
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override coherent policy decisions and produce a war that was not

intended.” 58

Finally, the primary application of rationmal logic —— deterrence

based on the threat of assured destruction — is a matter of some
doubt. Positive control in this conﬁext simply means that‘operating
procedures geared to prompt nuclear retaliatory attacks on a massive
scale would de triggered and successfully performed once assured
destruction becomes the salient objective of national security. While
we are reminded that it would not be rational to actually carry out a
strategy of massive retaliation, the capacity to do so is considered to
be the essence of nuclear deterrence.

With so much policy attention focused recently on secondary
questions of intra-war nuclear deterrence and bargaining, one might
suppose that all problems related to the elementary requirement of
assured destruction have been solved. We do indeed have some grounds
for believing that positive control arrangements required to implement
massive retaliation are adequate. Senior defense officials assure us
that the conditions necessary to satisfy this requirement exist.
Repeated assurances along this line have been heard since the missile
age dawned.

Whether or not the degree of confidence expressed over the years
by national officials has actually been warranted depends in part on
command performance. Calculators of U.S. second-strike capabilities,
however, have usually skirted the question of command performance.

Historical assessment of basic U.S. deterrence strategy has been based
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almost entirely on calculations of the vulnerability of individual
weapons deployments. The next several chapters demonstrate that these
calculations, and the conclusions drawn from them, appear to be

erroneous and misleading.
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CHAPTER FOUR

COMMAND PERFORMANCE AND MASSIVE RETALIATION IN THE MID 1960s

If you are going to attack a nation, you have to attack its
control centers.

—— General Power (CINCSAC)
1960

To the student schooled in rational deterrence theory, the choice

of preserving or destroying the opponent’s command structure appears to
be the most critical, the most difficult, and the most controversial,
T. Schelling, a leading developer of the theory of deterrence, states:
Here is a point where the distinction between the
straightforward application of brute force to block
enemy capabilities and the exploitation of
potential violence to influence his behavior is a
sharp one.

It is a distinction with a dilemma. On one hand, a command
structure attack seems inconsistent with the idea of exploiting nuclear
force for political effect. The diplomacy of violence cannot be
practiced if decisionmakers on either si*de instructed their forces to
follow a strategy that would leave the opponent’s decisionmaking and
bargaining apparatus fractured, or that would severely degrade the
enemy’s ability to retain central control over surviving forces. The
primary purpose of nuclear weapons might well be defeated by such a

strategy. On the other hand, a strategy based on destruction of key
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C3I elements might offer the most attractive solution to the problem of
limiting damage from ememy attacks. If so, and if the judgment is made
that nuclear war probably cannot be avoided, then attack on the
opponent’s command structure could be a plausibly rational defensive
act. The choice of strategy, then, depends on "whether the enemy’s
command structure is more vital to the efficient waging of war or the
effective restraint and stoppage of war, and which of the two processes
is more important to us." 2

It is an open question whether or not Soviet attack strategy is
geared to the destruction of U.S. control centers and communications
channels., Soviet strategy may have evolved much like its American
counterpart, becoming increasingly oriented to selective attacks with
options to withhold forces aimed at population and command centers. Or
it may have evolved differently, or just more slowly in the same
direction. Whatever its course, however, there is no doubt that
throughout the historical sequence Soviet strategists have treated
command structure attack with utmost seriousness. This appreciation is
evident in extensive Soviet efforts to protect their own command
structure from nuclear attack. > It is also evident in their doctrinal
writings, which strongly suggest that Soviets, in wartime, intend to
exploit weaknesses in U.S. CSI. Examples of authoritative and
apparently representative Soviet views on the subject include the
following:

1. The targets for destruction will now include...in the first

instance the economies of the belligerents...the strategic

offensive nuclear weapons...the system of governmental,and
military control and the main communications centers.
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2. The first nuclear strike can immediately lead to the
disorganization of the governmgnt, military control, and the
whole rear area of a country.

Others go so far as to suggest that disruption of C3I networks could

lead to the defeat of the opponent:

Under conditions of a nuclear war, the system for
controlling forces and weapons, especialiy
strategic weapons, acquires exceptionally great
significance. A disruption of the control over a
country and its troops in a theater of military
operations can seriously affect the course of
events, and in difficult circumstances, can even
lead to defeat in a war. Thus areas deserving
speclal attention are the following: knowing the
coordinates of statiomary operations control
centers and the extent of their ability to survive,
the presence of mobile command posts and automatic
information processing centers; the communications
lines’ ievel of development and, first of all, that
of underground and underwater cable, radio-delay,
ionospheric and tropospheric communication lines;
field communication networks and duplicate
communication lines; communication centers and the
extent of their6facilities, dispersion and
vulnerability.

Besides divulging a keen awareness of the potential decisiveness
of command structure attacks, Soviet military literature reveals an
appreciation of the significance of rather esoteric nuclear effects

such as atmospheric ionization and electromagnetic pulse:

+e+ @ nuclear explosion in the 50 MT range of force
at an altitude of 80 km can lead to a complete loss
of ordinary ionospheric radio c9mmunications over
an area radius of 4,000 km....

A considerable threat to the intercontinental
ballistic missiles are powerful nuclear explosions
set off at great altitudes, because the impulses of
electromagnetic energy created by such explosions
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can put out of commission not only the on-board
missile equipment, but also the grognd electronic
equipment of the launch complexes.

A widening audience of U.S. analysts and senior policy officials
have lately become cognizant of this apparent Soviet determination to
suppress the U.S. command structure in wartime. F. Ermarth
characterizes Soviet strategy as oriented to damage limitation
objectives, and the means by which it would be achieved include

preemption and command structure attack:

«otheir operational perspective on the factors that
drive war outcomes places a high premium on seizing
the initiative and imposing the maximum disruptive
effects on the enemy’s forces and war plans. By
going first, and especially disrupting command and
control, the highest 1likelihood of limiting damage
and coming out of the war with intact forces and a
surviving nation is acsieved, virtually independent
of the force balance.

Many senior U.S. military and civilian officials share this view
of Soviet strategy. Several recent statements by high ranking

officials can be cited as examples:

1. [The Soviets] believe that by neutralizing part of our
command, control, and communications by electronic
countermeasures and striking part by direct firepower, they
will disrupt our control effectiveness...That thi5180ctrine is
being implemented is demonstrated...almost daily.

2. ..the Soviets, as a matter of doctrine, treat destruction or
disruption of our C3 systems as an integral part of their
force planning and execution...The range of exploitation is
wide, ranging from physical destruction to electronic
disruption and deception. In other words, C3 systems are
targets just like aircraft, airfields, and supply centers. 11
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3. At the moment it is possible that he does think he can attack
our Minuteman forces, ...take out our NCA, ...destroy a major
part of our population and industry, and suffer no reta}iation
in turn because he had knocked out our communications.

4., [We can see] increasing numbers and capabilities of Soviet

systems to attaf§ our strategic C3 or reduce their
effectiveness. ’

Former Defense Secretary Harold Brown also stressed in a speech
that Soviet strategic forces are aimed at U.S. command and warning
elements. 14 In all likelihood, he says, these elements have always
been targeted. For instance, according to Brown, in the past the
Soviets "almost surely targeted" 200 SS-9 ICBMs against 10C underground
launch centers that directly control the U.S. Minuteman force. 15 1f
so, it suggests that Soviet planners came to believe that, at least as
far as this particular force component was concerned, the control
system rather than the individual missile emplacements constituted the
target of greatest opportunity. Might it not also suggest that Soviet
planners determined that C3I was America’s primary nuclear
vulnerability, and concluded that attacks on it would have a far better
chance of parrying retaliation than would attacks on the individual
weapons themselves?

If damage limitation has been set forth as the main objective of
the Soviet nuclear war plan, if operational strategy has been grounded
in the belief that attacks on C3I networks serve this purpose better
than an attack designed to maximize damage to individual force

deployments, and if C3I networks have in fact constituted the weakest

component of the U.S. strategic posture, then popular accounts of
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trends in U.S.-Soviet strategic capabilities distort historical
realities, Inasmuch as these accounts usually either rest explicitly
on standard calculations of force structure vulnerability, or emphasize
the same set of variables that such calculationms include, they shed
light on an aspect of strategic history that may be tangential, while
neglecting a dimension of perhaps far greater significance. They may
overstate and perhaps greatly exaggerate the amount of damage that the
United States could have inflicted on an aggressor at any particular
period in the historical sequence.

A reconsideration of strategic history begins in this chapter. We
shall evaluate the performance of the strategic command structure in
the early to mid 1960s, and then turn to succeeding periods in the next
three chapters. Chapters 4, 5 (early 1970s) and 6 (late 1970s) assume

a deliberate Soviet attack designed to cause maximum damage to the U.S.

command structure. Since assured destruction was the benchmark of

strategic sufficiency throughout this period, the implications of U.S.
command vulnerability for flexible war-fighting and strategic
bargaining are not developed. In Chapter 7, however, we turn to
consider the scenario in which the Soviets pursue a limited
counterforce strategy in a bid for intra-war bargaining dominance over
the United States. The later analysis will assume that the Soviets
forgo deliberate assault on the U.S. command structure; instead, they

mount an attack designed to cause the maximum damage to the U.S. force

structure. Collateral damage suffered by the command structure will be

assessed with a view to gauging C3I capacities for proportionate

Reproduced with permission of the copyright owner. Further reproduction prohibited without permission.



162

retaliation and the authoritative control of residual forces held in
‘reserve during a protracted war.

To provide context and a basis for comparison, assessments based
on enumeration which exclude measures of command performance are woven
into our discussions. However, in most areas, strict comparisons
cannot be made for want of a common unit of measurement. C-I networks
generally do not yield to quantitative technique, and when they do,
they yield only partially. This is not to say that weaknesses and
vulnerabilities cannot be sufficiently appreciated that meaningful
comparisons with force structure vulnerabilities are precluded. It is
to say that because of the nature of the evidence the comparisons are

more difficult and require a more intuitive interpretation.

GOLDEN AGE REVISITED: MID 1960s

Although it was generally believed that until the mid 1960s, at
least, the United States possessed overwhelming nuclear superiority
over the Soviet Union, senior U.S. defense officials realized as early
as 1961 that vital segments of the command network lacked adequate
protection from missile attack. Enthoven and Smith give us a glimpse
of the problems that were identified shortly after Robert S. McNamara
became Secretary of Defense in 1961:

Perhaps the most critical vulnerability problem ...
lay in the U.S. high-level command structure, which
was located in a comparatively small number of

points on or near Strategic Air Command (SAC) bases
or major cities, all of which were themselves prime

targets for enemy attack. Most of the facilities
were soft, and most of the communications links
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were vulnerable. A well-designed Soviet attack ...

would have deprived our forces of6their authorized

commands to proceed to targets.
It is noteworthy that by the end of 1961 govermment officials had
debunked the mythical missile gap which had theretofore projected
Soviet missile superiority. Along the narrow dimensions used to assess
the strategic balance, the overwhelming superiority of the United
States had been reaffirmed. However, as the above quote underscores,
this sanguine reassessment neglected a critical dimension of the
American strategic posture.

At McNamara’s behest, measures designed to reduce the
vulnerability of command centers and their communications were briskly
implemented. Enthoven and Smith document the key parts of the program:

Several national command centers were established,

including some maintained continuously in the air.

New procedures, equipment, and safeguards were

introduced to make certain that only authorized

national authorities could release nuclear weapons.

Steps were taken to improve the survivability and

reliability of communications systems, and all such

systems were mer%ed into a new National Military

Command System. 7
The authors describe McNamara’s program as “extensive." This
overstates the actual scope of the program. The revolutionary
implications of the missile age had scarcely been worked through in
relation to the command structure at all levels. Testifying before
Congress in 1963, by which time the main steps in the initiatives cited

above had been made, McNamara acknowledged that, "there is still

substantial vulnerability in our command and control system." 18 He
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mentioned in particular the vulnerability of SAC and national level
communications systems. He did not cite, but surely he anticipated,
serious problems in the area of missile submarine communications.

In that same appearance, McNamara reported that the DOD "had
hardly begun to study, thoroughly, tﬁe command and control system,
particularly the communications system, on which our control of our
strategic retaliatory forces during a nuclear attack will depend." 19
This was 1963. The United States had already deployed a large
strategic missile force. Several hundred land missiles were
operational, and several hundred more were under construction. Polaris
missile submarines had been introduced in November 1960. By 1963,
operational submarine launchers numbered about 200, and would double by
1965. 1If strategic force management was poorly understood, as McNamara
suggested, then it seems fair to say that the rapid and large-scale
deployment of raw strategic power held the highest priority during the
early 1960s. The command and control implications of the strategic

buildup were only slowly dawning.

Minuteman Vulnerability

Initial deployments of Soviet ICBMs did not put silo-based
Minuteman missiles at risk. According to the standard calculations
which measure the expected damage from nuclear blast effects, the
strategic rocket force of the Soviet Union, even if fully committed,
could have destroyed only a small fraction of the Minuteman force. At

least two conditions deemed necessary to destroy a large fraction of
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the force were absent: (1) approximate numerical parity, permitting
the Soviets to assign at least ome weapon to each aimpoint, and (2)
pinpoint missile accuracy, needed to ensure that each intended target
lay within the lethal radius of each assigned weapon’s likely point of
impact. The absence of these conditions was apparently responsible for
repeated assurances by U.S. officials that the Minuteman force was
invulnerable to attack.

Recalling Figure 2-1, as late a 1966 a preemptive attack involving
the entire Soviet land missile force would have destroyed only about
ten percent of the numerically superior American force. 20 Figure 4-1
gives the assumptions that underlie this estimate, which is not very
sensitive to changes in these assumptions. For example, if under the
principle of conservative planning the reliability of Soviet missiles
is raised from 75 percent to 90 percent, the expected damage increases
from 10 percent to 12 percent of the U.S. force. Similarly, more
conservative assumptions about Soviet missile accuracy only marginally
change the results. Under all plausible conditions, a Soviet attack
aimed at missile silos would have been ineffective and self-disarming.
Thus, to the extent that American confidence in its land missile
deterrent rested on standard calculations of force structure
vulnerability, a high degree of confidence in this component was
warranted.

Such confidence however, may have been unwarranted. There was at
least one other dimension to the problem, a dimension that standard

calculations excluded. Before we can begin to reach even tentative
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conclusions about the retaliatory capability residing in the Minuteman
‘force in 1966, the performance of the manned underground facilities,
which maintained remote launch control over the silo-based missiles,
must be estimated. 2! As we shall see, an interesting comparison
emerges between the results calculated for an attack aimed at these
launch control centers (LCCs) and an attack aimed at the missile silos
(LFs).

The key physical aspects of this particular control problem
concern the number of attacking Soviet missiles in 1966, their
capability to disable individual LCCs, and the amount of redundancy
existing in the Minuteman launch control system. First, the Soviet
ICBM force, though numerically insufficient to attack a substantial
fraction of the deployed LFs, was large enough to attack all of the
deployed LCCs. The Soviets could have aimed at least one high-yield
SS-9 missile at each of the 88 operational LCCs. 22

Second, the estimated yield and accuracy of SS-9 missiles were
sufficient to generate powerful blast overpressure in the vicinity of
LCCs, threatening destruction of most of them. The probability of LCC
survival depended on its hardness, which may have been as low as 250
pounds per square inch (p.s.i.) of blast overpressure. If that were
the case, an LCC would have had only about an 11 percent chance of
surviving an attack by an SS-9 missile with perfect reliability. 23

The most severe vulnerability problem lay in the communications
associated with LCCs. The communications linking them to higher

authority were far more susceptible to damage from nuclear weapons
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effects than was the LCC structure itself. PAS, the primary medium of
strategic communications, employed a voice 1link akin to an ordinary
telephone that was vulnerable to very modest overpressure
(approximately 20 p.s.i.) despite its subsurface deployment (see
Chapter 3). SACCS, a teletype connection, depended on surface,
terrestrial land lines that were vulnerable to overpressure in the 5
p.s.i. range. Back-up channels consisted of radio systems of which
only one was designed to withstand nuclear attack. This system, the
least vulnerable to blast effects, featured underground, "pop~up"
antennas intended to receive high frequency (HF) radio transmissions.
But the antennas associated with HF communications were not heavily
protected. Once deployed above ground, their vulnerability to blast
effects would have been acute, and even while retained in their
underground sheaths, they were not expected to withstand overpressures
that exceed 50 p.s.i. In addition to blast effects, SS-9 surface
detonations would have generated fields of electric and magnetic energy
powerful enough to disable any communications equipment exposed to
them,

The third aspect of the situation is that the launch of Minuteman
forces required the active participation of LCCs. A back-up airborne
launch system would soon become operational, but at the time no such
redundancy existed.

Back-up LCCs provided a considerable though limited amount of
launch redundancy. Not every LCC was interconnected with every missile

in the force. Instead, the forces were organized into missile
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squadrons composed of 50 LFs and five LCCs. 24 Squadrons were
Eompletely independent of each other; it was physically impossible for
LCCs in one squadron to fire any missiles belonging to a different
squadron. However, within a given sguadron, arrangements were such
that any two functioning centers could fire all 50 missiles. A single
LCC could also fire them, but the countdown to lift-off would have been
extended by half an hour, perhaps lenger. To avoid this delay, two
LCCs had to perform the launch procedures.

The destruction or disablement of all five LCCs within a squadron
would have removed the launch capability for that unit and effectively
Incapacitated 50 missiles. Calculations of the expected damage to LCCs
thus provide a reasonable basis for estimating the unusable portion of
the Minuteman force following the initial Soviet strike. The
conversion is straightforward: minus 50 missiles for every squadron
deprived of launch control.

Estimates of the unusable portion of the Minuteman force do not
tell the whole story, however. Partial damage to a squadron also
degrades performance. Apart from launch delays caused by the event
discussed above (destruction of four LCCs), there are conditions that
cause problems of intra-squadron coordination among two or more
surviving LCCs, and the attendant lowering of unit performance can be
substantial.

Coordination problems stem from degraded intra-squadron
communications, and complex interactions among the rules and operating

procedures that govern the actions of LCCs. As argued at a somewhat
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high level of abstraction in Chapter 3, the consequences of enacting
such preprogrammed routines cannot be fully anticipated, and this
general proposition is borne out when an attempt is made to predict the
results of LCC operations under conditions of partial damage. Despite
the fact that LCC operators are instructed to follow a well-defined set
of procedures, and may do so to the letter, remarkably little is known
about the outcomes that the programmatic decision process is capable of
generating under the broad range of conditions that may apply. Aided
by a computer model that simulates the decision process, we have been
able to "observe" at least some of the unfolding interactions that
appear to have adverse effects on performance.

Before describing several illustrative interactions and their
consequences, we turn to summarize calculations of the unusable portion
of the Minuteman force. Disablement of entire squadrons is estimated
on the basis of expected damage from two distinct sources: blast
overpressure and electromagnetic pulse. Since degr;dations resulting
from problems of intra-squadron coordination are excluded from the
calculations, the results should be interpreted as the minimum expected

damage from a dedicated Soviet attack on LCCs. The amount of damage

attributable to blast will be estimated first. 2°

Damage From Blast Overpressure: The results of the analysis,

summarized in Figures 4-2 to 4-10 depend on assumptions aboui target
hardness, Soviet missile accuracy and reliability, and Soviet attack
strategy. But in practically every case the estimated damage from
blast effects alone exceeds that which an all-out Soviet attack on

missile silos inflicts. 1In most cases the difference is rather great,
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Contrary to then-prevailing opinion, the size and accuracy of the
Soviet missile force did not preclude a major threat to Minuteman.
Figure 4-2 shows this clearly. If these two are taken to be the only
pertinent parameters, then in 1966 an SS-9 missile attack aimed at LCCs
rather than individual silos may have virtually disarmed the Minuteman
force.

There are of course other relevant parameters that must be taken

into account. Missile reliability and reprogramming capabilities, for

example, are shown in Figure 4-2 to be important determinants of the
effectiveness of a Soviet attack on LCCs.

Closer examination of the Soviet missile force would probably
conclude that the capability for extensive reprogramming was lacking in
1966, and that SS-9 missile reliability was far from perfect.
Nevertheless, conservative planning assumptions would probably credit
the SS-9 with an overall reliability in the 0.80 to 0.85 range, in
which case a significant risk (> 10 percent probability) existed that
one-half to two-thirds of the Minuteman force would have been
incapacitated, even without any reprogramming of the attacking forces.
(According to the standard calculations, a comparable threat based on
silo attacks did not develop until quite recently)., Presumably, a
risk-averse American planner would also have found cause for worry if
missile reliability were much lower but reprogramming capabilities
could not be ruled out, Even if reliability were only 0.70, a highly
significant risk (> 20 percent) existed that reprogramming of the
attack would have resulted in the loss of launch control over three-

fifths to three-quarters of the Minuteman force.

Reproduced with permission of the copyright owner. Further reproduction prohibited without permission.



¢—% @an3td

172

001 001 001 %6 00°1
Y6 88 88 LL G6°
[4:] LL 1L 6S 06°
1L 59 65 LYy 11: 0
€S €S LYy S€E 08°
LYy 184 St k44 SL*
1 1% S€E 6¢ 81 oL

j}oe33y pouuwigadoxday-uoN

001 001 00t 001 00°1
001 001 001-%6 %6-88 c6*
001-%6 001-%6 %6-88 88-¢8 06°
001-88 %6-88 %6-28 ¢8-1L G8°
%6-28 Y6-LL 88-LL LL—S9 og°
Y6-LL 88-1L ¢8-59 LL—6S GL®
28-1L 28-59 LL-6S 1L-LY oL®
%SSTY %0T«I5TY Z0ceisTd Pajoedxy IFTIAeT o0
30833V pounueazoxday OTTESTH
(usBwAINUFH 3JO 3UdDIA3J) 39f A0S
———————— —-po3je3fordedul 2030 STFSSTH PUBT-———————e -

SYAINID TOULNOD HONNVT NVWALANIW

LSNIVOV JDVLILV 6—SS IAIAOS

Reproduced with permission of the copyright owner. Further reproduction prohibited without permission.



173

The reasoning behind these estimates is that the Minuteman force
was at least as vulnerable as the LCCs that controlled it, and the LCCs
were at least as vulnerable as the LCC communications that linked them
to higher authority. For Figure 4-2, the destruction of that 1link at a
given LCC was assumed to occur if blﬁst overpressure exceeded 50
p.sei., the estimated tolerance of the hardest communications system.,
Figures 4-3 and 4-4 show the results when this threshold is raised to
100 and 150 p.s.i., respectively.

Structural damage rendering LCCs inoperable (not just
communications) is associated with blast overpressures in the 250~1,000
p.s.i. range. An attack strategy designed to dig out the LCC
structures themselves while still attempting to maximize the number of
squadrons destroyed would have forced Soviet Planners to allocate at
least ten missiles per Minuteman squadron (at least two per LCC).
Calculations summarized in Figures 4-5 to 4-10 assume such a strategy
which, owing to limited SS-9 resources, precludes attacks on many
squadrons in order to double up on other squadrons. The results assume
that there was no attack reprogramming.

The upshot of all this is that a command structure attack offered,
at least on paper, a not remote chance of disabling the bulk of the
Minuteman force; and, the expeéted damage exceeded by a wide margin the
damage that could have been expected from an attack on LFs, at one-
third the cost in terms of Soviet missiles expended. Although in most
of the cases considered, the odds against disarming the Minuteman force

using blast effects against LCCs were overwhelming, the Soviet SS-9
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force could have substantially reduced U.S. land missile strength and
there was an outside chance that the damage would have been very great

indeed.

Damage From Electromagnetic Pulse: The standard analytic

conclusion that Minuteman was an invulnerable force also completely
discounted possible damage from a nuclear weapons effect known as
electromagnetic pulse (EMP). 26 Originating with the interaction of
released gamma rays and air, EMP is a brief but intense energy wave
that can induce tremendous voltage and current surges in cables,
antennas, power and telephone lines, buildings, aircraft, and so forth.
These "collectors™ can then deliver the power surge to electronic
components, causing temporary or permanent damage to electrical
systems.

For a high-yield nuclear explosion above the earth’s atmosphere,
released gamma rays travel long distances before colliding with air.
As a result, the pulse covers a large area of the earth. Figure 4-11
depicts the area of exposure for a single high-yield explosion 60 miles
above the United States. A 20,000-50,000 volt pulse blankets all LFs
and LCCs located within the six operational Minuteman fields. 27

For ground or near-surface bursts, which electrify both the air
and the ground, the pulse would be at least an order of magnitude
greater than the peak pulse observed at the surface from a high-

altitude explosion. 28

But, a pulse this strong would radiate only
about five miles. Outside this region, pulse strength dissipates

rapidly with increasing distance from the burst point.
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Given Soviet missile accuracy in 1966, it is quite certain that
Minuteman LCCs (and some nearby LFs) would have been exposed to strong
electromagnetic fields. By contrast, each SS~9 explosion would not
necessarily have exposed a launch control center to high blast
overpressure. Missiles landing well within seven-tenths of a mile from
their targets would have subjected the centers to extreme overpressure.
But missiles landing, say, two miles from their targets would not have.
In short, blast overpressure and electromagnetic pulse are separate and
independent threats to the LCCs. A burst near the surface generates
both phenomena, either of which might damage the target. Compounding
the problem, any exoatmospheric explosion(s) could have blanketed the
entire area in which LCCs and LFs were deployed.

Their vulnerability to EMP attack cannot be measured precisely,
but it appears to have been appreciable in 1966. Regarding missiles
and their support equipment inside their LFs, DOD testimony reveals
that:

ooin the early 1970s, we began an extensive EMP

assessment of Minuteman silos to determine their

hardness to high altitude and ground burst EMP., We

found that, although there was some EMP hardness

inherent in existing Minuteman silos, additional

EMP hardening was required to provide greater

assurance that Minuteman silos were not vulnerable

to EMP, 29
Launch control centers, as well, appeared to be vulnerable to EMP, for
several reasons. First, each LCC is a large, distributed and redundant

electrical system with numerous cables, transmission lines, and

antennas to collect the energy from electromagnetic fields. Voltage
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and current surges could have entered an LCC along numerous paths.
Second, the disabling of a single critical element —— the main computer
or the communications receivers —— can render an LCC inoperable even
though other critical components suffered no damage. Third, in 1966
the LCCs lacked any special protection against EMP. Lastly, recent
theoretical and experimental studies of the vulnerability of electrical
systems similar to those found at LCCs suggest that the latter were
prone to damage or serious disruption from a typical high-intensity
pulse.

High frequency antemnas, for example, can "collect many thousands
of amperes and exhibit voltages well in excess of their normal

voltages." 30

Another study determined that the surges induced in
antennas and transmission lines could exceed one million volts and ten
thousand amperes. 31 These values are only suggestive of the magnitude
of the problem. Appendix C analyzes, in a more rigorous way, the
vulnerability of the computers at launch control centers. The analysis
assumes a high-yield burst above the atmosphere, and calculates the
voltage surge at the ends of a hypothetical buried cable connecting a
hypothetical missile silo and an LCC computer. In the analysis, the
computer contains integrated circuits having a voltage damage threshold
on the order of ten volts for a pulse duration of approximately one-
millionth of a second. Since the voltage surge at the ends of the
buried cable varies with the direction of arrival of the incoming

electromagnetic pulse, calculations for many different angles were

performed. The estimated voltage surge for the worst-case angle of
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arrival exceeds the damage threshold for integrated circuits by two
orders of magnitude. For all cases considered, the average peak value
of the surge exceeded the damage threshold by a factor of 40. These
estimates may not be valid even as a first approximation of LCC
vulnerability. But there is no doubt that, as a study sponsored by the
Defense Nuclear Agency puts it, "old cable systems remain a focal point
of EMP concern." 32

The method used earlier to calculate SS-9 damage to the Minuteman
force can accommodate probabilistic representations of EMP threat.
Various levels of threat, ranging from zero to 90 percent probability
that a single pulse would disable an LCC actually exposed to it, were
combined with expected blast damage to estimate the compound damage to
the Minuteman force from an SS-9 attack in 1966. Figure 4-12
summarizes one set of calculations. The results are far from worst-
case because the LCCs are credited with a blast hardness of 250 p.s.i.,
and the attacker is not credited with any reprogramming capability.
The underlying assumptions are identical to those that apply in Figure
4-7 above, though of course the earlier treatment ignored
electromagnetic pulse effects. Figure 4-12 adds this dimension. It
might be useful to recapitulate the key assumptions: (1) the Soviets
target 88 SS~9 missiles at 88 Minuteman launch control centers, (2)
§5-9 accuracy is seven-tenths of a mile, (3) LCCs can withstand up to
250 p.s.i. of blast overpressure, (4) each LCC receives a pulse of
electromagnetic energy in addition to some overpressure, (5) the damage

from blast and electromagnetic pulse are uncorrelated. Figure 4-13
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shows the expected damage when it 1s further assumed that the Soviets
explode a single high-yield warhead above the atmosphere, generating
another pulse which simultaneously strikes all 88 launch control
centers.

The results require little intefpretation. They indicate that
unless the LCCs were not very susceptible to damage from EMP effects, a

Soviet attack in 1966 offered a good chance of reducing the effective

Ef retaliatory capacity of American land missiles to low levels., They do
7 not establish the actual vulnerability of exposed LCCs, but they at

[i . least raise that as an important question. It is a hard question, much
é;' more so than the question of vulnerability to blast effects. But the

very fact that damage from electromagnetic pulse cannot be assessed

with analytical precision or high confidence is a story unto itself.
It casts fundamental doubt on the standard approach to analysis of

strategic wvulnerability.

Other Problems Affecting LCC Performance: Many problems of both a

technical and organizational nature are not reflected in the above
computations. Technical problems that probably would have been
encountered include, in particular, severe degradation of
comnunications reception at surviving LCCs. Restoration of
comnunications would have been difficult and slow in the event that
telephone and the other unprotected communications system broke down

under attack (a virtual certainty).
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The erection of an antenna intended to receive HF transmissions
would have been attempted with fingers crossed (an explosive charge
wired to LCC controls was supposed to propel the antenna out of its
underground sheath into position), and if successfully deployed the LCC
once again becomes dependent upon anAexposed and easily destructible
antenna. Furthermore, high frequency communications are unreliable in
a nuclear enviromnment. While high frequency radio confers the benefits
of long~distance communications, the adverse effects of nuclear
explosions on wave propagation are pronounced at that wavelength. A
nuclear burst can produce sufficient atmospheric ionization to cause
signal blackout, and with some direct effort, for instance a high
altitude detonation, "blackout may persist for many hours over regions
thousands of miles in diameter." 33 The Defense Nuclear Agency
reported to Congress in 1976 that it had restudied the data from
atmospheric nuclear tests conducted in 1962, and had "reconfirmed that
high frequency band radio is grossly degraded in a nuclear

environment." 34

While it is uncertain whether nuclear explosions
would have blacked out the frequency range within which the only
semisurvivable means of receiving instructions from higher authority
operated in 1966, disruption of communications reception at surviving
launch control centers was virtually certain.

Other adverse effects on squadron performance could have resulted
from interactions among human, technical and procedural factors. To

illustrate one possible adverse consequence of established

organizational procedure, suppose that the post attack condition of a
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Minuteman squadron was as follows: (1) three LCCs destroyed, (2) one
LCC damaged, and (3) one LCC undamaged. Let an undamaged LCC be
defined as one which remains internally functional and which maintains
normal control over squadron LFs and normal contact with higher
authorities. A damaged LCC is defined as one which remains
interconnected by underground cable to squadron LFs, but which lacks a
communications link to higher authority as well as to the undamaged LCC
in its squadron.

Under these hypothetical circumstances preestablished operating
procedures would have prevented retaliation, even though missile silos
escaped damage altogether, the missile squadron had a normally
functioning LCC, and a line of communications existed between higher
authorities and the undamaged LCC. The inability to launch missiles is
due to procedures which govern actions by the damaged, isolated LCC.
This center and the undamaged center work at cross-purposes. The
latter, upon receipt of valid war commands from higher authority, send
arm, target and fire commands to Minuteman LFs. But the damaged
center, though it cannot receive emergency action messages from higher
authority, does not remain passive while the companion LCC initiates
the launch sequence. It cancels the arm, target and fire commands
transmitted by the functional center. As it is able to monitor

squadron missile status, the damaged LCC detects what appears to be an

attempt by another LCC to fire squadron missiles without authorization.
It could have, and if it adhered to preestablished safeguard procedures

it would have, successfully prevented the countdown. 35
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In the above example, it is assumed that the undamaged LCC
validated the execution message and initiated the launch sequence.
However, the decision to treat the message as authentic normally
required confirmation from another squadron LCC; and, in the absence of
such information (as in the situation outlined above), the undamaged
LCC would not necessarily have exercised its conditicnal grant of
authority to initiate the launch sequence on its own. To have done so,
the LCC must have satisfied itself that the message was apparently
authentic, and then exhausted every possible means of obtaining
confirmation from an outside source (including sources besides LCCs).
At what point, if ever, does the LCC decide that it has availed itself
of every possible means of obtaining confirmation, that the effort is
futile, and that the proper course of action is the launch of the
squadron’s weapons? The rules of authentication were (and still are)
ambiguous enough that the final LCC decision could have gone either
way. We would venture to guess that under many imaginable
circumstances an LCC would have never abandoned the effort to make
outside contact, in which case there would not have been any amm,
target or launch commands for the other surviving (but isolated) LCC to
cancel. Thus, it is plausible that even if four LCCs had been
destroyed, removing the capability to prevent the successful launch of
the squadron’s missiles by the fifth LCC, no weapons would h;ve been
fired. This despite the receipt of an authentic execution message by
the surviving LCC. Furthermore, it is conceivable that under

established procedure no missiles would have been launched even if two
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or three LCCs survived attack and all received an apparently authentic
execution message.

LCC performance may have also been degraded by the destruction of
feedback mechanisms which facilitate correction of errors committed
during the launch sequence. Intra-squadron computer and voice
communication links provided the primary means of error correction, and
if damaged the chances of recovering from mistakes in time to avoid,
for example, execution of the wrong attack plan (or execution of the
right plan at the wrong time) would have been diminished. 36

Outcomes like those discussed above may not be foreseen in advance
of actual conflict, but they would come as no great surprise to
analysts who view strategic organizations as operating in accordance
with a programmatic decision process that has benefited little from
experiential learning. Although standard models of strategic conflict
exclude both operational detail and human error in control systems,
such factors do exist and their effects on performance can be rather
great, as the illustrations above attest.

Soviet capability to degrade performance appears to capitalize on
an inherent tension between two priorities that substantially drove the
behavior of Minuteman squadrons. Much of the established procedure
within the squadron (and any other strategic unit, we argue) was
devoted to negative control, that is, the prevention of unauthorized
launches. On the other hand, much of the established routine was

devoted to positive control, that is, attack authorization and

coordination. These were competing priorities, and LCC vulnerability
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intensified the trade-off. As we have seen, operating procedures
devoted to the two priorities could interact in ways that precluded a
salvo launch by a squadron that suffered only partial damage. In this
instance procedures devoted to negative control are predominant, and
the interaction results in failure to execute an authorized launch.

The intra-squadron coordination required to implement the attack cannot
be achieved. Positive control breaks down. Degradation results, for
instance, when a sole surviving LCC with an authentic execution message
in hand persistently but unsuccessfully seeks confirmation of the
message’s authenticity from an outside source.

This last example can be modified to illustrate the opposite
result: degradation of negative control. Suppdse that a sole
surviving LCC received au invalid execution message, but the LCC could
not determine this unless communications with another unit could be
established, If the LCC failed to make contact, and hence failed to
discover that the message was not authentic, yet proceeded to launch
squadron missiles, as was allowed by establighed procedure, then we
have a clear case of a breakdown of negative control.

A complete, unmitigated breakdown of negative control would have
occurred if isolated LCCs launched their forces on their own accord,
without receiving an execution message at all. In that event, the
destruction of all LCC communications links to higher authority would
not negate squadron retaliation (as the previous calculations assumed).
The physical capability to execute the squadron’s missiles would have

still existed (in 1966), as long as at least one LCC survived the
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attack, and the possibility that surviving LCCs would have engaged in

unauthorized strategic operations cannot be categorically ruled out.

Negative control is clearly a relevant criterion for assessing the

performance of strategic organizations but it is also a complicating

factor in any evaluation.

that the two priorities — positive

For current purposes, suffice it to state

and negative control —— are

embodied in rules and procedures which substantially drive the behavior

of strategic units; that the two priorities are intertwined; that an

unresolved trade-off exists between

them; and that command system

vulnerability intensifies this fundamental tension.

Further degradation of overall

command performance would have been

incurred in both dimensions in the event Soviet forces had attacked

other parts of the command structure besides LCCs.

Primary targets may

have included national command centers, high level military

headquarters, early warning sensors
communications channels by means of
been disseminated to the bomber and
Minuteman LCCs., These C3I elements

of potential targets, and none were

manage missile submarine operationms

Missile Submarine Vulnerability

and assessment centers, and/or the
which execution messages would have
submarine forces as well as

constituted a relatively small set
more vulnerable than those used to

in 1966.

In 1966, the Soviets had no proven, effective capability to

detect, localize or attack U.S. missile submarines deployed at sea.

But the strategic weapon system least vulnerable to enemy attack was at
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the same time the least manageable. There is strong evidence that with
some concentrated effort the Soviets could have detached the submarine
fleet from central command channels, and moreover that the force would
have faced a protracted period of isolation.

Organizational arrangements, as'well as physical configuration,
created this vulnerable state. Organizationally, the chain of command
for execution of the strategic war plan ran from the national command
authorities to the unified (and specified) commanders, and then to the
executing missile submarines (and bomber and land missile forces under
the jurisdiction of CINCSAC, the specified commander). This
arrangement meant that, for instance, "one would call CINCPAC who would
then pass the order on down to the forces." 3/ But this also implies
that successful attacks on CINCPAC (Commander-in-Chief Pacific) and
CINCLANT (Commander-in-Chief Atlantic) would have removed a vital link
in the command hierarchy and isolated Pacific- and Atlantic-based
missile submarines under these respective unified commands.

The primary command centers of the unified commanders were fixed,
ground-based facilities located in Honolulu and Norfolk. They could
not have withstood attacks directed against them. Located nearby were
fixed, emergency alternate command centers that were either unhardened
or only partially protected. One of the best protected command posts,
CINCPAC’s alternate facility in the Kunia tunmnel, probably was

vulnerable in any practical sense to direct attack.
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This vulnerability was partially mitigated by the deployment of an
EC-135A airborne command post to satisfy a CINCPAC requirement
established in 1965. 38 This aircraft would be maintained on ground
alert and launched upon receipt of tactical attack early warning, or
earlier if circumstances warranted. .Its weaknesses included: 1) lack
of EMP protection; 2) reliance on an unreliable tactical early warning
network for prelaunch survival; and 3) limited range and endurance.
EC-135A aircraft also possessed an extremely limited communications
suite. It is very doubtful that it could have established direct
contact with either alert missile submarines or CONUS-based higher
authorities.

The primary communications channels connecting national
authorities with missile submarines employed vulnerable land lines,
undersea cables, and fixed coastal radio stations. Emergency action
messages sent from the NCA to CINCLANT would have been routed via land
line, and via land line and undersea cable to CINCPAC. (Prior to 1964,
when the transpacific cable was laid, communications with CINCPAC
relied on HF radio to span the Pacific.) The unified commanders would
have then passed the message to dispersed shore-based radio statioms
for transmission to alert submarines. The destruction of CINCPAC and
CINCLANT headquarters would have therefore incidentally destroyed two
critical communications as well as command modes.

The radio stations and transmitters were of course more numerous
and widely scattered than the facilities in Honolulu and Norfolk that

coordinated their use. Radio stations at 60 or more shore locations
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worldwide were dedicated to the fleet broadcast system, and radio
transceiver capabilities on hundreds of surface ships augmented this
system,

Although even conventional explosives could have destroyed any
given shore-based station, 39 including any one of the handful of very

low frequency (VLF) transmitters that were key to submarine

40

communications, many contended that the large number of assets on

land and at sea ensured adequate post attack communications.
Representative of this view, which prevailed in the early 1960s, is the
following statement submitted to Congress in 1960 by Navy Admiral

Raborn:

Practically all military and civilian shore
communications stations in all countries of the
world are vulnerable to nuclear attacke...
Hardening such facilities for protection against
thermonuclear bombs would be a tremendously
expensive undertaking. POLARIS communications
reliability will not be governed by the
vulnerability of any single shore radio station.

It is a fact that a large amount of dispersed U.S.
Navy communications equipment and stations exist
today in the United States, at sea in every Navy
ship, and in friendly countries which would survive
an attack due to sheer numbers. Any or all of
these facilities can and will be commanded quickly
to act as communication stations for POLARIS as the
need arises. The sheer multiplicity of radio
stations will almost assure with certainty an
adequate number of surviving stations capaB}e of

; communicating with the POLARIS submarine.

f Former Secretary McNamara echoed this appraisal in an appearance
before a committee of Congress in 1963:
(MR. FORD) What about your very low frequency

communications with POLARIS submarines? Are these
transmitting stations secure?
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(SECRETARY MCNAMARA) I am told (by Admiral

Anderson, then Chief of Naval Operations) that they

are probably secure, but that, to the extent they

might be destroyed, the redundancy in our total

naval communications system is such that beyond any

reasonable doubt we4§ould communicate with the

POLARIS submarine.

This was wishful thinking. In the first place, these assessments

did not come to grips with the full range of physical threats to
missile submarine communications. Besides being vulnerable to the
blast effects of nuclear and conventional explosives, radio statioms

were susceptible to electronic countermeasures, especially jamming.

The U.S. Navy’s radio broadcast system possessed negligible antijam

capabilities. Soviet jammers, until and unless suppressed by Western
= forces, probably could have substantially reduced the effective range

of radio transmissions from shore and ships at sea. Among the key

ain § o

stations subject to such interference were the VLF shore stations, some
of which could not radiate enough power to overcome even modest amounts
of jamming, and all of which lacked the special antijam equipment
needed to achieve maximum effectiveness from available power. 43
Other physical threats that were not sufficiently weighted in the
official assessments include EMP effects. There was some risk that
high altitude bursts would have caused widespread damage not only to
shore stations, but ships as well, Finally, messages broadcast over
low frequency (LF) and VLF were susceptible to distortion from nuclear
effects on the ionosphere, and HF radio communications may have been

blacked out for very long periods. 44

HF blackout would have severely
degraded Navy communications, because most shore stations and all ships

relied on HF radios for long~distance communications.
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The official conclusion also had not come to grips with the fact
that successful propagation of messages through a partially damaged and
loosely coupled network requires a well worked out plan to coordinate
the actions of units included in the network. Recent experience
indicates that organizational rather than technological factors impose
the sharpest constraints on performance. When the Navy finally began
in 1979 to seriously investigate various schemes for using ships at sea
to relay messages to missile submarines, it found that sheer numbers

alone do not ensure reliable strategic communications. Recent

testimony by Admiral Kaufman, former Director of Navy Command, Control

and Communications, is instructive:

The Navy is currently refining the means for using
ships to relay communications to submarines with
High Frequency radio equipment already in the
fleet. Exercises conducted in the Atlantic this
January further tested a concept we call Mobile HF.
Under this concept, ships monitor selected
frequencies and relay them over several frequencies
according to predetermined schedules to avoid
interfering with each other. This results in a
chain reaction effect in the High Frequency
spectrum with many messages, on many frequencies,
from many sources leading to a high probability
these messages will be received by a submarine.
Preliminary results from the January tests are
encouraging, but a complete analysis must await the
return frogssea of the submarines involved in the
exercise.

Since the preplanning required to organize a functional network
involving ships and other general purpose communications stations had
not even been initiated by the mid 1960s, it is safe to assert that the
official assessment of the role and contribution of such assets to post

attack communications with missile submarines was overly optimistic.
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The official conclusion was vulnerable on one last score.
Redundancy was not really a distinguishing feature of the total naval

communications system. Many transmitters were geographically

collocated, and those that were not in-close physical proximity were
functionally tied into common commané centers or communications
facilities. The existence of critical nodes and the considerable
amount of interdependence among the shore-based elements suggest that
communications redundancy was minimal. And as far as command
redundancy was concerned, practically none existed at all, It is
likely that the destruction of the unified command centers would have
produced so severe a concussion to the command structure rhat it would
not have been possible for central decisionmakers to exercise positive
control over the missile submarine force.

How authority over submarine operations would have devolved and

what problems of negative control may have arose in the event enemy

attacks ruptured the command system are once again matters of
speculation. We at least know that submarine crews, like LCCs,
possessed the physical capacity to launch nuclear weapons on their
own., 46 They did not depend on higher authorities for an enabling
code, without which weapons could not be unlocked and fired.

But unlike LCCs, submarine crews may have operated under formal
guidance that permitted the firing of missiles without the personal

comnand of higher authorities. Under some circumstances, the exact

contours of which remain cloaked in secrecy, a conditional grant of

launch authority evidently extended down to the lowest rung of the
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submarine command hierarchy. That nuclear launch authority may have
been delegated to the local submarine commanders is suggested by the

following colloquy in congressional hearing held in 1963:

(MR. FLOOD) What I have inmind is a Buck Rogers
situation where you have 18 of your POLARIS on
station waiting for the signal to fire. Somehow,
somewhere, in some way the enemy has cut your
communications with the 18. You don’t know about
it and the submarines don’t know about it. You
give the order with the red button and nothing
happens.

(Discussion with Admiral Galantin Deleted)

Then the situation I pose is most unlikely within
the rule of reason?

(ADMIRAL GALANTIN) That is right.

(MR. FLOOD) Then there is a point and time under
certain circumstances in which the ship commander
is authorized to open up?

(ADMIRAL GALANTIN) Yes sir.

(MR. FLOOD) There never has been the need to
exercise that right? The need has never occurred.

(ADMIRAL GALANTIN) That is right. 47

This hoary testimony may be quite misleading. However, we can be
reasonably sure that military commanders at relatively low echelons in
the missile submarine command hierarchy operated with the knowledge
that their links with higher authority were tenuous indeed, and that
retaliation might have to be executed without the personal command of

their civilian or military superiors.
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Bomber Vulnerability and Additional LCC Vulnerabilities

By 1966 SAC had made considerably more progress than the Navy had
made toward establishing a viable command channel for controlling its
strategic forces. SAC operated a ground network with an airborne
backup that provided a degree of genﬁine redundancy and survivability.
Under the principle of comservative planning, Soviet calculations may
have estimated that the overall system, in spite of its many
deficiencies, was sufficiently robust that execution messages could
have been delivered to large segments of SAC’s forces with high
probability. But by the same token, U.S. planners had cause for
serious concern about its performance in a nuclear environment.

Cautious planners on both sides could have quickly concluded that
even small-scale attacks would neutralize the ground network.
Individual ground-based command centers and communications lines had
little chance of surviving the blast effects of direct nuclear attack,
and too little redundancy {except for LCC redundancy) existed to offset
this vulnerability. And there was a critical node in the network. As
mentioned earlier, authorization of nuclear strikes would have been
passed from the NCA to the specified commander, who in turn would have
relayed the message (after translating it into SAC message formats) to
the executing forces. Thus, the destruction of SAC Headquarters in
Omaha would have severely degraded the performance of the ground
segment. And destruction was likely if the headquarters had been
directly attacked. This nodal command center was underground but "not

in any secure way," as Former Secretary McNamara once put it. 48
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Assuming that SAC Headquarters survived, the "go-code" authorizing
strategic attack would have been simultaneously transmitted over
several ground-based media to subordinate units. These media included
the Primary Alerting System (PAS); a teletype channel known as the SAC
Automated Command and Control System‘(SACCS); and leased commercial
land line communications, particularly AUTOVON/AUTODIN. All these
media except for PAS utilized surface terrestrial lines and were liable
to suffer severe degradation even from collateral damage. PAS featured
modest protection from blast effects, and thus may have withstood
collateral effects. All systems lacked protection from EMP effects.

These lines went to the three Numbered Air Force Headquarters in
the United States, Minuteman and Titan LCCs, wing command posts at
primary SAC bomber bases, and other units at home and abroad. With the
exception of LCCs, none were built to withstand nuclear attack.

The "soft" Numbered Air Force Headquarters located at Barksdale
AFB, Louisiana, March AFB, California, and Westover AFB, Massachusetts,
played a particularly important role in the exercise of positive
control over SAC bombers in flight. Collocated with these bases as
well as SAC Headquarters itself were HF radio antennas used for long-
range radio communications with bombers which had launched and were en
Toute to their targets. 49 his wF system was called "Short Order,"
and it was an integral part of am operation known as "positive control
launch." Upon receipt of early warning of actual Soviet attack
(tactical warning), or upon receipt of intelligence data indicating

that Soviet attack was imminent (strategic warning), standard operating
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procedure called for bombers to launch (if not already airborne), fly
to designated points outside enemy territory, loiter for a period of
time, and.then automatically return to their home bases unless they
received an execution message. 20 “Short Order" was the primary means
of delivering that message. But it ﬁas not able to withstand direct
attack, was vulnerable to HF blackout, and was partially susceptible to
enemy jamming,

A collection of ground radio stations (called "Green Pine" sites)
located on an arc between Alaska’s Aleutian Islands and Iceland

augmented "Short Order." 31

Beyond the Green Pine arc, HF signals
transmitted from stations in the United States were unreliable even in
peacetime. The signals were also susceptible to interference from
enemy jamming, and in a nuclear environment "Short Order" may have been
blacked out completely. If an execution message could have been
delivered to Green Pine sites, they in turn could have relayed it via
ultra high frequency (UHF) radio to bombers en route to their positive
control orbits. Assuming these back-up sites were not destroyed by
Soviet attacks, they could have communicated to any bomber within line-
of-sight range (approximately 200 miles) without risk of serious
disruption from jamming or nuclear effects. Once the bombers had
traversed the arc and flown out of UHF range, however, further
communications would have become quite problematical. 32
The central postattack problem, though, was reaching Green Pine

sites in the first instance. In peacetime, SAC Headquarters and/or

Numbered Air Force Headquarters could have sent the execution message
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over land lines and/or HF radio. But neither the communications media
nor the originating command centers were survivable. Postattack
communications with Green Pine sites would have been no less difficult
than wartime communications with the bombers themselves.

Although the ground segment of SAC's command network would have
disintegrated under attack and therefore could not have been employed
to trigger retaliation by either bombers or ICBMs, it nonetheless
served some important control functions, especially during the critical
period between the launch and impact of enemy weapons. One of its
prime purposes was rapid dissemination of orders from CINCSAC to launch
ground alert bombers under the positive control policy outlined above.
Getting bombers off the ground and a safe distance away from their home
bases within minutes after detection of incoming warheads was essential
to bomber survival. Given that tactical warning time could have been
as short as fifteen minutes (detection to impact at northernmost CONUS
bases), or shorter still if the performance of the Ballistic Missile
Early Warning System (BMEWS) proved to be less than its theoretical

optimum, 33

and given that bomber crews on day-to-day alert required
about fifteen minutes from the time they received notice of the attack
until the time they put a safe distance between themselves and their
home base, 54 sac could not afford even short delays in the
implementation of a positive control launch.

CINCSAC was in the best position to expedite this procedure.

Attack indications picked up by BMEWS sensors would have been sent to

North American Air Defense (NORAD) Command Headquarters in Colorado,
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and promptly relayed from there to SAC Headquarters. A message
directing a positive control launch would have originated in Omaha and
traveled over PAS to wing command posts and other SAC units. Wing
command posts at bomber bases would have then sounded a klaxon alarm,
cueing the alert crews to scramble to their aircraft, and transmitted
the message by radio to the aircraft, triggering the launch of the
bomber force on a flight to predesignated points outside Soviet
territory.

Another important function of the ground segment was generation of
the airborne command system prior to the impact of incoming weapons.
SAC maintained EC-135 command aircraft on 15-minute ground alert at its
Numbered Air Force Headquarters and kept one EC-135, called "Looking
Glass," on 24-hour airborne alert in the vicinity of Omaha. 55

"Looking Glass" served as the alternate command post for SAC

Headquarters. SAC also deployed EC-135s with radio-relay missions to
Lockbourne AFB, Ohio and Ellsworth AFB, South Dakota where they were
maintained on l5-minute ground alert. 36 Upon detection of Soviet
missile launches, EC-135 aircraft on ground alert would have been
flushed into the air by means of the same communications channels used
to launch the bomber force. Under established procedures for a
positive control launch, EC-135s would have occupied predesignated
airborne stations inside U.S. territory, forming a network similar to

the present-day net depicted in Chapter 5 (Figure 5-6).
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The Post Attack Command Control System (PACCS) employed UHF radio
for line-of-sight communications with LCCs, wing command posts at
bomber bases (from which alert bombers would have already been
launched), and outbound bombers within UHF range. For long-range
communications, HF radio was the priﬁary (and sole) means. HF was the
only direct link from PACCS aircraft to remote Green Pine sites and
far-flung strategic bombers in flight, and there was substantial
reliance on HF for communications between PACCS aircraft. (Note that
the network depicted in Chapter 5 is rather compact and allows for UHF
interconnection between all aircraft that are adjacent to each other.
This tight UHF serial linkage resulted from a PACCS restructuring in
1970, when command aircraft at numbered air force headquarters were
relocated to bases in the Midwest. In 1966, when key command aircraft
were stationed in Massachusetts, California and Texas, PACCS was widely
dispersed and consequently reliance on HF radio for intra-PACCS
communications was much greater.)

Reliance on airborne HF radio systems for long-distance
communications was a major liability. As discussed earlier, the
adverse effects of nuclear explosions on radio signal propagation are
severe at that wavelength. Furthermore, the transmitting power of
airborne radios could not match the strength of a ground-based
transmitter and hence could not perform as effectively if stressed by
enemy jammers. Consequently, even without direct damage to PACCS,
reliable communications with strategic bombers that were beyond UHF

range (400 n.m.) could not be safely assumed by cautious U.S. planners,
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at least not for a nuclear environment. Nor could completely reliable
communications among PACCS aircraft themselves be taken for granted.
And for that matter, communications from PACCS to LCCs may have been
quite difficult. Although EC-135s operated within UHF range of many
Minuteman complexes, the best protected receive antenna at LCCs
operated at the HF bandwidth, a much less reliable frequency compared
to UHF.

In addition, PACCS aircraft were not immune to direct damage.
There was some risk that alert aircraft would have been destroyed on
the ground, perhaps as a result of sluggish tactical warning of ICBM
attack, or perhaps as a consequence of undetected attacks by submarine
missiles launched from waters contiguous to coastal EC-135 bases.

Soviet Golf- and Hotel-class missile submarines which periodically

patrolled the Eastern Atlantic in 1966 posed a potential threat to the
command aircraft based in Massachusetts, for example. Sensors designed
to detect submarine-launched ballistic missiles did not become
operational until 1968. 57

EMP effects produced by high altitude nuclear explosions probably
posed a greater threat to PACCS, however. Aircraft exposure to EMP was
virtually certain, and the resulting currents flowing through the plane
could have reached very high levels. This problem is analyzed further
in Chapter 5. Suffice it to say here that under conservative planning
assumptions PACCS aircraft would have suffered significant damage from

EMP effects.
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In sum, Soviet attacks aimed at SAC’s command structure would have

greatly undermined positive control over bombers and ICBMs. SAC could
have used the "soft" ground network to flush ground alert bombers and
PACCs aircraft prior to the impact of incoming weapons (provided that
tactical warning information arrived in time), but it relied on an
airborne command network to deliver execution messages to the strategic
forces in the wake of enemy attacks; and, the post attack capability of
this network was questionable.

Failure of primary ground and airborne communications would have
left SAC with one last-ditch means of strategic communicatioms: the
Emergency Rocket Communications System (ERCS). This system was
comprised of Blue Scout sounding rockets deployed in a "soft"
configuration on the Wallops Island just off the Virginia coast. 58
Prior to launch, an execution message could have been recorded on a
tape device inside a missile. After launch, the message was to be
transmitted over UHF by the missile’s communications package. The idea
was to exploit the altitude, range and velocity of a missile so that a
message could be quickly disseminated over a large area using a radio
frequency that nuclear explosions would only mildly and momentarily
disturb. In principle, any SAC unit within line of sight of any
portion of the missile’s trajectory could have received the message.

In practice, ERCS was a troubled system. It was not well integrated
into any nuclear command hierarchy and technically it was a thin reed
to lean on. Its reliability, transmitter power and survivability were

such that cautious planners would not have counted on it at all.
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Design improvements and better protection for ERCS deployments were in
fact in store. Minuteman missiles would be equipped with
communications packages and operationally deployed in silos in Missouri
in 1967, 59

All these deficiencies in SAC's‘command structure could only have
aggravated the problem of negative control, especially in the case of
LCCs. Isolation of bombers from higher authorities did not present
quite as serlous a problem. Established procedure'required them to
turn back in the event authorization to attack was not received. This
guidance was unambiguous. Yet, it is likely that bombers, like LCCs
and submarines, lacked physical safeguards against unauthorized
retaliation. If safeguards were consistent across all three force
components, then strategic bombers did not need to receive enabling
codes from higher authority before weapons could be unlocked and armed.
The public record, however, does not sustain any firm conclusions about

negative control over bombers in the 1960s.

National Command Vulnerabilities

In 1966, national command authorities (NCA) had access to four
primary command posts from which strategic operations could have been
managed. Components of the National Military Command System (NMCS),

they are listed below in ascending order of vulnerability to attack:

1. National Military Command Center (NMCC) located inside the

Pentagon.
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2. Alternate National Military Command Center (ANMCC) located
near Fort Richie, Maryland, about 75 miles from Washington.

3. National Emergency Command Post Afloat (NECPA), a U.S. Navy
cruiser deployed in the Eastern Atlantic near the coast.

4. National Emergency Airborne Command Post (NEACP), an EC-135
aircraft maintained on 15-minute ground alert at Andrews AFB,

Maryland, just outside Washington. 60

The NMCC, a soft facility connected to the White House Situation

Room, obviously had no chance of surviving a nuclear attack directed
against it. It could have been destroyed with no more than about 20
minutes advance notice if attacked by Soviet ICBMs. If attacked by
submarine missiles, it may have been destroyed without warning.

The ANMCC had been in operation since 1953, a time when the Soviet
nuclear threat consisted of atomic weapons delivered by bombers. 61
The underground facility has recently been rated as "moderately

a,n 62

har which probably means that in the mid 1960s the structure

itself stood a good chance of surviving missile submarine attack and a
reasonably good chance of surviving ICBM attack. Backward

extrapolation of information would also suggest that a small number of
people manned the facility around the clock (with additional personnel
on standby), and that constant communications between it and the NMCC

63

were maintained. Up-to-date data bases were kept by means of

reports submitted by the NMCC, NORAD and other major commands.
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Communications associated with both the ANMCC and the NMCC

consisted of land line telephone and teletype systems interconnecting
the facilities with the unified and specified commands among

others. 64 A radio communications uplink to NEACP was also provided by
the ANMCC. 65 Not surprisingly, all.these links were exposed and
vulnerable to attack. Former Secretary McNamara, testifying in 1963,
stated that NMCC and ANMCC communicatioms were "vulnerable in any

practical sense." 66

Thus, survival of the ANMCC structure itself was
a necessary but not sufficient condition for NCA direction of strategic
forces. Its associated communicationms, too, must have survived.

The ANMCC was expected io survive longer, but not much longer,
than the NMCC. The difference would probably have been measured in
ninutes or tens of minutes. Still, these were critical minutes during
which time a transfer of control from the ground to NEACP could have
been attempted. If tactical warning had been received and a decision
to retaliate had been reached by the president, the ANMCC and
associated communications may have survived long enough to convey the
decision to NEACP. If the president or a successor were located at the
ANMCC during the attack, he would have had more time to decide whether
to order retaliation. If the president were aboard NEACP, the ANMCC
may have survived long enough to relay early warning and other
information being fed to the ANMCC from NORAD, SAC and other major
commands. Without support from the ANMCC, the NEACP probably could not
have obtained timely information about a Soviet nuclear attack. In all

likelihood, NEACP would have depended upon PACCs aircraft for
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information about the attack, with SAC Headquarters relaying early
warning information from NORAD to "Looking Glass," and "Looking Glass"
relaying that information to NEACP via the PACCs network. Basically,
the ANMCC performed a transition function. It was the primary and
perhaps the sole means by which transfer of national control from the
ground network to the airborne network could have been affected in an
orderly and timely fashion.

The NECPA ship deployed in the Eastern Atlantic was less
vulnerable to attack by virtue of its mobility. In 1966, however, the
command ship was restricted to waters within troposcatter

67 This

communications range of a single shore facility in Delawar=z.
restriction probably put the NECPA at greater risk. More importantly,
the shore facility could easily have been lost in the event of Soviet
attack.

NEACP, the national command aircraft, had a better chance of
surviving nuclear attack than any of the other national command posts
did. McNamara had decided in 1961 to station EC-135 aircraft at
Andrews AFB, Three were deployed in 1962, 68 One of the three stood
on ground alert.

National officials had the option to board NEACP in time of
crisis, but ground-based facilities were much more suitable locations
to manage a crisis. They provided ample space for advisors; unlimited
endurance; immediate and direct access to main communications and

intelligence networks; greater capacity to handle larger amounts of

data; and so forth. NEACP was ill-suited in all these respects.
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Nevertheless, this option existed and if it were exercised well in
édvance of Soviet attack the chances of NCA survival would have been
much improved.

NEACP survival was by no means assured, however, as Soviet
planners were not lacking in strategies to attack aircraft in flight.
One such strategy would have been based on EMP attack. A single high
altitude explosion would have blanketed a large area of airspace and
NEACP was almost certain to be within it. The aircraft’s flight
pattern was in fact likely to have been confined to a small area, where
approximate coordinates probably could have been predicted with fair
accuracy. Two requirements and a condition combined to impose sharp
constraint on NEACP’s flexibility. The first requirement was to
maintain continuous communications with the ANMCC during the pre- and
transattack period, so long as that were possible. The second
requirement was to establish communications with adjacent aircraft in
the PACCS network. The relevant condition was the limited
communications range of the EC-135 aircraft model then in service.
Until EC-135J aircraft replaced older models in 1968, NEACP’s
communications range allowed it to tie into only "one or two sole
points on the ground.” 69 This constraint and the requirement to be
interconnected with PACCS aircraft narrowed the scope of NEACP's
operational flexibility.

If national authorities chose to remain on the ground during a
crisis, as seems likely, NEACP could have been launched and maintained

on airborne alert for up to 10 hours (unrefueled). In the event of a
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sudden attack on Washington area command posts, NEACP’s primary
responsibility, if no execution message had been issued prior to the
NCA’s demise, would have been to contact a constitutionally defined
successor and inject any orders from the new NCA into the PACCS network
for dissemination to the nuclear forces. There was some chance that
the initial attack would have been detected in time to permit the NCA
to escape in helicopters, in which case it may have been possible to
coordinate a rendezvous with NEACP at one of the many airstrips in the
Washington area. 70

An alternative posture would have NEACP on maximum ground alert,
standing by to receive national officials and take off minutes before
incoming ICBMs arrived. A helicopter flight from downtown Washington
to Andrews would have taken perhaps eight minutes, and additional
nminutes would have elapsed before and after this flight. But BMEWS was
expected to provide fifteen to twenty minutes warning (detection to
impact), which may have been just enough time to permit the successful
launch of NEACP with national officials on board. Also, during a
period of tension, NEACP could have been relocated to any of several
airstrips in the vicinity of Washington in order to confound Soviet
intelligence and targeting. National authorities may have been able to
rendezvous with NEACP and take off with more time to spare because of
NEACP’s covert deployment to a secret location. 71

A ground alert posture nevertheless increased the risk of its

destruction. A no-warning attack by missile submarines was not outside

the realm of possibilities. BMEWS malfunction, NCA indecision, and a
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host of other causes of fatal delay — fatal for both the NCA and the
'NEACP — can also be imagined. Whether the added risk of a ground
alert posture would actually have been taken, for the sake of keeping
NEACP accessible to national authorities, is of course a moot question.
Under normal peacetime conditioﬁs, protection of the NCA would
have been much more difficult. In the unlikely event of a "bolt-out-
of-the-blue" surprise attack, national authorities would not have been
in the best position either to escape the attack or ride it out.
NEACP’s chances of survival were doubtless better, if BMEWS performed
at its theoretical optimum and if the aircraft had standing orders to
launch without the NCA upon receipt of tactical warning. Still, the
margin of error would have been narrow for an aircraft maintained on
15-minute ground alert. Under the best of circumstances (for a

surprise attack) NEACP had only a few minutes to spare.

In sum, under the technical conditions of the mid 1960s, it was
not possible to fully protect either the elected president or his
successors from sudden attack, not even during an extreme nationmal
emergency when precautions to reduce vulnerability could have been
taken. Protection of the communications required to exercise national
control over strategic operations was even more difficult.,

This situation once again raises questions about predelegation of
authority and possible attendant problems of negative control. The
issue of predelegation is succinctly stated in a report prepared by the
Library of Congress:

The realities of command and control in the nuclear
age would seem to increase the necessity for prior

Reproduced with permission of the copyright owner. Further reproduction prohibited without permission.



220

delegation under certain carefully defined
conditions. For example, in the event that the
president were disabled in a surprise attack and
his lawful successor were not immediately
accessible, a contingency plan, containing a
delegation of authority to order the use of nuclear
weapons under certain conditions, would seem to be
a logical and prudent precaution_=— perhaps
necessary to national survival. /2

The president’s right to delegate his authority to use nuclear weapons
1s unquestioned; however, it is open to question whether or not any

president has ever done so. The report just cited states:

Under existing law, the president alone has the
basic authority to order the use of nuclear
weapons. This authority, inherent in his
constitutional role as Commander-in-Chief, may be
delegated to subordinate officers in the chain of
command virtually without limitation. Whether the
president has, in fact, delegated the authority to
use nuclear weapons un?gr certain circumstances has
not been ascertained.

It has since been disclosed and officially confirmed that in one
instance, at least, presidential authority has been delegated to a
military command. In his prepared statement presented to a
congressional subcommittee in 1976, a former senior military officer

informed them that the NORAD Commander possessed such authority:

ees I know of no instance where any U.S. or NATO
field commander has been delegated authority to use
U.S. nuclear weapons without express approval of
the President of the United States, with one
exception ... the North American Air Defense
Commander, who has been delegated such authority
only under severe rest;%ctions and specific
conditions of attack.
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Although the "specific conditions of attack" were not defined, the
severe restrictions consisted mainly of a requirement that the NORAD
Commander persist in trying to reach civilian authority until the last

possible moment. 5

This requirement is reminiscent of procedures
followed by isolated LCCs, which must have made every effort to get
independent confirmation of the authenticity of an execution message in
its possession. The situations are vastly different, however. The
NORAD commander, unlike LCCs, could have initiated nuclear operations
without ever having received an emergency action message from higher
authority. LCCs must at least have possessed a message. Regarding
missile submarines, the idea that communications silence might be
broken in order to request authorization to release nuclear weapons or
to confirm the authenticity of an execution message, was probably
anathema. It was almost certainly proscribed.

The possibility that others besides the NORAD Commander operated
under some formal guidance permitting them to initiate nuclear strikes
without the personal command of the NCA is strongly suggested by the
following colloquy. It took place during congressional hearings held
in 1960. General Power, then CINCSAC, seems to be saying that he
possessed conditional authority to unleash SAC’s nuclear arsenal.
While it is not very specific nor necessarily indicative of
arrangements in the mid 1960s, the testimony seems germane:

(MR. MAHON) You cannot tell where the President
might be. He might be, at the time of a surprise
attack, in South America, in Russia, in India, or
he might be in some other place. Since you are the

man who is charged with the responsibility of
commanding the Strategic Air Command and launching
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our retaliatory force, has a system been worked out
that would enable you to get going with your
intercontinental ballistic missiles or your
intermediate-range ballistic missiles of your
airplanes?

(GENERAL POWER) Yes, there is a very adequate
system. But again, you have to go through and
verify that you are actually under attack.

In other words, no one is going to make that hasty
a decision. It would not be right to do it. You
might start a war accidentally, and you cannot
afford to do that., Mind you, we are talking about
a matter of minutes. Let us say you see, at its
apogee, a missile coming over. This gives you 15
minutes’ warning. You will not have to be
particularly bright when those 15 minutes have
passed to know if they are real missiles; they will
be going off in this country. Therefore7 we are
talking about a very short time period. 6

Predelegation of basic authority to order the use of nuclear
weapons facilitates the exercise of positive control in the event of
NCA incapacitation and hence weakens, presumably, motivation to attack
the NCA in the first instance. Nevertheless, the destruction of the
highest level of the command hierarchy would probably result in a
considerable loss of attack coordination, an important aspect of
positive control. Predelegation of basic authority does not remove all
incentive to neutralize the NCA.

This assertion does not really contradict previous observations on
the decentralized nature of attack coordination. Coordination does
require detailed advance preparation of operational units, a process
which unavoidably decentralizes many significant aspects of control.

And the appropriateness of diffuse, preprogrammed rules and procedures

does set an upper bound on the amount of coordination that is
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theoretically attainable. But central authority must be exercised in
order for the theoretical optimum to be achieved.

Strategic planners labor under the assumption that central
authorities would at least be able to designate an attack pattern and
the exact time at which implementatioﬁ of that attack would be set in
motion. The target assignments and firing schedules of the established
war plans are predicated on this major assumption, that is, that all
strategic deployments would be operating under a common attack
reference time and attack option. Strategic operations could not
otherwise be integrated to achieve systematic and efficient coverage of
the enemy target base.

Actors at the national level are in the best position to provide
these simple but basic instructions. Their inability to do so would
leave SAC units and SSBN units without a common frame of reference. As
a consequence, some of the benefits of integration would be lost. By
extension, the inability of the unified/specified commanders to provide
such instructions to the forces under their respective jurisdictions
would result in further degradation. And so forth. Coordination would
clearly be minimal in the event individual strategic units were
completely isolated from each other as well as higher authority. While
extensive predelegation of basic authority to launch weapons would
ensure retaliation, it would not by itself assure systematic coverage

of the enemy target base.
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It is possible that what has been called institutional ethos would
act as an "invisible hand" which concerts the expectations and behavior
of isolated units, resulting in far greater force coordination than
random chance would ever suggest. By virtue of role playing in war
games and exercises, indoctrination, familiarization with extant attack
options, and even informal interaction within professional military
circles, key actors may come to share assumptions about the course of
action each is apt to pursue. We would venture to guess that in 1966,
the standard "massive counterforce" option would have been seized upon
by a large number of units and that attacks would have generally
conformed to that plan in spite of the fact that such intentions and
behaviors could not have been overtly communicated.

It is of course possible that contingency plans not only
predelegated basic authority, but also specified rules for choosing an
attack plan and execution time. Such instructions would have resolved
much of the uncertainty that would have otherwise undermined positive
control. At the same time, there are reasons to believe that specific
instructions would not be endorsed by national policy officials.
Resistance to elaborate qualification would be politically motivated:
unambiguous instructions evade the effective power of the

president. 77
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THE STRATEGIC SITUATION: 1966

The concerns raised in this chapter fell outside the scope of the
established conception of the strategic problem, whose narrow compass
directed attention to such issues as the emergent SS-9 ICBM threat to
Minuteman silos. Most analyses focused narrowly on questions of force
structure vulnerability, and the issues that came into prominence
appeared to be few, understandable, and resolvable.

These appearances dissolve under a broader definition of strategic
capability; and appropriately so, for while the narrower, simpler
definition generated valuable technical comprehension of certain
aspects of the situation, it excluded a dimension of central
importance. As a consequence of this omission, the Soviet threat was
nisestimated and the policy conclusions derived from these
miscalculations were unsound. Such, at any rate, is the upshot of this

chapter.

U.S. Second-Strike Capabilities and the Overall Strategic Balance

Force structure and command structure analyses generate divergent
assessments of the strategic balance. If the standard calculations are
to be believed, a preemptive surprise attack by the Soviet Union would
have been ineffective and self-disarming if directed against U.S.
strategic forces. For this reason, and because a preemptive
counterforce attack in the other direction could have destroyed a large
fraction of the opponent’s forces, the United States was generally

believed to possess overwhelming strategic superiority. But analysis
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of the U.S. arrangements for exercising positive control over
retaliatory forces alters this judgment. An attack strategy with a
much higher expected payoff in terms of blunting U.S. retaliation would
have been based on destruction of key command and communications nodes.
The main objective would have been the isolation of strategic forces
from central authorities, causing (1) loss of force coordination; (2)
loss of ability to issue or receive execution orders; and (3) breakdown
of the physical capability to launch ICBMs. Conservative planning
assumptions leave little doubt, from both a U.S. and Soviet
standpoint, that this strategy would have been far more effective than
a strategy based on maximum attack on alert U.S. forces. And to
conservative U.S. planners, this strategy ought to have been seen as a
very serious threat. The strategy put U.S. capabilities for assured
destruction at considerable risk.

In short, command structure analysis refutes the idea that during
most of the sixties the balance of strategic power greatly favored the
United States. These were not the halcyon days of American nuclear
preponderance. It is hard to regard them so when the strategic
organizations responsible for war conduct were liable to disintegrate

under the weight of enemy attacks.

Crisis Stability

The above thoughts are not to suggest that the Soviet Union had an
opportunity to strike with impunity. The destructive power of the

U.S. force structure was immense, and conservative Soviet planners
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undoubtedly expected a falrly large fraction of it to be expended in
the wake of a Soviet attack. In spite of the tenuous command and
communications channels that stood behind the threat of retaliation
carried by U.S. forces, Soviet confidence in their ability to paralyze
the U.S. command structure and thereb§ remove the threat should not
have been very high. The U.S. strategic posture surely acted as a
powerful deterrent to attack.

Nevertheless, the situation during this historical period was less
stable than was commonly believed. Standard calculations did not
impart an adequate appreciation of Soviet incentives to strike quickly
and preemptively against U.S. C3I assets. The creaky condition of the
command structure at least did not discourage the Soviets from taking

the first aggressive actions in a crisis.

Nor did it reduce incentives for early utilization of U.S. forces.
The difference between the effectiveness of an attack executed while
the command structure was still coherent and an attack executed after
absorbing the full weight of the opponent’s strike would have been
stark. In the second case, retaliation would have been much slower to
develop, and the magnitude and coordination of the attack would have
been markedly reduced. There was also a distinct possibility of
unauthorized strikes by isolated forces. It is not unreasonable to
suppose that national policy officials would have preferred to
authorize attacks early, if they sensed a growing loss of control and
if further delay risked a loss of influence over the attack option

finally implemented.
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Force Components and Strategic Stability

Most analysts equate the vulnerability of each force component to
its contribution to strategic stability. Alert missile submarines were
estimated to be invulnerable to attack, and hence their deployment was
viewed as a stabilizing factor. Silo;based ICBms were determined to be
somewhat more vulnerable, and in light of the technical trend running
against them which was fully appreciated, ICBMs ranked below submarines
as well as bombers. They were the least stable component of the force
structure. Bombers occupied an intermediate position in this rank
order. Alert bomber deployments were less stabilizing than submarine
deployments were, but more so than ICBM deployments.

A reversal of this order results when the components are
differentiated with respect to the viability of their C3 systems. In
1966, missile submarines were the least manageable component, both
before and after a Soviet attack, especially an attack aimed at the
U.S. command network. Prestrike and postattack control of ICBMs were
good by comparison, and better than bombers, too. Bombers compared
favorably to missile submarines, thus retaining their intermediate

position in this rank order.

ICBMS and Command Stability: In 1966, a command network with

modest redundancy connected land missile complexes with central

decisionmakers. No individual ground element —— communications link or
command node —- could have been expected to survive a direct nuclear

attack. However, the ground segment provided a timely, reliable and

two-way interconnection in peacetime and in the prestrike phase of
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conflict; and, the airborne segment, though dependent upon the
prestrike performance of the ground network (including early warning
facilities) had some chance of establishing a line of communications to
many of SAC’s dispersed strategic forces. During peacetime and periods
of high international tension, the ground structure kept the ICBM force
in harness, under firm authoritative direction. Direct and
instantaneous transmission of directives was possible, and each element
in the chain of ICBM command could acknowledge receipt of such messages
almost instantly. Direct land line communications also enabled SAC
Headquarters to monitor ICBM alert status on a near real~-time basis.
Thus if, for instance, a certain missile aimed at a high priority
target went off alert for maintenance, SAC could and did authorize

coverage of that target by another missile. Once completed, SAC

received immediate notification of the retargeting, as did higher
authorities including the NMCC and ANMCC.

Land lines lessened, and basically eliminated, reliance on radio
communications. When radios were employed, security did not prohibit
two-way communications. Security precautions in general were not
stringent and encumbering. Also, transmitters and receive antennas
were confined within the continental United States, where atmospheric
conditions play less havoc on signal propagation than is the case at
higher latitudes. Problems of signal propagation yielded to simple
instructions to change frequencies, and this was often coordinated over
the telephone. The launch control centers did not move, and as a

result the orientation of antennas with respect to ground-based
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transmitters remained constant and optimal. The relatively close
proximity of radio transmitters and receivers made communications less
susceptible to deliberate interference from jamming, and unless land
lines were attacked as well, the resulting degradation of command would
not have been serious. Fixed locatioﬁs, access to supplies, and the
availability of maintenance persomnel facilitated, under normal
circumstances, the repair of land line and radio communications

systems. Interested parties could be quickly notified of a problem
affecting any portion of the communications system, and work to correct
serious malfunctions could proceed on a priority basis. Under combat
conditions, the prompt restoration of ground-based communications would
have been unlikely, but the prospects would have been far worse if the
system terminated at imprecisely known, inaccessible locatioms.

After a large nuclear attack on the American command structure,
control of ICBMs depended heavily on the functioning of SAC’s airborne
comand network, which in many respects did not measure up to very high
standards. Individual aircraft lacked adequate protection from EMP
effects. Communications range, particularly in a nuclear environment,
was too limited. Aircraft were subject to inherent limits on endurance
(10 hours unrefueled maximum). BMEWs warning time was barely enough to
ensure their prelaunch survival., The survival and smooth interaction
of a network of such aircraft was questionable.

Still, PACCs did provide a redundant link to ICBMs which was far
more survivable and coherent than the ground- and ship-based network

used to control missile submarines. The destruction of SAC
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Headquarters and other subordinate SAC command units on the ground
would not have isolated SAC forces as readily as attacks on the unified
commands would have isolated missile submarines from higher authority.
Continuity of command over SSBNs would have probably been lost in the

event that the Navy’s ground elements had been attacked.

Missile Submarines and Command Stability: Although this component

was on balance worse than bombers and ICBMs in terms of both pre- and
postattack control, it possessed one particularly important advantage
over ICBMs: the invulnerability of its communications gear, launch
mechanisms and crew. As discussed earlier, the Soviets could have
targeted every LCC in the Minuteman force. Missile submarines were
virtually immune to analogous attempts at decapitation. The favorable
comparisons end there, however.

During peacetime, as a security precaution no one except for the
submarine crew itself knew the exact location of missile submarines on
patrol. 78 (The submarine commander drew up his 68-day patrol plans
after leaving port.) 79 Once deployed, radio silence was strictly
observed. A sub never engaged in two-way communications with higher
authorities, except when it could not perform its primary mission, lest
intercepted signals and directiom finding compromise location.
Ordinarily, then, higher authorities could not monitor the status of
the submarine.

Missile submarines could receive communications during routine
patrols but not without some difficulty. One reason for this was that

the primary means of communications =- fixed VLF shore stations =-—
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frequently encountered adverse atmospheric conditions. Submarine
reception was especially variable in the North Atlantic and the
Mediterranean. Reception also depended on the trailing antenna’s
orientation with respect to shore-based transmitters. Fluctuations

could result from changes in a submarine’s heading. 80

On the
technical side, it should be noted that the signal processing equipment
in missile submarines left room for substantial improvement, and that
underpowered shore-based back-up transmitters aggravated the problem.
In general, as one official put it, missile subs monitor radio signals
with the precision of an electrocardio machine, and circumstances
varying from changes in signal pulse strength to interference from
fishing nets may require "urgent excursion to shallow depths to regain
communications." 81
Given the total dependence on radio, routine maintenance or
mechanical difficulties reduced the responsiveness of submarines, while
similar problems had slight effect on the responsiveness of SAC forces.
This was true for malfunctions at both ends of the communications
channel. At the transmitting end, equipment downtime interrupted the
flow of information from higher authorities. At the other end,
problems such as the loss of towed buoys (they sometimes snapped)
interrupted reception. And communications malfunctions at the
receiving end had to be repaired without outside assistance or

supplies, which in practice meant that some repair work had to await

the return to port.
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During peacetime, many missile submarines at sea were exempt from
a national requirement to maintain 24-hour communications reception.
Submarines in transit, for example, followed "modified" alert
procedures which called for periodic, not continuous, reception of
messages broadcast from shore. 82 Thése submarines often operated at
depths and speed that were not conducive to signal reception using
trailing antennas at or near the ocean’s surface. Only periodically
would a missile submarine in transit slow down, float a wire antenna
and monitor broadcasts from shore.

An intense international crisis would have tended to magnify such
command and communications problems. For instance, the surging of
port-bound missile submarines to protect them from Soviet preemptive
attack and to bring them within striking range of Soviet targets would
have substantially increased the number of submarines in transit. As a
result, a large number of submarines would not have been in the best
position to receive messages from higher authorities on a continuous
basis, nor would these authorities have known the location and status
of an unusually high number of missile submarines. In the absence of
two-way communications, central decisionmakers could not have
determined which submarines had arrived on station; which were prepared
to fire; which had received the latest emergency action and
intelligence information; which were experiencing problems with
communications; or which were engaged in tactical interaction with
Soviet ASW forces, the chances of which were likely to be considerably

higher than normal under conditions of increased levels of military
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activities on both sides. In the event of detection, harassment, or
attack, the submarine commander’s main responsibility was to elude
Soviet forces, using force if necessary. All the while, a missile
submarine could not have informed higher authorities of the incident,

nor awaited instructions on course of action. Indeed, the trailing of

comnunications wire or buoy antennas would have been impractical while
the submarine undertook evasive action, which took precedence over the
national requirement for missile submarines to maintain continuous

reception. Interruption of reception was both necessary and

permissable under such circumstances. 53
By all indications, arrangements for post attack control were in
disarray. The ground segment provided a precarious link, and an

embryonic airborne segment had not yet achieved significant operational

capability. 84 The Navy had not deployed anything that satisfied even
minimal requirements for post attack control of the undersea deterrent.
With small but concentrated effort the Soviets could have isolated the
entire force from higher authorities.

This state of affairs was not acknowledged at the time. The
official assessment of the situation was in fact reassuring. Many
claimed that the "sheer multiplicity" of survivable radio stations at
sea and on land compensated for the vulnerability of primary shore-
based elements. This confidence was unwarranted, however. Data from
recent Navy experiments relevant to realistic wartime conditions have
demonstrated that it is no simple matter to sustain a chain reaction

which successfully relays messages through an ancillary network to
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submarines. Preplanning, practice and tuning of organizational
procedure are prerequisites, and none of this had been done during the
sixties. Furthermore, several episodes of crisis management during the
late 1960s raised serious doubts about the performance of undamaged
naval communications networks. These'episodes were empirical
embarrassment to the theories expounded just a few years earlier. In
hindsight, it is apparent that the official position was mere bald
assertion. What potential redundancy that did exist in the "total
naval communications system" could not have been brought to development

spontaneously, as the need arose in wartime.

Strategic Bombers and Command Stability: Strategic bombers on

ground alert were like ICBMs in terms of command stability, while
bombers on airborne alert were more like missile submarines. The
bomber’s contribution to command stability therefore ranked somewhere
between the other components.

In peacetime, bombers stationed at primary SAC bases remained
under the firm control of higher military authorities. SAC knew their
exact location at all times, and monitored their readiness by means of
SACCS reports submitted by local wing command posts. 85 Established
procedures allowed bomber readiness to be stepped up in a timely and
orderly fashion, though not without some degradation of comtrol during
and after major transitions such as the dispersal of bombers from
primary to secondary bases. (Such dispersion reduced the wvulnerability
of the force). PAS provided a direct, reliable link to send alert
messages out and accept returning acknowledgements. (But SACCS and PAS

did not extend to many of the dispersal bases.)
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A very substantial degradation of control would have accompanied a
positive control launch. Bombers would have no longer been directly
plugged into land line communications networks, and their ability to
receive instructions would have steadily decreased as they put more and
more distance between themselves and éAC radio stations. At some point
in their flight toward the Soviet Union, all communications with the
force would have been lost. 86 At the same time, the risks of tactical
interaction with opposing forces would have increased as bombers flew
farther away from home bases, and the bomber force’s opportunities to
engage in two-way communications with higher authorities without
compromising its position and survival prospects would have diminished.
At some point, presumably, restrictions on the freedom of bombers to
acknowledge receipt of the "go-code" would have been severe.

Preemptive Soviet attacks on fixed command centers and
communications channels would of course have compounded these problems.
In all likelihood, the PACCS network would have assumed primary
responsibility for the control of strategic bomber operations but it
would have been hard-pressed indeed to fulfill this responsibility.
PACCS itself was not invulnerable to attack and even an intact network
would have reached only a fraction of the far-flung bomber force via
radio communications. The chances of reaching them by means of

emergency communications rockets were even more remote.
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Negative Control

Our analysis of command structure performance may not have
answered very many questions about the negative side of the control
problem, but questions have at least been raised. Standard analyses
completely ignore the topic.

Insight into the problem of negative control begins with an
appreciation of its close relationship to the problem of positive
control. Physical and organizational arrangements serve both
priorities, but a physical condition — namely, vulnerability to attack
-= creates a trade—off between them which probably cannot be resolved
without altering the American form of govermment.

Since under the technical conditions of the mid 1960s full
protection of both the president and the physical means by which he

would have exercised positive control could not be provided, absolute

negative control could not have been achieved without risking

neutralization of the entire strategic arsenal by a sudden attack on
Washington and the NCA. To prevent this from happening, or better to
dispel any Soviet notion that it could happen, strategic organizations
possessed the physical capability and very likely some form of
conditional authority to employ nuclear weapons without the personal
command of the president or his successors as defined by the
Constitution.

Despite unusual secrecy, open and credible sources give some
general idea of the circumstances in which such attacks would have been

launched. Past testimony, cited earlier, indicates that in the early
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1960s strategic operations might have been undertaken under conditionms
ranging from communications blackout to verification of nuclear
explosions within U.S. territory.

This testimony suggests that procedures for executing forces
without the personal participation an& approval of national officials
had been spelled out clearly. As a matter of principle, precise
guidance would seem necessary to ensure proper and smooth devolution.
Ambiguous definitions of the actors, the permissable actions, the
circumstances involved, and so forth would have invited confusion.

However, another, more important principle was at stake: the
authority of the president. Unambiguous definitions would have eroded
the effective power of the president, and the farther such definitions
had been developed, the more troublesome their political implications
would have become. Consequently, the unified and specified commanders
probably operated under significant ambiguity of authority. 87
Carrying the logic a step farther, if the vulnerability of the unified
and specified commanders was significant, then strategic units at even
lower echelons of the command hierarchy would'have operated under
similar assumptions, that is, strategic operations might have to be
undertaken without the personal command of either the president or
their immediate military superiors. Relative to the national command
system, the vulnerability of the unified/specified commands was less by
virtue of greater numbers, dispersion, mobility and readiness. But
even so the commanders at this level had not been provided protection

comparable to that afforded subordinate units, especially commanders of
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individual bomber, submarine and ICBM units. It seems reasonable to
suppose, therefore, that ambiguity of authority permeated the military
command hierarchy from top to bottom. Formal, unambiguous guidance at
the bottom would have so thoroughly compromised the effective power of
national leaders that we must expect émbiguity to have prevailed.

A condition of ambiguous authority is not without paradox,
however. It does avoid troublesome political implications. And it may
preserve the effective power of the president during communications
outages of significant duration. But at some point clear definitions
and precise guidance may preserve it better. Actors presumably do not
have an unlimited tolerance of uncertainty. We cannot realistically
expect ambiguity of authority to be endured with aplomb for an
indefinite period.

How might the uncertainty be resolved in the absence of formal
guidance? What has been called institutional ethos would arguably have
the most systematic effect on behavior. Although it is a very
difficult thing to get a handle on, there is reason to suppose that it
can exert powerful influence on the way in which national policy and
military operations interact during crises. It may well be the key
determinant of the behavior of American forces in wartime circumstances
where ambiguity of authority is salient. We would expect subordinate
actors to eventually assert control and pursue a course of action

leading to less than fully coordinated execution of strategic forces.
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Reliance on Tactical Warning

Analysis of organizational performance brings a key feature of the
strategic situation into high relief: the command structure that stood
behind the triad of force components could not have absorbed the full
weight of a Soviet nuclear attack without timely advance warning and
fast reaction. This point is stressed because mainstream strategic
analysis downplays the contribution of early warning to strategic
capabilities.

To be sure, standard calculations of bomber vulnerability include
assumptions about tactical warning. Nonetheless, calculations of the
overall strategic strength of the United States leave a wrongful
impression of the significance of early warning. The impression is
that it became less important once the United States shifted from total
reliance on bombers to reliance on a diversified portfolio, two
components (ICBMs and missile submarines) of which seemed capable of
riding out an all-out, surprise attack. In reality, tactical warning
became indispensable because the United States failed to develop a
strategic command network that could survive sudden attack without it.,
With the exception of "Looking Glass," no hedges against intelligence
failure and early warning malfunction had been provided, as far as the
comnand system was concerned. Instead, the United States staked its
capacity for the control of nuclear retaliation on a system which
employed ground alert aircraft and gemerated its capacity in

anticipation of Soviet nuclear attack.
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The highest echelon of the command hierarchy was not exceptional
in this respect. In 1966, the national command post with the best
chance of escaping attack unscathed was an EC-135 aircraft normally
maintained on 15-minute ground alert near Washington. Survival of a
national command entity was thus predicated, at least for many
scenarios, on reliable and timely detection of incoming nuclear
weapons. Without sufficient advance warning from BMEWS radar, the
national command aircraft as well as all PACCS aircraft except for
"Looking Glass" could have been caught on the ground and destroyed.
The vulnerability of the two ground- and one ship-based national
command posts meant that nrompt notification of attack and immediate
reaction by these command aircraft were essential for exercising even a

rudimentary form of national positive control.

Policy Implications in Retrospect

The wisdom of U.S. strategic policy during thé mid 1960s is called
into question by the foregoing assessment. If the strategic situation
in 1966 has been portrayed accurately, nuclear explosive energy was
being deployed much faster than it was being harnessed for the national
purposes it was intended to serve. The capacity of the United States
to manufacture and deploy weapons outstripped its capacity to impose
the organizational and physical controls needed to bring them and the
threat of retaliation they carried under firm positive control in

wartime.
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To rectify this imbalance, the rate of strategic deployments

should have been slowed, and marginal dollars in protective investment
should have been channeled into the command structure. Missile
submarines were the worst offenders in terms of command stability;
their deployment should have been shafply curtailed, pending
development of more viable arrangements for their control. Other areas
of underinvestment doubtless included tactical warning, the performance
of which largely determined whether then existing command channels
would have been capable of triggering retaliation. And improvements in
tactical warning notwithstanding, expenditures that reduced dependence
of command channels on early warning would have represented a prudent
investment,

That the strategic policy actually pursued at the time incurred
high costs — in unwarranted confidence, misplaced emphasis, and unwise
resource allocations =— is a judgment that enjoys the benefits of
hindsight. In fairness to the consensus responsible for that policy,
it must be recorded that many of the problems identified earlier as
potentially severe threats to the strategic command network could not
have been well appreciated at the time. For example, EMP damage caused
by nuclear bursts in the exoatmosphere was a scientific surprise that
ylelded only slowly to scientific explanation. That no part of the
command structure had been deliberately designed to withstand EMP
exposure was an unavoidable accident of history. Similarly, the
performance of strategic organizations turned on those small procedural

details discussed in general terms in Chapter 3 and illustrated in this
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chapter. They defied comprehension because of the complexity of their
‘interaction. Full comprehension of the consequences of the
programmatic decision process in strategic organizations was in fact
beyond reach. It still is.

Regardless of the store of available knowledge, a sharp shift in
strategic priorities could not have been effected. The policy
commitment to large-scale deployments of ICBMs and missile submarines,
made at the expense of CSI, could not have been replaced by a
comnitment to a program reflecting balanced priorities unless the
machinery to manage such a program existed or could have been
instituted quickly. As discussed in Chapter 3, the machinery did not
exist. Management of C3I programs was decentralized, diffuse,
fragmented. And the prospects of bringing the relevant programs under
any headstrong, corporate direction must have been too remote to
warrant the attempt. In any case, the amount of time required to
institute the necessary machinery probably would have been measured in
years.,

In spite of this institutional intractability, some significant
¢ programs were initiated during the early 1960s and several came to
fruition during the decade. It would be remiss not to acknowledge that
quite innovative solutioms to certain problems were found and applied.
Though it was not treated as a prime concern, the strategic command

problem certainly was not shrugged off as one of minor significance.
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The extenuating and mitigating circumstances that can be invoked

in defense of a rather ill-conceived policy during the initial period
of strategic deployments cannot be carried over to succeeding periods,
however. In hindsight, it is clear that the United States had embarked
on a fixed course. Too few paused to'review what had come to pass.
There was a further general retreat into the abstract and mechanistic
world of standard strategic enumeration, a world where it was almost
axiomatic that strategic capabilities turned on the size and technical
composition of the respective force structures, even though that same
view of the world had created a policy that left glaring deficiencies
in the means by which strategic forces would be managed in wartime.
Instead of correcting these deficiencies as well as the basic policy
responsible for them, analysts anchored themselves even more firmly to
the established conception of the strategic problem.

For the next fifteen years, standard calculations of force
structure vulnerability would pose the questions, drive the analyses,
and set the priorities. These calculations, we argue, became a
substitute for more comprehensive thought and én anesthetic for
analysts and decisionmakers who refused to confront the real problem -
namely, the inherent vulnerability of command networks —— posed by an
opponent arming itself with thousands of strategic nuclear weapons.

Deterrence theory abetted this myopic embrace of statistical
models of combat between opposing force structures. The perspective of
deterrence theory saw nuclear weapons as instruments of pre- and intra-

war diplomacy, a means by which to influence the opponent’s decisions.
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The idea that an attacker would strike an opponent’s command structure
-- the decisionmakers and decisionmaking apparatus —— ran against the
grain of this perspective. Intellectual acceptance of the "diplomacy
of violence" perspective, coupled with a tendency among Western
strategists to attribute like attitudes and beliefs about war conduct
to Soviet planners ("mirror-imaging"), made preservation of ¢3I a sort
of theoretical imperative. But such transference of Western reasoning
rides roughshod over the preponderance of evidence suggesting that
Soviet attack strategy has always been based on destruction of
U.S. strategic command channels. And it begs the basic question
whether preemptive attack on CSI is ever a plausibly rational act. The
theoretical imperative is really just bald presumption, a presumption
that underlies the popular idea that a nuclear war might be won by
militarily maneuvering oneself into a position of bargaining dominance.
This idea, in turn, popularized statistical models of limited nuclear
exchanges between opposing force structures.

For whatever reasons, the fact remains that U.S. strategic policy
has only recently incorporated a broader conception of the strategic
problem, a conception that is unrealized in practical terms. Those

aspects of the strategic situation that were discussed in the preceding

section are not peculiar to the particular period of history covered in
this chapter. They were aspects of the situation in the 1970s, and
1980s, as well. The next chapter examines the general state of affairs

in the early 1970s.
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819-20; "Navy Emphasis Swings Toward Strategic Command and Control,"

Armed Forces Management, vol. 15 (July 1969), pp. 62-64; "davy: A

Theory of Evolution," Armed Forces Management, vol. 16 (July 1970), pp.
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necessary. Such a rule would remove the president
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communications restored would clearly be expected
to reassert control and would not appreciate
aggressive, extensive exercising of power during
the interim. An attempt at elaborate qualification
could produce more credible rules of procedure; but
it is precisely because increased credibility would
increase the real effort on presidential power that
the political implications would also become more
difficult. As a consequence of this dilemma we
must expect that modern strategic forces operate
with the knowledge that there are conditions under
which strategic operations might have to be
undertaken despite ambiguous authority to do so.

| Steinbruner, "National Security and the Concept of Strategic

Stability," p. 419.
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CHAPTER FIVE

COMMAND PERFORMANCE AND MASSIVE RETALIATION IN THE EARLY 1970s

.eseven if the Soviets attempt to match us in
number of strategic missiles we shall continue to
have, as far into the future as we can now discern,
a very substantial qualitative lead and a distinct
superiority in the numbers of deliverable weapons
and the overall combat effectiveness of our
strategic offensive forces.,

=— Annual Defense Report for FY 1970 1

THE CONVENTIONAL VIEW: EARLY 1970s

The second half of the 1960s witnessed a dramatic surge in the
number of Soviet strategic force deployments. But confidence in U.S.
strategic capabilities remained high. In their annual reports, Defense
Secretaries testified to the reliability and survivability of U.S.
strategic forces, and asserted without reservation that the threat of
retaliation carried by these forces could not be removed by preemptive
attack. 2 Even extremely conservative assessments of second-strike
capabilities during the early 1970s struck reassuring notes. P. Nitze,
for example, applied worst-case assumptions and used a measure of

I capability (strategic vehicle "throw-weight") which biases calculations
in favor of the Soviet Union, and still concluded that the United

States enjoyed a margin of superiority. 3
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The conventions of strategic thought and analysis which produced
these assurances also guided strategic force planning and formal arms
negotiations. In the area of planning, primary emphasis was placed on
measures that protected the offensive force structure from attack and
bolstered its capability to penetraté enemy defenses. The emergent
§S~9 ICBM threat in particular stimulated efforts to protect Minuteman
missiles with extra layers of defense, both passive (silo hardening)
and active (antiballistic missile, or ABM, deployments). Penetration
of enemy defenses was enhanced by equipping the ICBM and SLBM forces
with MIRVed payloads.

Conceptual and analytic conventions applied to force planning also
spilled over into the SALT arena, where ABM defenses and SS-9
deployments became focal issues. The initial impetus to engage the
Soviets in formal arms negotiations arose from small-scale Soviet ABM
deployments which U.S. observers feared might lead to a nationwide
system capable of shielding Soviet population and industry from
counterattack by U.S. strategic missiles. Credible nationwide ABM
defenses which removed the threat of U.S. retaliation to attack would
be profoundly destabilizing, and so the U.S. delegation sought to
constrain ABM deployments, even though large-scale ABM defense of
Minuteman would have to be abandoned as a consequence.

Although the ABM treaty precluded any major effort to deploy
active systems to defend Minuteman silos against SS=9 attacks, the aim
of protecting Minuteman was pursued in negotiations devoted to

offensive arms limitations. In fact, this goal was paramount. U.S.
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negotiators were unyielding in their insistence upon an SS=9 sublimit
of about 300 deployments, a sublimit which became the sine qua non of
any comprehensive agreement to limit offensive systems. The sublimit
was also a bone of contention until the eleventh hour of the two-year-
long negotiations. J. Newhouse chronicles the drama of events

surrounding the issue:

As SALT recessed briefly for Christmas (December
1971), the Soviets were still balking at the
sublimit, the Americans still pushing, but without
much hope. A failure to get the sublimit was among
the gloomiest of prospects. Signing a SALT
agreement bereft of this, his highest priority,
could have cost Nixon the support of the American
military and perhaps other parts of the govermment
as well. §° one can say whether he’d have taken
the risk.

A DIVERGENT ASSESSMENT

Against this background, it was unusual for someone in D.
Packard’s position to be immersed in the management of strategic C3I
programs. While he was the Under Secretary of Defense from 1969 to
1972, Packard personally reviewed strategic C3I capabilities, became a
forceful advocate of C3I modernization, and played an instrumental role
in raising the priority of the airborne segment of the command system.
Packard had come to believe that command and control was "the single
most serious question that needed resolution within the Defense
Department" 3 and that "the greatest requirement we have, the greatest
shortage, was for improvement in our airborne command and control

system." 6 He adjudged the program deserving the highest priority
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within DOD as a whole to be the development of a survivable airborne
command post to replace the EC-135 aircraft used in NEACP and "Looking
Glass" operationms. 7

The priority he assigned to the E-4 program reflected a deeper
concern of his: the United States might not be able to respond at all
to a Soviet nuclear attack because of weaknesses in post attack conmtrol
over the strategic forces. 8 Variations on the theme of command
vulnerability also filled pages of congressional hearings on defense
supplemental requests submitted just after Packard’s resignation. Then
Secretary Laird, for example, citing serious deficiencies in strategic
C3 survivability and reliability, told Congress that C3I was the "most
vulnerable single element in our strategic deterrent," and that repair
was a matter of extreme urgency. 9

The particular command organization in existence in the early
1970s seemed almost designed to collapse under the weight of attack.
Figure 5-1 lists and evaluates the primary ground-based command nodes
and communications links relied om in 1971-72. As indicated, virtually
all of the elements lacked adequate protection from one or more nuclear
weapons effects. What’s more, mutual dependence among the elements was
such that the destruction of only a few critical nodes would have
severely degraded the entire ground network. The airborne back-up
network, though not as vulnerable as the ground network, was certainly
far more vulnerable than the force structure. Also, the effectiveness
of the airborne network depended critically on the performance of the

ground-based network during the early phases of conflict.
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One of Packard’s last official acts was to issue a directive (DOD
Directive 5100.30, December 1971), one of the aims of which was to
reduce C3I vulnerability through elimination of some critical nodes in
the command structure. For instance it modified the chain of command
for execution of the strategic war pian so that in principle national
authorities could direct strategic units in the absence of the unified
and specified commanders. The aim was not to eliminate intervening
command nodes, but rather to create alternate paths that bypass such
nodes in the event of their destruction. Some physical and
organizational restructuring along the lines set forth in the directive
occurred, but not until sometime after the time period covered in this
chapter. The command network existing in the early 1970s included
these critical command nodes and that fact would partially explain
Packard’s grim assessment of the situation.

Another patent deficiency in the strategic command structure had
attracted Packard’s attention. It concerned the MEECN network which
was supposed to provide a last-ditch means by which the president could
pass execution messages to the strategic forces during and after a
nuclear attack. In reality, this "network" was merely a collection of
ground and airborne communications elements that appeared to be the
least susceptible to direct attack, jamming, or other adversities.
These elements were mainly LF/VLF radio systems 10 being operated or
developed to meet special mission requirements of the unified and
specified commanders, not the requirements of the NCA. MEECN thus

consisted of a very restricted set of subnetworks, which for technical
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reasons were not generally "interoperable." Basic incompatibilities
existed between SAC and Navy VLF subnetworks, for example. An
execution message that found its way into one of the Navy’s VLF MEECN
channels would not have been propagated outside this channel. SAC
forces would not have received it.

To bring the purpose and the performance of the MEECN network into
closer aligmment, Packard expanded the scope of MEECN to include
consideration of elements besides LF/VLF, and the Defense
Communications Agency (DCA) and the Joint Chiefs of Staff were assigned
responsibility for the program. During the early 1970s, however, MEECN
remained a nominal system. After compiling a data base and identifying
elements "that could be internetted to provide an initial survivable

n 1l

system (emphasis added), DCA forwarded, in December 1971, an

initial set of recommendations to the Joint Chiefs of Staff and the

12

Secretary of Defense. Congressional testimony by the official

responsible for the program best summarizes its status in 1972:

«+«sWe have made substantive progress in learning
more about the network as it is, in defining some
of its deficiencies, laying out a program that is
aimed at improving some of these deficiencies, and
in turn we have made some progress in laying oyt
longer range program objectives and efforts.

These remarks were made exactly ten years after McNamara’s testimony,

cited earlier, that the Defense Department had hardly begun to study
the communications system on which U.S. retaliatory capabilities
depended. The command-control implications of the missile age were

scarcely any clearer in 1972 than they were a decade earlier.
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Packard had also become concerned about the vulnerability of the
command structure to EMP effects. This threat had not been confronted
squarely even though theoretical breakthroughs achieved during the mid
1960s had given rise to some rather dire speculation. 14 Senator
Goldwater recalls that toward the mid 1960s, during Senate hearings:

«sothe theory was discussed right here in this room

that a (deleted) megaton device detonated (deleted)

miles above Kansas City would destroy all of our

communications ability for most of the United

States. And it was generally conceded that that

was true. And at that time I know that they

started Ygrdening the entire communications

system.
The speculation recounted by Senator Goldwater actually did not
stimulate significant effort to harden communications. Contrary to his
impression, protective investment went into individual offensive and
defensive weapons. Between 1965 and 1972, research on command
structure vulnerability to this esoteric phenomenon languished, and it
was still languishing long after the force structure had been hardened.

A modest research effort to assess the EMP-vulnerability of
general purpose communication systems had been started about 1969. 16
The research conducted through 1972 had produced results that many
considered to be inconclusive. According to the director of DCA, tests
run on some of the relays and switches of the AUTOVON system, for
example, "did not prove conclusively that there would be damége to the
system." 17 In another test conducted about 1970, DCA in effect

wrapped an electronic cocoon around an entire AUTODIN switching center

to simulate EMP attack. Temporary disablement lasting less than a
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minute resulted, but the findings once again suggested that the center
would recover. Regarding such fleeting transients, the DCA spokesman
remarked: "we just are not going to worry about it any more." 18

Other observers questioned the validity of such findings, noting
that the switch point, the building itself, is not the problem (though
later tests of the switch point itself did uncover considerable

vulnerability 19

). Conclusive results could only be obtained from
tests of the total circuit consisting of the switch point and the
hundred of miles of EMP "collectors" (the wires) that converge on the
switch. 20 Furthermore, some observers challenged the position that
there was no cause for concern unless test results proved conclusively
that a problem existed. This position conflicted with the principle of
conservative planning.

J. Northrop, Former Deputy Director of the Defense Nuclear Agency
(DNA), viewed the situation from the perspective of a conservative
planner. Testifying in 1972, he shed some light on the status of EMP
research and the divisions of opinion that had affected progress to
date:

We have gone through a period of some years now in
which our major strategic systems have indeed been
hardened against this electromagnetic pulse threat.
This is the Poseidon and the Minuteman, and our
strategic defense systems Sprint and Spartan.

Now, the one issue that we identified last year in
our testimony that we were beginning to address,
however, was the effect of the electromagnetic
pulse on communications systems.... Programs to
harden this system to the other nuclear effects of
radiation blast, blackout, and fallout are

available and present no unknowns in their
solution. The EMP research has not progressed to
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the same status. This supplemental fund request is
intended to provide the initial effort to evaluate
the effects of thgeat level, high altitude EMP on
elements of the C” systemg, and will be the first
step toward providing a C” system with balanced
hardnesse...

When we presented Dr. Foster and the staff last
year the proposal that there should be, frankly, a
major escalation in the funding level to attack
this problem, it was basically a problem of whether
we could prove the problem existed, whereas from
our point of view the question was could we prove
it did not exist.

In our initial studies it was hoped that we could
identify that the problem would not be a continuing
one -- that is that the problem would go away. I
think what has happened here is the final
recognition that the problem appears to continue to
be a potential hazard that must be addressed, and
that our initial stggies were not successful in
making it go away.

Among the studies that failed to make the hazard go away were
laboratory tests that exposed small electronic components to a
simulated EMP environment. Former Secretary Laird reported in 1972
that, "these (tests) are now far enough along to cause grave concern
about the effects on all our electronics systems unless special
protective measures are taken and verified." 22
Regarding the ground segment of the command structure, virtually
no significant measures would be taken to protect deployed elements,
for several reasons. First, the cost of replacing old systems with
systems designed to operate in EMP environments would have been
prohibitive. That idea was never seriously proposed; it would have

meant tearing out most of the then existing network and putting in an

entirely new one. Second, protection of networks already in use could
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not be provided without a detailed assessment of the vulnerabilities
peculiar to each, and in most cases such diagnoses were impractical.
The types of experiments that a thorough assessment fairly well
demanded entailed either atmospheric nuclear testing or the simulation
of EMP fields over large areas. The‘former was banned by treaty. The
latter was technologically infeasible. Many therefore concluded that
the necessary level of technical comprehension of the vulnerabilities
of operational networks was forever beyond reach. In this vein, the
Defense Science Board concluded: "The effects of EMP on the enormously
complex leased telephone circuits are not (and in our opinion, cannot
be) understood well enough to assess with reasonable confidence the
extent of their vulrnerability to EMP," 23 Third, it is possible that
the likely conclusions of a thorough assessment would have aided the
opponent more than they would have the United States; some may have
found in this risk a reason not to undertake the assessment. Fourth,
it was generally believed that correctives would have carried a high
price tag. It has been estimated, for example, that full protective
shielding for certain types of facilities would éost over $100,000 per

facility, 24

an expense the services would not want to bear. Lastly,
and most importantly, direct attack using blast effects against
existing ground facilities could have wreaked havoc in any case.
Protection against EMP effects would not have removed that threat, and
hence extensive EMP hardening generally appeared to be a rather dubious

investment. Exceptions to the general rule included blast resistant

Minuteman installations (LFs and LCCs). 25 Also, although massive
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reinvestment in EMP protection was nevér seriously entertained, EMP
design protection would be built into certain programmed 031 elements.
This future investment would mitigate EMP vulnerability, but only
slightly since critical systems such as the terrestrial communications
linking the various elements would not be hardened against EMP effects.

It was apparently the vulnerability of the ground segment to
direct attack -- the realization that its preservation or destruction
had become a Soviet wartime prerogative — which led Packard to examine
carefully the airborne segment, it being the only alternative means of
providing coherent direction to the strategic forces in the wake of
Soviet nuclear attack. Examination of this channel impressed upon him
the need for a major program to upgrade its capabilities. The command
aircraft then deployed, and the network they constituted, inspired so
little confidence that Packard embarked on a personal crusade to hasten
the replacement of EC-135 aircraft with advanced E-4 airborne command
posts. An unmistakable sense of urgency surrounded congressional
hearings and other public discussions of airborne capability in
general, and NEACP capability in particular. The EMP problem once
again figured prominently in the discourse, and as we shall see, in the
case of the airborne segment the problem was addressed in a serious
way. Protection of national command aircraft against EMP was assigned
high priority, and the attempt actually to provide the protection was
more or less successful. Within the time frame covered in this

chapter, however, the entire airborne network was exposed to nuclear

attack using EMP effects and would continue to be exposed for many

years to come.
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A host of other reasons were given to justify replacement of
EC-135 aircraft. The E-4 would provide additional space for natiomal
policy officials; extend the cndurance of NEACP from 10 hours to 16
hours (unrefueled) or from 24 hours to 72 (refueled); expand the
capacity to store and process data; increase the range and
effectiveness of communications; and so forth. The overarching
justification was simply that the United States had clearly staked its
ability to control retaliation on an airborne system, and EC-135
alrcraft just seemed pitifully outmoded.

The time had come to deploy a command aircraft that would have a
reasonably good chance of actually carrying this burden. In the words
of then Secretary Laird:

The Advanced Airborne Command Post is an urgent
program if we are to retain a credible and
realistic deterrent in the future.... Our current
airborne command system is severely deficient in
survivability and capacity and cannot fulfill our
essential needs in the event of nuclear attack on
our country. It lacks the survivable secure

: communicatiogg needed for control and execution of
the forces.

Central Command Vulnerabilities: Reliance on Airborne Systems Grows

Simple extrapolation of the baseline conditions described in the

previous chapter would give a reasonably good idea of conditions

existing in the early 1970s. The situation was not static during this
period (1966-73), though, and it is useful to review some of the

changes that took place.
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Circumstances in the early 1970s were in part the result of two
prior internal decisions, both of which increased reliance on the
airborne network to control U.S. strategic forces under post attack
conditions. One of these decisions was made by the U.S. Navy in 1970.
Discounting the national interests at stake, Navy officials terminated
the NECPA program, which had been expanded during the late 1960s to
include two ships and several shore-based troposcatter stations along

the Eastern seaboard. 27

The decision, for which the Navy invoked
fiscal austerity as justification, irritated many OSD officials
concerned with NCA survivability. They took particular umbrage at the
fact that they were not consulted in advance, and that the Navy
scrapped NECPA while retaining all of its own command ships. 28
Nevertheless, the decision was allowed to stand. Under the
decentralized budgetary procedures followed at the time, reversing the
decision would have involved high level intervention and bureaucratic
infighting that OSD officials did not care to instigate.

The second decision had to do with protective investment in fixed,
ground-based command facilities. About the mid 1960s, McNamara
advanced the principle of complementarity: mneither a survivable
airborne command post nor a survivable ground-based command post would
by itself adequately serve the purpose of post attack C3. 29
Contendiné that positive control required both types of arrangements,
McNamara recommended construction of a deep underground center for SAC
30

to back up its Omaha headquarters and complement its PACCS network.

Under the same principle, provision of like facilities for use by
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national officials would have been advisable, and it is likely that
plans to build a subterranean shelter for the NCA were drawn up.

Had such plans gone forward, construction would have probably been
completed by the early 1970s. The installation almost certainly would
have become obsolete soon thereafter, but for awhile conservative
Soviet planners probably would have concluded that the facilities could
not be destroyed with high confidence. The plans were disapproved or
shelved, though, leaving the NCA and other high level commanders
without highly survivable command centers on the ground. The ANMCC
provided some degree of protection, but not enough to warrant much
confidence that the NCA would survive if located there. Under the
principle of conservative planmning, the ability of the ANMCC to survive
attack appeared to be rather doubtful in 1966. By 1972, the considered
technical judgment was not equivocal: "the facilities up near Ft.

w 31

Richie could not withstand a determined missile attack. A senior

military officer best sizes up the situation as Packard and other

members of the newly formed WWMCCS Council viewed it at the time:

One of the items [Packard] considered lacking most
was the capability of the National Command
Authorities to control our strategic forcgi in a
wartime or national emergency situation.

[Council] members were concerned about the eroding
survivability of the underground command post [near
Ft. Richie]. We could find ourselves in a position
where it was impossible to guarantee the
survivabiligg of the National Command

Authority.
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The obsolescence of the ANMCC was preordained by the Soviet
commitment to deploy a large force of modern ICBMs by the end of the
decade of the sixties. Its decline as a viable means of effecting an
early and orderly transition from ground to airborne control of
strategic force was also foreshadowea, but by a separate development:
Soviet deployment of a new generation of missile submarirnes. By 1970,
Yankee class submarines were operating on a regulér basis in an area of
the Atlantic Ocean within striking range of Washington and the
ANMCC, 34 According to Defense Secretary Laird, testifying in 1972,
these submarines, which were armed with more reliable, accurate and
longer range missiles than their predecessors carried, rendered
"Washington area" command-control facilities "rather vulnerable." 35
They added a new dimension to the vulnerability problem because of the
short flight times of missiles launched at relatively close range, and
because reliable, timely detection of submarine missile launches was
problematic. These conditions heightened the risk that ground-based
national command facilities such as the ANMCC would be destroyed or
isoiated before command and control could be'transferred from ground
centers to NEACP.

Yankee submarine deployments also created a new threat to NEACP
itself. Since NEACP was routinely maintained on ground alert at
Andrews AFB near Washington, a central question of NCA survival in the
early 1970s was whether or not NEACP would be able to escape
destruction by missiles launched from Yankee submarines deployed in the

Western Atlantic. According to the Air Force, there was some chance
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that NEACP would be destroyed: "An SLBM “launch without warning’
attack could destroy NEACP aircraft at Andrews AFB when Red submarines

n 36 But, as the Air Force

are in close proximity to U.S. shores.
hastened to mention, there are circumstances in which NEACP might
survive. Calculations of the prelauﬁch survivability of NEACP as well
as other aircraft in the PACCS network are sensitive to a range of
assumptions, particularly assumptions about the capabilities of

tactical warning systems in operation then. We turn next to assess

these capabilities.

SLBM Early Warning Capabilities: Prior to mid 1972, the United

States was without any submarine missile detection system worthy of the
name. The only operational system for detecting missiles launched from
waters contiguous to the east and west Coasts of the United States
consisted of seven height-finder radars deployed along the coasts and
the Gulf of Mexico, augmented by a somewhat more advanced radar
maintained on standby status at a station on the east coast. The basic
group of seven sites employed antiquated "dish" radars originally

37 Their

designed and operated for defense against enemy aircraft.
range was inherently restricted by line of sight. For instance, a
missile launched from 1,200 nautical miles at sea on a westerly
trajectory would have reached an altitude of 200 miles before a radar
could possibly have detected it. While the total flight time over this
distance (1,200 nautical miles) would have been approximately fourteen

minutes, the boost phase of flight during the climb to altitude, which

the radar could not see, would have accounted for a large percentage of
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the fourteen minute total. More significantly, the radars could not
generate sufficient power to achieve the maximum theoretical range
allowed by earth curvature so that even a missile within line of sight
could have escaped detection for a long time. The effective range of

38 and

the radars was no greater than about 750 nautical miles,
perhaps considerably less. That translates into a maximum warning time
of about ten minutes.

Some warning time, furthermore, would be consumed by activities
that intervened between initial sensor detection and aircrew reaction.
Data flowed from the radar sites to NORAD Headquarters, which in turn
sent notification to the ANMCC/NMCC and the unified/specified
commanders, who in turn notified aircrews through local command posts.

Even if these intermediate steps took no time at all =— that is,
aircrews are alerted the instant incoming missiles are detected by
radar — aircraft on ground alert at coastal locations still had
virtually no chance of escape under surprise attack conditions and the
odds were not very much better for aircraft on high alert in a crisis.
In sum, the radar detection network did not supply the margin of safety
needed to ensure command aircraft survival,

The successful launch of an early warning satellite on March 1,
1972, led quickly to a dramatic improvement in submarine missile
detection. 39 This satellite was similar to one launched in 1971 and
"parked" over the Indian Ocean at an altitude of 22,300 miles, where
its sensors monitored Soviet ICBM missile launches in the Eastern

Hemisphere. Because of the high altitude, geographic coverage of the
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Eastern Hemisphere was extensive. Because of its geosynchronous orbit,
the satellite was stationary with the earth. The area below was always
the same. As Figure 5-2 shows, almost all of the Soviet Union, China
and other potential missile launch and test areas came within view.
This satellite thus complemented BMEVS as well as a foreign-based over-
the-horizon (OTH) radar network that had become operational in

1968, 40

The satellite launched in 1972 was positiomed in a stationmary
orbit over Panama to monitor areas of the Atlantic, Pacific and
Caribbean in which Yankee subs patrolled. (Figure 5-2 demarcates the
area within continuous line of sight of the satellite.) It, like the
satellite over the Indian Ocean, reportedly carried both thermal
infrared and visible light detectors. 41 The infrared devices could
sense the radiated energy of the hot plume of a submarine missile
during its relatively slow climb to altitude. A missile may have been
detectable within only a few tens of seconds after breakwater,
depending on cloud conditions and several other factors discussed
below. Upon initial detection, operators on the ground presumably
would have switched on the visible light sensors in order to verify the
suspected launch and track the flight path.

These early warning satellites have been credited with the
capability to provide 30 minutes of advance warning of ICBM impact
(compared to 25 minutes for OTH and 15-20 minutes for EMEWS) 42 and a
manifold improvement in tactical warning in the event of missile
submarine attack. Performance, however, was subject to a variety of

technical and organizational constraints.
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*Note: Line-of-sight limits coverage. Referring to
diagram below, the distance to the horizon (Dy) for a
satellite (S) at a given altitude (H) is equal to:

D, = VG, + B2 - (5)?

where E_ is the earth's radius (or @ 3,964 miles).
Since sin a = Dh/(H+E ), we can compute angle a in
degrees using a table of trigonometric functions. In
this example, H = 22,300; Dy = 25,963; sin a = .9885;
and a = 81 degrees (as projected on above maps).
Ground distance from center of circle to edges = a{69),
or 5,589 miles.
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Deeper examination of the technical details uncovers a range of
deficiencies. For example, sun glint and glare from clouds and ocean
surface occasionally triggered false alarms and created blind spots

43 The time of these

that degraded coverage in certain areas.
occurrences and the affected area were fairly predictable, as they
tended to be correlated with seasonal changes. But solar outages are
not desirable even if they are regular. The problem was not
substantially alleviated until the launch of a companion satellite in
1973, The coverage of the two satellites extensively overlapped, but
they were spaced far enough apart that blind spots normally would not
coincide. If one satellite experienced solar or other problems, the
other satellite could scan the trouble area from a different position
and look angle. Yet false alarms continued to plague satellite
surveillance. 44

Unpredictable computer malfunctions and communications outages
plagued satellite receiving stations on the ground. 45 Readout
stations associated with ICBM and SLBM launch detection were sited near
Woomera, Australia and at Buckley Airfield, Colorado, respectively. 46
Problems with the communications and data processing equipment at those

locations evidently caused intermittent breakdowns in service as well

as false alarms.

Another technical limitation concerns the instantaneous field of
view of the satellite sensors. Figure 5-2 demarcates the total surface
area within line-of-sight range of a particular satellite, not the

specific area actually under surveillance at any given instant in time.
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Only a minute fraction of the total area of possible surveillance, and
only a small fraction of the area from which Soviet submarine missiles
could strike U.S. territory, were being monitored at any moment in
time. In other words, a satellite positioned over Panama could not
have monitored both oceans simultaneéusly, nor could it have
simultaneously monitored all possible launch points within any given
body of water. For instance, a Yankee submarine SS-N-6 missile with a
range of 1,300 nautical miles could have hit Washington from an area of
the Atlantic roughly one million miles square. The satellite over
Panama probably had less than one percent of this area in view at any

instant in time. 47

Full coverage of the area required the satellite
sensor to methodically scan portions of the surface, bringing a part of
the ocean into view as another left it. There was some chance of a
delay in detection, and probably some chance that an event of short
duration would have been missed completely. Furthermore, repeated
scans were required to in order to minimize the risk of false alarms.
The basic physical limitation imposed on range by earth curvature
also proved to be a significant constraint on detection capability once
the Soviets deployéd Delta submarines armed with very long-range SS-N-8
missiles. 8S-N-8 missiles were tested toward the end of 1972 and
deployed operationally soon afterwards. With a range in excess of
4,300 nautical miles, the missile was easily capabie of flying
undetected over U.S. coastal radar, 48 and it could have been launched

from points in the Pacific, North Sea, and Arctic regions that were

beyond the line-of-sight range of early warning satellites in
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49 Some parts of these regions were behind BMEWS

geosynchronous orbit.
and hence outside its area of coverage. A senior military officer
testified in 1973 that the SS-N-8 posed a new threat to the U.S.

strategic forces including land-based warning systems, command and

control centers, and SAC bomber bases, 30

a view reinforced by the
then Deputy Secretary of Defense who reportedly asserted in 1973 that,
"all points in the continental United States are now subject to SLBM
attack without warning." 31
A final technical consideration is that the warning elements
themselves were enormously exposed to nuclear attack. All the radar
sites used in early warning were extremely vulnerable, and the
communications that fed radar sensor data to NORAD Headquarters — the
focal point of and critical node within the radar network —— were not
survivable. A granite mountain protected the underground operations
center itself, but not the communications entering it, and even the
underground center was unlikely to survive an attack directed against
it. Regarding satellite early warning, the two readout stations were

32 The amount of

the least survivable components of the system.
protection afforded these facilities was practically nil. Finally, all
of the long-haul terrestrial and undersea communications lines linking
ground radar sensors and satellite readout stations with NORAD, SAC and
national authorities were enormously exposed to direct attack using

blast effects. They also were vulnerable to indirect attack using

electromagnetic pulse effects.
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These vulnerabilities undermined but did not necessarily preclude
advance warning of an in-progress attack. Unless sabotaged in advance,
major attack on the warning system would almost certainly have been
detected by that same system. Furthermore, the inexplicable loss of
particular warning sensors may have feen interpreted as an indication,

albeit ambiguous, that an attack was underway. 33

In short, prestrike
alerting of aircraft on ground alert was not necessarily jeopardized by
the vulnerability of the warning system. For purposes of estimating
the prelaunch survivability of NEACP and other airborne command posts,
this technical constraint on the performance of the warning system will
be ignored.

Organizational arrangements for the dissemination of satellite
warning data improved upon the scheme devised for BMEWS and the SLBM
radar detection network. Data from the radar sensors were funneled
into NORAD Headquarters before spreading out to other users. By
contrast, operators at satellite readout sites transmitted data
directly to SAC Headquarters, the NMCC and ANMCC as well as NORAD. >4
The Joint Chiefs of Staff had also included the unified commanders (for
example CINCLANT, CINCPAC) among the units designated as users of

satellite data, 35

but these commanders evidently received information
via NORAD rather than directly from the readout stations.

Despite this attempt at streamlining the warning process, the
network remained complex in that data still flowed through numerous

communications channels and command nodes before reaching final

destination points. The process continued to be organizationally
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elaborate in other respects. Optimal performance required, for
example, a working relationship between the Navy and NORAD. The Navy’s
role: track Soviet submarines and report their location to NORAD. For
operations involving sensors with limited range, field of view, and so
forth, current information on known Qr suspected submarine locations
would have been valuable both for purposes of sensor operation and data
interpretation.

Such organizational details together with the technical
constraints sketched earlier suggest that simplifying assumptions like
"90 seconds elapse between missile breakwater and klaxon alarm at
airbases" can be quite misleading. Such assumptions underlie most
strategic analyses, for instance calculations of the prelaunch

survivability of U.S. strategic bombers on ground alert. 56

We, too,
resort to simplifying assumptions about tactical warning in order to
assess the prelaunch vulnerability of NEACP. Our calculations and
conclusions probably are optimistic.

In spite of the tendency to gloss over many aspects of tactical
warning operations for the sake of quick and dirty calculation of the
threat, few fail to appreciate the distinct possibility that overlooked
or slighted details could have grave implications for wartime
performance. For all the technological marvel of modern early warning
satellites, conservative planmners usually eschew, on principle, heavy
reliance on any form of tactical warning. The opportunities for

technical and organizational error are too numerous, and the allowable

margin of error is just too slim. Provision of tactical warning

Reproduced with permission of the copyright owner. Further reproduction prohibited without permission.



287

clearly should not be a precondition for the success of strategic
operations. Such, at any rate, is the basic position of a school of
thought which has numerous adherents. Dependency on tactical warning
for the generation of the retaliatory capability of the strategic
bomber force thus became widely rega¥ded as a major liability, while
missile submarines and ICBMs won praise for being able to ride out
attacks without prior warning.

This principle was not applied to command structure development.

Tactical warning became indispensable. As well, strategic warning

became increasingly important. The prelaunch survivability of NEACP

and other command aircraft within striking range of Soviet missile
submarines depended as much on anticipation of imminent Soviet attack
and on knowledge of the movements of Soviet submarine deployments as it
did on the performance of tactical warning networks. Even if systems
dedicated to attack detection performed at their theoretical optimum,
aircraft at normal alert readiness could not have coped with surprise
attacks; normal aircraft reaction times were too slow. Prelaunch
survival therefore depended on anticipation of possible enemy attack
and correspondingly increased vigilance and alert readiness.

Similarly, movements of submarines that brought them closer to U.S. air
bases warranted precautionary U.S. responses, for instance an increase
in the readiness of aircraft on ground alert, to compensate for the

reduction in flight time of the submarine missiles.
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This dynamic is partially captured by the calculations presented
below. The calculations serve illustrative purposes only, and may not
be completely relevant to realistic conditions, as it is hard to know
what changes in the disposition of command aircraft were likely to be
triggered by strategic warning indicétions, changes in submarine patrol
patterns, and so forth. It is quite possible that the alert status of
command aircraft was not geared, for example, to the disposition of
Soviet missile submarines. The public record strongly suggests a
preoccupation with the Soviet submarine threat to U.S. strategic
bombers on ground alert. Because of the small scale of enemy
deployments during peacetime, it was apparently concluded that they did
not constitute a serious threat even when submarines moved from their
usual patrol areas to positions near to U.S. coasts. Under this
definition of the threat, however, the implications for the security of

command aircraft would not be noticed.

Prelaunch Vulnerability of NEACP and Other Strategic Command

Aircraft: Early 1970s: 1In one respect the calculations below are

conservative. The analysis rests on the assumption that a significant
risk existed if the probability of successful attack on ground alert

aircraft exceeded ten percent. In other respects the estimates are

optimistic because they are based on unusually favorable conditions
that existed but for a brief time during the early 1970s. The
conditions obtained in 1972. Before 1972, the prelaunch vulnerability
of command aircraft including NEACP was almost certainly much greater.

For one thing, warning satellites for detection of submarine attack had
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not yet been orbited. For another, key Post Attack Command Control
System (PACCS) aircraft were deployed near the coast. (SAC did not
begin to transfer command aircraft at Westover AFB, Massachusetts, for
example, to inland bases until the middle of 1970). After 1972, SS-N-8
missiles launched from certain ocean‘areas may have avoided both radar
and satellite detection.

Other assumptions used in the analysis work to inflate the chances
of aircraft survival. First, submarine missile launches are detected
without fail. Second, aircraft receive orders to take off only two
minutes after missile breakwater. This is not only an optimistic view
of the technical capabilities of the early warning system and the
communications channels between sensors and the forces, but is also an
optimistic view of the human decisiommaking process that leads to the
issuance of takeoff instructions. Under normal circumstances, when
negative control is the predominant priority of strategic '
organizations, the tendency to hesitate before ordering the launch of
the airborne command network probably would be strong and hence slower
reaction times would be expected. Even undef crisis conditions, when
the importance of positive control is paramount, activities devoted to
attack verification and threat assessment would almost certainly have
consumed several minutes more than our calculations assume. Third,
blast is the only effect that can cause aircraft damage. Vulnerability
to EMP attack is excluded, even though a strategy based partially on
high altitude EMP attack could have been employed to reduce effective

warning time (EMP instantly radiates 700 miles from the burst point)
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and exploit the vulnerability of aircraft that are exposed while still
on the ground (currents induced in aircraft caught on the ground are
estimated to be several times higher than those induced in flight).
Similarly, we do not comnsider the possible effects of EMP damage to the
ground-based communications circuits that carry sensor data to command
centers and takeoff instructions to ground alert aircraft. (A threat
postulated in recent years which could just have easily been proposed
in the early 1970s imagines a submarine missile launched at close range
and detonated at high altitude during the upward portion of the
missile’s trajectory, causing EMP pulses that disrupt ground-based C3I
channels only a few minutes after missile breakwater. The concern is
that this precursor EMP attack would delay the launch of ground alert
command aircraft long enough to permit follow-up Soviet SLBMs and
perhaps ICBMs to inflict blast damage on those aircraft.)
Notwithstanding these optimistic assumptions, ground alert

aircraft were acutely vulnerable to surprise attack. Enemy submarine

missiles launched against EC-135 aircraft on day-to-day alert would
have caught the aircraft on the ground and destroyed them by nuclear
blast effects.

This acute prelaunch vulnerability stemmed from the simple fact
that the flight time of attacking missiles was shorter than the
reaction time of aircraft. Flight times are shown in Figure 5-3. The
slope of the dotted line relates flight time to range. For instance,
the elapsed time between SS-N-6 missiles breakwater and weapon impact

over distances of 500 and 1,000 nautical miles would have been eleven
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and fourteen minutes, respectively. Even the longer flight time is
shorter than the normal reaction time (the time between missile
breakwater and aircraft brake release) of ground alert command
aircraft.

How much shorter is not a datumvof public record, as actual
reaction times of aircraft are classified. Available evidence does
indicate, however, that the reaction time of aircraft maintained at a
normal state of readiness was about fifteen minutes, allowing for
warning delay, crew scramble, engine start-up, taxi and other pre-
takeoff procedures. Pertinent testimony reveals, for example, that
EC-135 engine start-up takes about three minutes and that an aircraft

57

can be airborne about six minutes after start-up. An additional six

minutes, for a total of fifteen minutes, would have plausibly been lost
to warning delay and crew scramble. (It seems certain that no less
than two minutes would have elapsed between missile breakwater and the
receipt of tactical attack warning at the airbases, and that crews
would have taken several minutes to scramble from their alert
facilities to their aircraft.) The resulting estimate — fifteen
minutes =— corresponds to estimates given for alert EC-135s operated by
the Commander-in-Chief of Europe, Pacific and Atlantic Commands. A
senior military official reported that the primary alert EC-135 in each

58 (We remind the

of these commands was on fifteen minute alert.
reader that CINCLANT did not deploy an airborne command post until

1973.)
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The actual flight time of Soviet SS-N-6 missiles is also
uncertain, owing in large measure to uncertainty about the location of
enemy submarines at the time of launch. But in all circumstances in
which submarine missiles were within firing range of the target, the
flight time would have been sufficiently short that destruction of the
target would have been virtually assured. Even if an SS-N~6 missile
were fired at maximum range, or 1,600 nautical miles from the target,
an aircraft on l5-minute alert could not have put enough distance
between itself and its airbase (the assumed aimpoint) to survive the
blast effects of the exploding weapon. As Figure 5-3 indicates, the
flight time of the attacking missile would have been no more than
seventeen minutes (and perhaps as little as sixteen minutes if the
missile flew a direct east-to-west trajectory, exploiting the earth’s
rotation which "moves" the target closer to the missile during the
period of missile flight). Aircraft brake release for takeoff occurs,
in this example, only two minutes before the incoming weapon explodes,
and during the brief period between takeoff and weapon detonation the
aircraft would have flown a distance of only 42,000 feet from the
runway (see Figure 5-4). This would not have been a safe distance
away, because the lethal radius of a Soviet SS-N-6 missile was itself
42,000 feet. (This estimate is based on an assumed weapon yield of one
megaton and aircraft hardness of two p.s.i. of blast pressure.) Thus,
aircraft destruction was virtually certain unless the attacking missile

proved to be unreliable.

Reproduced with permission of the copyright owner. Further reproduction prohibited without permission.



294

‘8 .“ ‘(9261 ‘uoriniyisul sBupjooag
aylL :°3°q ‘uolzduyysvy) adiog 1aquod ofdaIwils
a3 JUJZJuISpON ‘pooM °*1 afyday pue xdaquendh °*H
U0ITV puv BIEP PIFJFESETOUN UO PIBUQ HIJBWFISD 8,A0YyINY :3aJaANog

Y=g @an¥ia

(spuodas) aswayay oywag 1233w auwyy,

usr o 219 (LT3 ar? oM o w [}
L]

T — T T o

i

ta 13 1,
g

!
g
(3933 3o spuesnoys) adue3sig

dSVATAY AAVYD YAL4V AHIL 4O NOILONNA V SV

14VHOHIV SE€1-03 A9 NMOTd FINVISIA

Reproduced with permission of the copyright owner. Further reproduction prohibited without permission.



295

Formal calculation of the probability of safe escape can be
59

performed using the equation given below:

Po=1- T (RL/RU)2 where:

g
]

probability of safe escape

= missile reliability

L
S
L] |

lethal radius of weapon
RU = distance between aircraft and aimpoint at moment of

detonation

Assuming missile reliability to be 85 percent, the chance of safe
escape for an aircraft whose reaction time and fly-out speed places it
42,000 feet from the aimpoint at the moment of weapon detonation
equals: 1 - ,85 (42,000/42,000)2, or 15 percent. The firing of two or
more missiles, if optimally spaced around the aimpoint, would further
reduce an aircraft’s chance of safe escape. In the hypothetical
example given above, the probability of safe.-escape for aircraft under
attack by two weapons is (.15)2, or 2 percent.

Figure 5-5 maps the patrol areas in the Atlantic from which Soviet
"Yankee-class" submarines armed with one-megaton weapons posed a threat
to the various EC-135 elements of the PACCS network. 60 Theoretically,
the firing of a single reliable SS-N-6 missile from any of the Atlantic
zones — marked A, A-B, and A-B-C -- would have destroyed the national
command aircraft stationed at Andrews Air Force Base under normal day-

to-day alert conditions. In 1972, NEACP alone was within firing range
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of a Soviet submarine stationed in zone A (CINCLANT’s airborne command
post came under the same threat when it was deployed in 1973 at Langley
Air Force Base, Virginia), but enemy submarines could move
progressively closer to the U.S. shoreline to bring other elements of
the PACCS network within range. From zone A-B, a submarine firing two
reliable missiles would have destroyed PACCS aircraft on ground alert
in Indiana as well as NEACP. From zone A-B-C, a submarine posed an
equivalent threat to PACCS aircraft stationed at Offutt AFB, Nebraska.
Finally, a submarine on patrol in zone A-B-C together with one in zone
D-E could have destroyed all ground alert elements of PACCS as well as
NEACP under conditions of surprise attack.

The significance of this theoretical vulnerability is debatable.
Many observers totally reject surprise attack scenarios on the grounds
that signs of enemy preparation for attack would appear prior to the
actual attack; that such indications would be correctly read; and that
strategic organizations would react in time to avoid the worst
consequences of sudden attack without warning. In this view, command
vulnerability to surprise attack, however acute, does not merit serious
concern as long as strategic organizations are prepared to take steps
-— for instance, dispersal of PACCS aircraft, reduction of aircraft
reaction times, and institution of airborne alert -— designed to
complicate enemy targeting, provide more escape time for aircraft on
ground alert and otherwise serve to protect the command structure.
Emergency measures would presumably be taken in a crisis and would
presumably work to thwart enemy exploitation of peacetime

vulnerabilities.
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To comnservative U.S. planners, however, the scope for intelligence
failure, political indecision, sluggish organizational response, and so
forth is sufficiently large that surprise attack is not implausible.
Extreme prelaunch vulnerability of PACCS aircraft on normal ground
alert is therefore a pertinent fact énd in light of the key role these
aircraft play in postattack strategic control it is an extremely
important fact.

Opinion can also split over the related issue of the effectiveness
of programmed crisis responses. Whether implementation of emergency
protective measures would have substantially reduced PACCS aircraft

vulnerability depends on a complex of factors, many of which were

| excluded from earlier calculations. Pertinent considerations include
the sabotage threat, the effects of electromagnetic pulse and the
ability to sustain airborne alert operations throughout the course of a
prolonged crisis.

What can be shown using the analytic approach applied earlier is
that while the prelaunch vulnerability of aircraft placed on a higher-
than-normal ground alert during a crisis would not have been acute, as
it was under normal readiness conditions, it would have still been
significant. Depending on the disposition of enemy submarine
deployments and U.S. PACCS aircraft, particularly NEACP, high

I confidence in the prelaunch survivability of EC-135s would not have

been warranted under many circumstances.
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Consider a hypothetical situation in which a preplanned
organizational response to crisis would have reduced NEACP’s reaction
time from fifteen to seven minutes. SS-N-6 missiles subsequently
launched from a distance of, say, 500 nautical miles, would have
arrived about four minutes after NEACP brake release, allowing NEACP to
put 123,000 feet between itself and the runway before weapon
detonation. But the risk of NEACP destruction in this case is still
significant: ten percent (calculated as follows =- .85

[42,000/123,00])2. In the event of attack by four missiles, the

estimated risk 1s 40 percent.

To achieve a very high level of confidence (over 90 percent) in
NEACP's survival against a large attacking force (for example, four
enemy missiles) with short flight times (for example, eleven minutes),
the reaction time of the aircraft had to be reduced to four minutes or
less because seven minutes were needed to fly a safe distance away from
the barraged area (an area centered on the airbase, assuming optimally
spaced and timed detonations). In other words, to be highly survivable
the aircraft had to be positioned at the end of the runway, engines
running and ready for immediate takeoff upon receipt of tactical
warning.

Beyond the practical difficulties of maintaining this level of
readiness during a prolonged crisis, there would have been virtually no
margin for error or delay in the processing of tactical warning

information. Nearly perfect performance was required in the postulated

circumstances; but, it would not have been prudent to expect flawless

performance.
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Deployment of Soviet submarine missiles capable of flying on
depressed trajectories would have further diminished the benefits that
emergency measures such as increased alert readiness were intended to
provide. The following chart shows the reduction in SS-N-6 flight time

that might have been achieved if depfessed trajectories could have been

flown.
Flight Times (Nonrotating Earth)

Range (Nautical Miles) Normal Depressed Time
Trajectory Trajectory Reduction
(minutes) (minutes) (minutes)

500 11,50 5.00 -6.50

750 12,75 7.00 -5.75

1000 14,00 8.50 -5.50

1250 15.25 11,00 -4.25

1500 16.50 14,00 -2.50

The implications of such short flight times for aircraft survival can
be illustrated by comparing the prelaunch wvulnerability of NEACP to
attack by normal and depressed trajectory missiles. For example, we
estimated that NEACP’s probability of survival against four missiles
fired at a range of 500 miles would have been 90 percent if the
aircraft reaction time were four minutes. This estimate assumed normal
missile trajectories. If depressed trajectories are postulated,
however, NEACP’s prospects of survival are greatly diminished. A
single SS-N~6 missile fired on a depressed trajectory from a distance

of 500 nautical miles would have had an 85 percent chance of destroying
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NEACP; from a distance of 750 miles, the probability of NEACP
destruction would have been 25 percent. Conversely, NEACP’s
probability of survival ranged between 15 and 75 percent for a single
missile launched from a distance of 500 to 750 miles. In the event of
attack by four missiles, the probabiiity of survival declines to
between nil and 20 percent.

Soviet forces did not actually pose the threat implied by the
above calculations. Soviet missiles evidently had not been flight
tested in depressed trajectories, and testing almost certainly would
have been conducted before weapons designed to operate in that mode
were fielded. The calculations simply illustrate that certain tactics
may have been devised, if necessary, to at least partially offset the
additional margin of safety that increased alert readiness is supposed
to provide. (It is also worth noting that standard calculationms of
force vulnerability, and in particular bomber vulnerability, usually
include depressed trajectory missile attacks among the cases
considered.)

The main conclusion of these illustrati&e calculations is that the
very small-scale deployment of Soviet missile submarines in 1972 was
not insignificant. From the standpoint of alert bomber survivability,
the Soviet missile submarine threat was a token one. Yankee submarines
nonetheless put command aircraft at considerable risk. If genuine
strategic surprise were achieved, neither NEACP nor any of the other
major elements of the airborne command network would have been

successfully launched prior to the impact of incoming submarine
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missiles. If genuine strategic surprise was not achieved and aircraft
alert readiness was higher than normal, as seems likely in many crisis
circumstances, then the prelaunch vulnerability of command aircraft
would not have been acute. But the successful launch of NEACP prior to
the arrival of incoming submarine-laﬁnched weapons would have been
questionable under certain plausible circumstances even if tactical
warning systems performed flawlessly. And given the extreme
sensitivity of aircraft vulnerability to tactical warning performance,
significant risk was inherent in the situation. These risks applied to

all PACCS aircraft, not just NEACP,

The above illustrations suggest, however, that a military command
—-- namely, SAC =- stood a better chance of surviving a dedicated attack
on the command structure than key national entities did. SAC enjoyed
greater geographic insulation from enemy submarines on patrol; operated
an alternate command post on round-the-clock airborne alert; and
normally maintained additional command aircraft on ground alert. By
contrast, geography did not favor the prelaunch survivability of
national command aircraft; for various reasons the maximum precaution
against sudden attack —— continuous airborme alert -- could not be
taken; and redundancy in the form of back-up alert aircraft other than

the primary was not normally provided.

Postlaunch Configuration and Capabilities of NEACP and

PACCS: 1972: The PACCS/NEACP airborne network was restructured in
1970. EC-135 command aircraft located at the three Numbered Air Force

Headquarters at bases in Louisiana, Massachusetts and California were
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transferred to bases in the Midwest. These reassignments reduced the

vulnerability of ground alert aircraft to missile submarine attack and

provided for a more compact network which could be serially
interconnected by UHF line-of-sight radio communications. Back-up
systems for communicating beyond liné-of-sight range included HF and
newly deployed LF radio, neither of which propagated as well as UHF
radio in a nuclear-disturbed atmosphere.

Once launched, the airborne network extended from the seat of
national government to the far west Minuteman missile complexes.
Figure 5-6 shows a hypothetical network consisting of eight airborne
stations. °1 Line-of-sight communications to ground missile units
constrain the orbits of four aircraft — "Looking Glass” and three
airborne launch control centers. "Looking Glass" is also restricted to
a flight pattern that allows continuous line-of-sight radio
communications with SAC Headquarters in Nebraska. The eastermmost
orbit, occupied by NEACP, is assumed to be confined to a region within
line-of-sight communications range of ground entry points and national
i command posts in the Washington area. Additional constraint is imposed
on these five orbits, as well as the remaining three orbits occupied by
a radio relay aircraft and two auxiliary command aircraft, to reflect
the loss of flexibility that results when line-of-sight communications
between all adjacent aircraft must be continuously maintained.

An attack strategy based on EMP effects probably offered the best
chance of damaging aircraft in the network. In the event of a high

altitude burst above the center of the country, exposure to EMP was
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virtually certain, and the loss of only one or two aircraft in the
serial linkage could have been very costly. This will become clearer
when we turn to discuss the specific functions performed by the
constituent parts of the network.

This potential problem was not lost on defense officials at the
time. That the entire airborne command network might be wvulnerable to
EMP was a possibility that began to worry many during the early 1970s.
Although the performance of aircraft exposed to EMP fields had not been
assessed with scientific precision, the theoretical refinements of the
mid 1960s strongly suggested that aircraft vulnerability would be high
unless special protective measures were taken. Analysts realized that
EC-135 aircraft (and EC-130 TACAMO aircraft discussed later) in the

then current fleet not only lacked such protection, 62

but that they
also were being equipped with modern electronic devices (transistors,
semiconductors) which actually were more susceptible to damage than the
older systems (vacuum tubes) were. Periodic modernization of avionics
and communications equipment was exacerbating an already significant
problem.

These predictions would be validated later. Analyses and test
simulations would show that EMP could induce very large currents on the
exterior and interior of aircraft exposed to a full-threat (50,000
volt) pulse. Figure 5-7 provides estimates of exterior currents for an

aircraft. 63

While these values have been taken from a study of the
B-1 strategic bomber and therefore may not be representative of actual

values for NEACP and other aircraft in the airborne command fleet, they
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Aircraft Exterior Currents From

Exposure to Maximum Expected EMP

Configuration Peak Current (Amperes)
Cockpit

Airborne 5,600

Ground 12,700

Air Refuel 26,700

Fuselage, center

Airborne 8,850

Ground 25,000

Fuselage at wing 22,600
Figure 5-7
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probably do not overestimate current levels for EC-135 (and EC-130
TACAMO aircraft). Given the configuration of most airborne command
posts and radio relay aircraft -- for instance, their use of a trailing
wire antenna several miles long — the values applicable to them would
probably be even higher than those shown.

Past experience indicates that basic fuselage construction allows
about one-tenth of the exterior current to flow on the inside of an

airframe. 64

Thus, interior current flow might range between 560 and
2,670 amperes. In the case of the B-1, hardening plans called for
extra shielding to reduce these currents to less than 10 amperes. In
addition, internal communications and avionics equipment would have
been protected against current surges on the order of 10 amperes. 65
In the case of the unprotected EC-135 and EC-130 aircraft deployed in
the early 1970s, one could reasonably expect hundreds or thousands of
amperes to flow inside, coupling into sensitive equipment with damage
thresholds far below the expected level of exposure.

Unless this diagnosis severely distorts the realities of the EMP
problem, NEACP and the rest of the airborne éommand network were never
the robust deterrent linchpin that they were cracked up to be.
Throughout the period covered in this chapter and the last, there was
significant risk that a few high altitude explosions would have
adversely affected the performance of the airborne network.

By the early 1970s, this threat loomed large indeed, since by tha

time NCA authorization of retaliation hinged on the perfcrmance of

NEACP. In Packard’s opinion, so much was riding on outmoded aircraft
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that a crash program to modernize the airborne network deserved the
highest priority within the Defense Department. He advocated
acceleration of the schedule to develop and deploy the E-4, a
militarized jumbo jet hardened against EMP, partially on the grounds
that the high EMP-vulnerability of then operational aircraft should be
eliminated as soon as possible. The Air Force responded to Packard’s
personal intervention with a proposal to deploy E~4 aircraft on an
accelerated schedule and Secretary Laird pursued his Deputy’s
recommendation by directing the Air Force Secretary to immediately
initiate the E-4 program. 66
As part of the supplemental budget request for fiscal year 1973,
submitted in recognition of the need to accelerate the E-4 program,
funds were also sought for "an EMP simulator of sufficient size to test
adequately avionics in full-size aircraft at close to the EMP threat
level,"” 67 According to the Air Force project officer, the simulator
would be available by 1975 "to test the total configuration at the 50
kilovolts per meter level that we expect to exist based on the threat.
I This will give us the design assurance at the time of initial operating
capability that the [E-4] does in truth have the protection against EMP
that our current systems [EC-135s, EC-130s] do not have." 68
A barrage attack using blast effects also could have been
attempted, and with some chance of success. This concern surfaced in
the early 1970s and became part of the rationale for deployment of an

E-4 fleet to replace the EC-135 fleet. A pertinent argument developed

during testimony on behalf of the E-4:
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The improved operational capability of the E-4B

(747) ... permits use of random flight patterns and

evasive flight profiles without concern of loss of

communications connectivity with the strategic

forces, thereby compoungéng an enemy’s intelligence

and targeting problem.
Although the Soviets did not have any known capability to conduct real-
time surveillance of PACCS aircraft in flight, we can be reasonably
sure that Soviet planners could have studied details of the network —
home bases, missions, communications capabilities, and so forth, and
deduced a fair amount of information about probable flight patterns in

wartime. 70

A surprise barrage attack aimed at "Looking Glass" operating on
routine alert in peacetime may have had an even better chance of
success. Peacetime practices were not as covert, and Soviet planners
doubtless had the benefit of accumulated intelligence gathered over the
course of many years. They knew the home base of operations. They
could easily have discovered that much of the operation proceeded like
clockwork. The schedule for takeoffs and landings, for instance, was
fixed, repetitive and predictable. Using "ferret" satellites or other
collectors of signal intelligence, interception of routine
communications between "Looking Glass™ and SAC Headquarters probably

was possible. 1

Such intelligence may have eventually revealed
additional significant details about the rormal area of operations and
the flight profile within this region. In short, Soviet planners

surely knew approximately where to direct a barrage attack.
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For purposes of illustration, let us suppose that Soviet planners
determined that "Looking Glass" normally stayed within line-of-sight
radio communications range of both SAC Headquarters and Minuteman units
in Missouri. Figure 5-8 bounds the area of operations that would allow
for such simultaneous links from an aircraft flying at an altitude of
about 32,000 feet. UHF radio communications from spots outside this
perimeter would not have been as effective since those spots lie over
the horizon from SAC Headquarters, or Minuteman units, or both. The
constrained area measures 49,000 square miles. For obvious reasons the

i air space above some 9,000 square miles =— the space within and
immediately around the Minuteman sites, are excluded from the orbit.
The probability that a barrage attack of varying intensity would
destroy "Looking Glass" is shown in Figure 5-9. These estimates assume
an altitude of 32,000 feet for both the target and the explosions;
aircraft hardness of one or two p.s.i.; missile reliability of 80
percent; and the commitment of ten to fifty SS-9 ICBMs. n Under these
1 assumptions, the risk of destruction is significant. To a conservative
planner, it is very significant if a large-scale barrage (30 or more
missiles) is postulated. Actually, the risk would be much greater if
our calculations included airborne hazards associated with attacks on
ground targets in the vicinity of airborne orbits. Turbulence and
particulate matter may have destroyed or severely degraded some command
aircraft and/or their communications equipment such as trailing wire

antennas.

i
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Although this set of calculations is meant to serve illustrative
purposes, we hasten to note that the underlying assumptions are not
arbitrary. The results depend mainly on the parameters of the
aircraft’s orbit, and the parameters used in the analysis can be
justified on the grounds that they appear to define an optimal area of
operations. If "Looking Glass" were to maintain continuous, direct
radio communications with SAC Headquarters, it could monitor the

disposition of SAC forces until the ground facility came under attack.

Under preattack conditions, the ground facility could also have relayed
early warning, execution or other emergency messages sent via land
lines from NORAD and the NCA. In the event of enemy attack SAC
Headquarters could have immediately notified "Looking Glass," or
delegated CINCSAC authority to it, or both. And so forth.

It would have also been prudent for "Looking Glass" to operate
within line-of-sight range of Minuteman units in Missouri. This
practice would have facilitated direct, timely and survivable
compunications to part of the ICBM force as well as to ERCS missiles
which also were deployed there (see discussion below). Through ERCS,
"Looking Glass" had some chance of reaching the rest of SAC’s forces,
including far-flung manned bombers. A requirement to operate within
communications range of ERCS would seem further warranted in light of
the 1imited airborne endurance of "Looking Glass," and the fact that an
attack could occur any time during a normal eight-hour shift. Without
aerial refueling, the aircraft would have had enough fuel to fly for
only about two hours if an attack occurred at the end of its regular

duty Shift .
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"Looking Glass" (and other PACCS aircraft) could use ground entry
points to tie directly into SAC’s primary alerting system, however.
This capability did expand its freedom of movement beyond the limits
defined above. The greater the number of ground entry points, the more
freely the aircraft could roam, at least in peacetime. The exact
number and location of these interfaces are not publicly known, but

there were not very many. 73

Furthermore, the sudden destruction of
ground communications channels was an ever-present danger, and hence
"Looking Glass™ could not stray too far from an orbit that would allow
for direct radio contact with ground units. "Looking Glass" also could
not have roamed too freely if it hoped to be in a position to link up
quickly with other PACCS aircraft over the radio frequency (UHF) that
offered the greatest immunity to disruption from jamming and nuclear

effects on the atmosphere. The functions of these other aircraft are

discussed next.

A. SAC Auxiliary Command Posts and Communications Relay

Aircraft: The workload of "Looking Glass" was potentially so great
that in 1962 SAC deployed auxiliary command aircraft to provide
assistance in wartime. 74 An inventory of nine such aircraft axisted
in 1972, two of which were kept on ground alert at all times. One of
them was stationed at Ellsworth AFB, South Dakota. Once launched, this
West Auxiliary Airborne Command post would have positioned itself
between "Looking Glass" and missile launching aircraft to the west.

The second auxiliary, called East Auxiliary Airborne Command Post, was

based on ground alert at SAC Headquarters. Time permitting, CINCSAC
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and the JSTPS would have boarded and assumed a flight position between

5 The sac

"Looking Glass" and the East Communications Relay Aircraft.
airborne battle staff aﬁd the workload would have thus been spread over
three aircraft ("Looking Glass" and the two auxiliaries) interconnected
serially by UHF line-of-sight radio communications. But even so the

workload was considered to be too great to handle. Using manual

methods of data processing, battle staffs were "saturated with incoming
u 76

information during exercises. It was concluded that battle staffs

could not process incoming data while at the same time supporting
"nuclear war decisionmaking." 71

Communications equipment aboard these three EC-135C model aircraft
consisted of UHF radio for line-of-sight transmissions, and HF and LF
radio for longer range communications. Assuming an intact, eight-
station PACCS network, UHF links provided access to all Minuteman LCCs.
"Looking Glass" could communicate directly to LCCs in Missouri
complexes via air-to-ground UHF radio, and indirectly to LCCs at other
Minuteman complexes via air-to-air UHF links running through the West
Auxiliary aircraft and missile launching aircraft. In the other
direction, communications from NEACP were relayed to "Looking Glass" by
the East Communications Relay Aircraft and the East Auxiliary aircraft.
All four aircraft in this chain used UHF air-to-air radio as the
primary means of interconnection.

"Looking Glass" and its two auxiliary aircraft were tasked with
responsibility for controlling outbound bombers (launched on tactical

warning) as well as the ICBM force. Communications with far-flung

i
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bombers were still problematical, however, because reliance on HF radio
was still very great.

Since 1966, SAC twice had tried and failed significantly to
enhance long range communications with bombers. The first effort was
made as part of a major teletype com@unications program called
Survivable Low Frequency Communications Program (SLFCS). In 1968, SAC
deployed two SLFCS radio transmitters on the ground and configured
LCCs, bomber base wing command posts, and Green Pine facilities to
receive SLFCS transmissions. SAC command post aircraft and NEACP were
equipped with SLFCS transceivers used in conjunction with a trailing
wire antenna which extended about two miles from the tail of the
plane. 78 The idea behind both the ground and air segments of SLFCS
was to exploit the superior propagation characteristics of the low
frequency radio bandwidth in order to increase the reliability of
communications, especially with LCCs and forward area Green Pine sites,
in a nuclear environment. 7 Low frequency signals are not nearly as
prone to blackout from nuclear explosions as HF signals are. At the
former wavelength, signals can be propagated along the surface of the
earth (a "ground wave"), whereas long distance HF transmissions
propagate by repeated reflections between the earth and the upper
atmosphere (a "sky wave"). Ionization of the upper atmosphere caused
by nuclear explosions can black out HF communications, but it would not
blackout a low frequency ground wave. Glasstone and Dolan note:
"Ionization from nuclear explosions will not generally degrade the

performance of LF systems which normally depend only on the ground
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wave." 80 Another important propagation characteristic of SLFCS is the

ability of low frequency signals to penetrate the earth to considerable
depths. This is of course irrelevant to the question of bomber
communications, but it was exploited to improve communications to LCCs.
The burial of SLFCS antennas at LCCs.greatly increased the resistance
of LCC communications to blast effects. 81

The ground portion of SLFCS worked well, but it was extremely
vulnerable to direct attack. The two large, fixed transmitters in
Nebraska and California could not withstand attack, and all the ground
receiving stations with the possible exception of LCCs were unlikely to
survive direct attack.

The airborne portion of SLFCS was basically immune to attack, but
it did not work well. Various technical problems ranging from
insufficient transmitter power to inefficient antenna design to antenna
reel-out jams plagued the airborne SLFCS systems. It was not reliable
and only marginally effective. Even in a benign environment the
airborne command posts could not have reliably reached the Green Pine
sites for relay of messages to bombers. Their capability to reach much
closer units such as other EC-135C command post aircraft in PACCS and
Minuteman LCCs, which were equipped for reception of low frequency
transmissions in 1968, was also questionable. In a benign environment,
the equipment reliability and signal range of SLFCS was such- that NEACP
probably could have reached "Looking Glass," which in turn probably
could have reached LCCs at all six Minuteman wings. But the overall

probability of getting a message through this NEACP - Looking Glass -
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LCC nexus using SLFCS was almost certainly no better than 50 percent
under favorable conditions and worse in a nuclear environment.,

Early recognition of airborne SLFCS deficiencies and the growing
vulnerability of Green Pine facilities led to a program to develop a
long range VLF system that would allow airborne command posts to
communicate directly to bombers. Initiated in 1967, the Special
Purpose Communications (SPC) program defined a one-way, antijam (seven
words per minute) system that employed a very long trailing wire
antenna for transmission to bombers and tankers equipped with VLF

receivers and short antennas. 82

In 1969, a spokesman for the Air
Force promoted the project on the grounds that an operational VLF
capability "might be the difference between success and failure in
getting the message through (to bombers)." 83 By 1971, plans to equip
bombers and tankers with receivers and EC-135 aircraft with
transceivers were shelved, as a result of fiscal belt tightening that
occurred at the turn of the decade. Development of transceive VLF
capabilities for command post aircraft proceeded independently under
the E-4 program.

As a result of cutbacks in the SPC program, the systems available
in the early 1970s for purposes of long-range communications from
command post aircraft to strategic bombers included HF radio, which was
unreliable in a nuclear or heavy jamming environment; SLFCS, which
lacked sufficient range and depended on fixed ground-based receivers

(Green Pine); and Minuteman ERCS, a last-ditch MEECN element that had

become fully operational in 1967. 84 SAC would rely on these tenuous
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channels for the duration of the decade, while pursuing a solution
based on satellite communications. (See discussion of AFSATCOM program

in next chapter.)

B. Missile Launching Aircraft and ERCS: About 1963,

McNamara initiated the development of a system for launching Minuteman
missiles by airborne remote control. 8 Successful tests of an EC-135
ALCC were completed in early 1967, and the Airborne Launch Control

System (ALCS) was declared operational. 86

Besides "Looking Glass,"

vwhich may have doubled as an ALCC as well
as a command post, SAC possessed nine dedicated missile launching
aircraft in 1972. Three of them, along with air crews and missile
launch control personnel, were stationmed on ground alert at all times.
An ALCC based at Ellsworth AFB, South Dakota, had responsibility for
150 Minuteman ICBMs at Ellsworth and 200 missiles at F.E. Warren AFB,
Wyoming. One of two ALCCs based at Minot AFB, North Dakota, had
responsibility for 200 missiles at Malmstrom AFB, Montana. The other
had responsibility for 150 missiles at Minot .and 150 missiles at Grand
Forks AFB, North Dakota. 87

ALCC aircraft backed up the underground LCCs and could gain

control over a missile or group of missiles if the missile(s) had
become isolated from all five LCCs in a squadron. 88 Missile launch
facilities (LFs) normally received a continuous, computer—automated
stream of signals from the LCCs. Cessation of these signals, due to
the destruction of all five LCCs or the severance of LF-LCC

communications links, would have spontaneously activated a radio
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recelver, at each isolated LF, to monitor computer-coded transmissions
from any ALCC flying in the vicinity. ALCCs could transmit all of the
launch sequence commands =- target, arm, and launch commands — that an
LCC could. Unlike LCCs, however, ALCCs could not monitor missile
status before, during or after the transmission or commands. A radio
uplink from the LF to the ALCC did not exist. 89

Several LFs at Whiteman AFB, Missouri, housed missiles equipped
with a tape recorder and a UHF radio package instead of a warhead.
Minuteman ERCS systems had been successfully tested in 1966 and
declared fully operational in late 1967, 90 replacing earlier ERCS
variants such as Blue Scout sounding rockets. "Looking Glass"
possessed the capability to transmit voice messages to the missiles
prior to launching them, 91 though airborne launch control was once
again contingent upon the loss of LCC control (not to mention the

survival of ERCS LFs and associated communications, both of which were

at least as vulnerable to nuclear weapons effects as standard Minuteman
LFs housing nuclear-armed missiles). 92 Functional ERCS missiles could
record an execution message sent by "Looking Glass" (or LCCs), play it
back to permit launch crews to check its completeness and accuracy, and
broadcast the message during a flight along either a northwest or
northeast trajectory. 3 These trajectories would have positioned the
ERCS missiles to broadcast, for no more than thirty minutes (the flight
time of a Minuteman missile), SIOP execution messages to Minuteman and

Titan LCCs, wing command posts at bomber bases, strategic bombers in

flight, and any other SAC unit that was tuned to the proper UHF
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frequency and located within range of the transmitter. % Range was of
course subject to the physical constraints imposed by earth curvature.
It was also limited by the transmitting power of the ERCS
communications package and by the effects of atmospkeric scintillation
on the UHF signals transmitted from ERCS during its flight through
space. As discussed later (Chapter 6), nuclear explosions in the upper
atmosphere could black-out UHF transmissions from space vehicles such
as satellites and ERCS missiles.

It is likely that Navy strategic units such as TACAMO aircraft
(see discussion below) also listened for ERCS transmissions. The
prevailing expectation, however, was that the unified commanders (that
is, CINCLANT, CINCPAC) would pass execution orders down to the TACAMO
and the missile submarine fleets. There is reason to suppose,
therefore, that TACAMO was less than fully integrated —- procedurally
if not technically — into the ERCS channel. If they had been, SAC
would have been in a position to execute strategic forces under the
jurisdiction of non-SAC commanders. 95

Within SAC itself, procedural arrangements were such that under
certain plausible conditions the attempt to launch either ERCS or
nuclear armed missiles by means of ALCC aircraft would have failed. A
Soviet attack aimed at underground LCCs may have set up the following
situation: communications at the LCCs are temporarily disrupted, or
destroyed, while at the same time the LCCs remain interconnected with
missiles in their squadron. The isolation of LCCs from higher

authorities and ALCCs but not from missiles in the squadron would have

|
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created internal procedural contradictions that would have prevented
execution. The LCCs could not receive execution messages, and the
ALCCs could not exert remote control over the missiles because as long
as even a single underground LCC continued to be connected to the
squadron LFs, airborne access to theiLFs was blocked. There was a
procedure whereby surviving LCCs deliberately relinquished control of
the LFs (accomplished by turning off all LCC computers), to permit
control to tramsfer to an ALCC, but the procedure required coordination
between the LCCs and the ALCC; and, coordination required
comnunications, which in the postulated circumstances do not exist.
Furthermore, this procedure would not have applied unless an execution
message had already been received and acted upon by an underground LCC.
Its purpose was to enable an ALCC to send a second launch vote to LFs
in squadrons which contained only one surviving LCC. (The launch vote
from this LCC would have begun the delayed launch countdown; a second
vote from an ALCC would have eliminated the delay, resulting in
immediate -1ift—-off.)

The priority of negative control explains the absence of a
procedure whereby LCCs would turn off their computers in the event of a
loss of communications at LCCs. To have done so would have facilitated
positive control in that ALCCs could have then assumed control and
launched the forces. But negative control would have been degraded.

An unauthorized launch command sent by an LCC that did not shut down

its computer would have escaped notice by those that did.

|
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Degradation of positive control would have been severe under the
circumstances described above. Established procedure would have
precluded the launch of nuclear-armed ICBMs and ERCS, disabling perhaps
the last remaining means of controlling the strategic forces. This
particular predicament would not have arisen if at least one LCC with
operative communications with higher authorities had existed, or if all
five LCCs had been destroyed, allowing for assumption of control by
ALCC aircraft. Yet some degradation of positive control would have
still been incurred, especially upon destruction of all five LCCs.
ALCCs, like LCCs, could have executed the launch sequence - target,
arm, and launch; but, unlike LCCs, they could not have confirmed that
the proper commands had been received and processed at the isolated
LFs. As DOD spokesmen put it, airborne missile crews launch "in the
blind, without knowledge of missile availability or control over

missile targeting." 96

ALCC aircraft could not have determined, for
example, whether a nuclear detonation in the region had interfered with
the radio signals carrying target instructions to the missiles. If the
radio command did not reach the missiles in proper code, it is possible
that the ALCC launch command which followed would have hurled the wrong
number of missiles at the wrong targets at the wrong time. Being
unable to monitor missile status, ALCC crews could not have taken stock
of the error, if it was noticed at all. Many other unintended
departures from the authorized attack plan may have occurred as a

result of this technical shortcoming. For instance, coded launch

signals may have failed to register at numerous LFs housing missiles
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that were supposed to be launched, and the resulting need to retransmit
the signals may not have been apparent to ALCC crews.

Delay in the execution of the retaliatory forces is another form
ﬁ of degradation of positive control. Some delay was inevitable, given
the fact that ALCC aircraft and/or ERCS missiles would have been used
to relay execution messages to surviving LCCs, fire missiles at
isolated LFs, or both. The length of time involved would have depended
on a complex of factors such as aircraft locations and readiness. For
instance, an hour or more could easily have elapsed between the time
that PACCS aircraft were flushed into the air and the time that they
were positioned to establish a fully coherent UHF line of

comnunications. 97

By this time, ERCS deployments themselves could
have been attacked and perhaps destroyed by Soviet ICBMs. The loss of

ERCS would have spelled isolation for large segments of the bomber and

submarine forces.

Prelaunch Survivability and Postlaunch Capabilities of Navy

Command Aircraft and TACAMO Communications Relay Aircraft: 1972:

Despite reassurances from Navy personnel who portrayed the Navy’s
ground-based radio broadcast network, coupled with ship-borne radio
communications, as a reliable means of post attack control over missile
submarines, McNamara became convinced of the need to fortify
communications links from the NCA to those forces. In 1965, he
established a requirement for placing an alert EC-135 airborne command
post at the disposal of CINCPAC. That aircraft was stationed in

Hawaii. McNamara’s concern also motivated the establishment of the
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l Special Communications Project Office within the Navy. Created in
1967, this office was given responsibility for developing programs to
satisfy an "urgent need" to ensure "effective communications at all
times from the National Command Authorities and Commanders in Chief to
the deployed FBM (fleet ballistic miséile) forces....during and after
heavy nuclear and electronic jamming attack." 98

Soon thereafter, two special projects came to fruition. In the
late 1960s, after McNamara‘’s departure from government, the Navy's
airborne VLF radio relay program — called TACAMO — became

operational. 9

TACAMO provided the most survivable communications
link to missile submarines. The second project was called "Pilgrim."
The Navy configured Pacific~based missile submarines and TACAMO
aircraft to receive messages broadcast over navigation radios operated
by the U.S. Coast Guard. 100 Several such radios, so-called Loran-C
stations located in the Western Pacific, were given the capability to
rebroadcast execution messages by superimposing information onto the
navigation signals emitted at the VLF range of the radio spectrum. 101
The Navy thus added a few more radio stations to its missile submarine
communications network, stations which transmitted on a frequency that
is superior to LF and HF in terms of range, jam resistance, and
vulnerability to ionization effects produced by nuclear explosions.
This expansion, however, was of minor significance. Enlargement and
modernization of the Soviet strategic arsenal rendered "Pilgrim"
insecure before it was even put in operation. By 1972, the United
States could not rely on fixed communications statioms to trigger

submarine retaliation.

3
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We had come to depend almost totally upon airborne command posts
and TACAMO communications relay aircraft for post attack control over
the submarine force. A spokesman for the Navy’s Special Communications
Project Office, which had overall responsibility for the TACAMO
program, described the TACAMO aircraft as "the only operational
survivable element that the Navy has today [March 9, 1972] and most
likely will have until the latter part of the 1970s." 102 While it
testifies to the questionable effectiveness of other available systems
-— notably, shore- and ship-based radio communications —- the statement
warrants strong qualification. TACAMO by no means ensured a secure,
reliable link between higher authorities and missile submarines.

TACAMO featured propeller driven (280 knots per hour cruise speed
and 4530 mile range), 103 unrefuelable EC-130 aircraft outfitted with
VLF transmitters and long trailing wire antennas. The sole purpose of
the fleet was to relay strategic war orders to missile submarines., 1In
accordance with the Joint Strategic Objectives Plan, EC-130s operated
in the Pacific and Atlantic areas.

The TACAMO fleet consisted of twelve aircraft when it became
operational in 1969. Four of these were assigned to the Pacific; eight
supported submarines deployed in the Atlantic. 104 For various
reasons, the fleet never did satisfy formal requirements for
maintaining one aircraft on continuous airborne alert in each sector.
About fourteen actively operational aircraft — seven in each ocean —
are needed to achieve this objective. 105 Training and periodic rework

raises the total number of needed inventory to eighteen. In 1972, a
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fleet of only twelve aircraft was authorized, and only nine of those
were available for duty. 106 One aircraft had crashed in January of
that year, and two were in normal periodic rework or modification.
Consequently, the Navy was forced to cut back the Pacific contingent in
order to sustain operations in the Atiantic. Airborne alert in the
Pacific was intermittent; it probably was maintained at about the rate
realized in 1980, or about 25 percent of the time. 107 Although the
airborne alert rate in the Atlantic was much higher, continuous
airborne alert was not achieved until late 1973, 108 In both ocean
areas, the Navy evidently had been striving to maintain back-up TACAMO
aircraft on 30-minute ground alert. 109

The technical sophistication of TACAMO communications left much to
be desired. Aircraft transmitters radiated only a few tens of
kilowatts of peak power, and efficient use of this power was difficult
to achieve because of design and operational problems associated with
the trailing wire antenna. 110 Consequently, TACAMO’s effective range
probably did not exceed several hundred miles under the best of
circumstances, and hence only a fraction of the alert submarines could
be reached at any given time. Communications performance would have
been even poorer during a heavy electronic attack. 111 Nuclear effects
may also have degraded TACAMO signal propagation, a point made by a DOD
official who said that TACAMO aircraft "have insufficient communication

range in a nuclear environment." 112

Under either of these adverse
conditions, the aircraft may have been unable to communicate

successfully with alert submarines unless they were in close proximity

i
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to each other. If close proximity were required, as seems likely, then
TACAMO aircraft probably would have run out of fuel long before the
time needed to deliver an execution message to all alert submarines,
particularly those stationed in the Mediterranean. 113 In all
likelihood, only a small fraction of alert submarines could have been
served by TACAMO aircraft during the aircraft’s time on station.
Furthermore, neither TACAMO nor higher authority could verify
successful message delivery because missile submarines normally would
not and could not acknowledge receipt of messages.

No one really had good reason to believe that TACAMO would work.
TACAMO was declared operational in the late 1960s even though the Chief
of Naval Operations stated that its operational effectiveness had not
been established, ll% It was not until 1976 that the Navy began a
scientific assessment of the effectiveness of TACAMO in relaying
messages to missile submarines. 115

Range constraint discouraged the basing of alert TACAMO aircraft
in the continental United States. Aircraft were normally forward-based
at locations such as Wake Island, Guam, Bermuda and Western Europe. As
a result, TACAMO aircraft were more susceptible to detection and more
exposed to attack than were CONUS-based PACCS aircraft, for example,
which served Minuteman and strategic bomber units. TACAMO aircraft
placed on ground alert at forward bases were especially vulnerable. An
authoritative assessment of one facet of the vulnerability problem
existing in the late 1970s probably would be valid for the period of

the early 1970s: "A ground-alert TACAMO within range of submarine

j
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launched ballistic missiles (SLBMs) is clearly vulnerable to

destruction.” 116

The high prelaunch vulnerability of ground alert
TACAMO probably stemmed in part from their apparent inaccessibility to
timely tactical early warning data.

Aircraft on airborne alert obvioﬁsly would have been much less
vulnerable to direct attack using nuclear blast effects. Air mobility,
however, did not mitigate vulnerability to EMP attack. TACAMO aircraft
were enormously exposed to such attacks, and severe damage from EMP
attack may have occurred since TACAMO had not been afforded any
protection against it. 117

Forward deployment also entailed some risk that TACAMO aircraft
would be detected and tactically engaged by opposing forces. The
rather overt character of normal TACAMO operations compounded this risk
in that enemy planners had a better chance of monitoring the
disposition of airborne units and devising tactics for engaging them in
the event of war.

TACAMO did take certain precautions to counter enemy pursuits of
this sort. For instance, TACAMO aircraft, like the submarines they
served, maintained virtual communications silence during airborne
patrols. 118 This restriction reduced the chance of detection using
direction finding or other methods. An attendant disadvantage of this
procedure, however, made restrictive communications a double-edged
sword. With increased stealth came greater uncertainty about the

status of TACAMO. The absence of routine two-way communications

between TACAMO and other units left higher authorities (and submarine
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commanders) not knowing whether TACAMO was fulfilling its role.
Neither the status of alert submarines nor the condition of the most
survivable communications link to those forces could have been
ascertained by central authorities.

Compounding the uncertainty abouf submarine responsiveness to
central command was the continuing problem of communications with
submarines in transit. TACAMO deployments did not ameliorate this
problem. Submarines that were not on high alert in their patrol areas
still only periodically positioned themselves to copy radio
transmissions. Nearly fifty percent, or half, of the missile
submarines at sea were normally operating in such a reception
mode. 119

Tenuous communications channels from central authorities to TACAMO
aircraft further reduced confidence in TACAMO effectiveness. In
peacetime, TACAMO could reliably receive messages from many sources,
including LF and BF shore stations scattered around the globe. Certain
land-based LF and HF transmitters were dedicated to the TACAMO
mission. 120 The main uplink to TACAMO aircraft on airborme alert in
the Atlantic area, for instance, evidently consisted of HF transmitters
at various locations that were keyed at CINCLANT Fleet Headquarters in
Norfolk. 121 But in wartime, the reliability of communications would
have been drastically reduced in the event of Soviet command structure
attack. Soviet attacks on vulnerable land-based transmitters, and/or

their nodal keying facilities, which cautious planners would have

expected to occur, would have severely degraded communications from
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higher authorities to TACAMO aircraft. Once these links were severed,
TACAMO units probably would have been isolated from central
authorities.

TACAMO isolation was probable because CONUS-based command aireraft
such as NEACP and "Looking Glass™ lacked the communications
capabilities needed to reliably span the great distances that separated
them from TACAMO units (and from CINCPAC’s command aircraft).
Deficiencies of major proportions plagued all three of the
interconnecting circuits: HF radio, LF radio, and ERCS-borne UHF
radio.

HF radio could not be counted on to perform well in a nuclear
enviromment because of its susceptibility to blackout. There is also
considerable doubt as to the use of common HF frequencies between
TACAMO and other key command aircraft such as "Looking Glass." TACAMO
normally monitored HF transmissions from Navy sources and it seems
unlikely that they would have switched channels to listen for SAC
broadcasts unless required to do so by the JCS’s MEECN plan. 1In the
early 1970s, the JCS did not include HF radio in the MEECN plan and
hence intercommand compatibility of HF communications probably did not
exist.

The effectiveness of SLFCS, which constituted a major portion of
the MEECN, was also questionable. Technical incompatibilities, cited
earlier, evidently reduced the potential for TACAMO reception of LF
transmissions from SAC aircraft, despite JCS demands for complete

interoperability among MEECN components. Furthermore, CONUS-based
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EC-135 command aircraft used SLFCS equipment that could not effectively
or reliably broadcast messages over very long distances. Had it been
available back then, even an E-4 command aircraft equipped with today’s
modern LF/VLF communications suite would have had great difficulty
reaching forward-deployed TACAMO unité. Recent testimony indicates,
for instance, that LF/VLF systems designed for the E-4 would permit
NEACP to reach "Looking Glass" in an adverse environment and Pacific-
based TACAMO in a benign environment. 122 If such ranges approach the
limit of feasible E-4 capabilities, then the obsolete LF communications
suites carried by CONUS-based command aircraft during the early 1970s
clearly lacked the range needed to reach TACAMO units. These older
suites employed far less efficient antennas and could generate only
one-tenth of the transmitter power of an E-4 system (20 kilowatts
versus 200). As a consequence, the chances were slim at best that the
SLFCS suites aboard NEACP, "Looking Glass,® or any other CONUS-based
EC-135 aircraft could have successfully transmitted messages to any
forward deployed TACAMO unit or to CINCPAC’s airborne command post.
NEACP had the best chance of reaching Atlantic-based TACAMO aircraft,
since its assigned airborne orbit would have been the closest to
TACAMO’s operational area on the Atlantic side. However, NEACP’s
ground station was the closesf to enemy missile submarines and its
prelaunch vulnerability was correspondingly greater than other command
aircraft. Thus, the command aircraft that had the best shot at

communications with TACAMO was the least survivable.
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The question whether ERCS would have filled the communications
void that would have otherwise left TACAMO aircraft (along with
forward-deployed bombers) isolated from higher authority is difficult
to answer. The available store of pertinent unclassified information
on the strengths and weaknesses of this rather exotic system is meager
and inconclusive.

Optimists see many virtues in the ERCS system. Three are notable.
First, ERCS missiles were deployed in protective shelters that could
withstand large blast overpressures. Second, ERCS missiles could have
been proliferated in sufficient numbers to reasonably ensure the
survival of at least two missiles (one for each trajectory). Third,
ERCs transmitted on UHF, a frequency that, compared to HF and LF/VLF,
was relatively unaffected by the secondary effects of nuclear
explosions.

But the weaknesses of this system were just as numerous. Some
were earlier identified — complicated launch operations and
susceptibility to signal distortion caused by atmospheric
scintillation. In addition, nuclear fireballs in the direct path of
line drawn between an ERCS missile and the receiving unit would have
blacked out the signal. (This presented a severe operational problen
for ERCS-to-Minuteman LCC communications but only a minor problem for
ERCS~to-TACAMO/Bomber communications. In the former case, multiple
fireballs in the Minuteman fields were expected.) More significantly,
the vulnerability of ERCS silos to blast effects would have been much

greater than standard calculations would suggest if Soviet intelligence
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methods had revealed which specific silos housed the ERCS missiles.
Even if only the particular flights within which ERCS missiles were
deployed had been identified, the survivability of this crucial
communication system would have been jeopardized.

Other real or apparent deficiengies —=- for instance, vulnerability
of ERCS launch facility electronics to electromagnetic effects —
together with those listed above raise real doubt about the efficacy of
the ERCS communications link to TACAMO aircraft. Conservative U.S.

planners could not have counted on ERCS to perform this vital function.

STRATEGIC SITUATIQON: 1972

By 1972, the perspective that sees strategic capability turning on
the size and technical composition of force deployments was beginning
to yield to a broader conceptualization that encompasses organizational
performance as well as weapon characteristics. A cadre of analysts and
senior defense officials led by David Packard had come to believe that
the exclusion of either dimension from strategic assessment provides
considerable scope for miscalculation, and distortion of defense
priorities. Packard and others also concluded that past conceptual and
material underinvestment in the CSI area had indeed weakened U.S.
security. They harbored serious doubts as to the ability of central
authorities to survive enemy attack and to direct U.S. strategic forces
to coherent national purposes in the wake of nuclear attacks on the

U.S. command structure.

i
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The command implications of large-scale nuclear weapon
deployments, nevertheless, were only dimly illuminated during this
period. The strategic agenda of the Nixon administration continued to
treat the number, technical characteristics, and economics of nuclear
weapons and delivery systems as the éentral questions of national
security. The elaborate physical and procedural arrangements for
managing those forces were overshadowed by force structure issues and
by arms limitation talks designed to constrain the respective force
structures of the two sides. This imbalance in strategic analysis and
policy attention produced gross misunderstanding of the actual
strategic balance. Many other aspects of the strategic situation were

inadequately appreciated.

U.S. Second-Strike Capabilities and the Overall Strategic Balance

Popular calculations based on weapon characteristics indicated a
robust U.S. strategic posture and a significant advantage in overall
strength. Calculations showed that although the overwhelming
superiority supposedly enjoyed in earlier years had evaporated as a
result of the vast Soviet arms buildup of the late 1960s and early
1970s, the United States still maintained a dominant position.
Furthermore, only the most conservative of projections had the Soviets
drawing even with or overtaking the United States in the near-term
future. The Soviets were lagging behind in important areas of
strategic development, particularly in missile accuracy and

fractionalization. Even if these leads were lost overnight, the United
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States was credited with awesome second-strike capacity for nuclear
reprisal. By all accounts, the raw destructive power required to
inflict swift and severe punitive retaliation to nuclear attack
positively resided in the U.S. force structure and nothing the Soviets
could plausibly devise could change fhat stark reality. For the
foreseeable future, the force structure requirement of deterrence would
be easily met.

Popular calculations, however, obscured the fact that Soviet
attack on the U.S. command structure threatened to destroy central
positive control over strategic forces. U.S. retaliation could have
been blunted, if not blocked.

The most formidable problem in this regard was preserving national
control in the wake of a surprise attack. The consequences of
intelligence failure or inadequate response to indications of impending
attack would have been extremely adverse. With the deployment of
Yankee-class Soviet submarines, the United States became exposed to
nuclear strikes that could have virtually decimated the most survivable
portion of the U.S. command system: the fleet of ground alert C3
aircraft. NEACP was especially vulnerable to submarine missile attack.
This vulnerability not only raised the specter of NCA decapitation, a
decisive outcome if retaliation required the personal authorization of
the president, but also threatened one of the two key communications
links to Atlantic-based TACAMO aircraft. Most other C3 aircraft were
practically as vulnerable as NEACP, Consequently, central control over

quite a large number of second-strike forces could have been lost.
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Estimated conservatively, the weapons still under ceatral control after
a surprise Soviet attack would have ranged between zero and 30 percent
of the total number in the alert inventory.

Fewer than half the total number in the inventory, we estimate,
would have been responsive to centrai authorities even i1f the
U.S. command system had been fully generated in anticipation of the
attack. Advance strategic warning followed by command mobilization
would have greatly enhanced the survivability of the airborne command
system but survivability was not by itself a sufficient condition to
guarantee delivery of execution messages to the forces. Direct radio
communications links between the airborne C3 elements and the forces
were too tenuous and the performance of ERCS was too uncertain to
warrant high confidence in the ability of central authorities to issue
instructions to a large fraction of the forces, particularly submarines
(via TACAMO relay) and far-flung strategic bombers (that is, bombers
outside the line-of-sight UHF range of C3 aircraft).

In short, standard estimates of U.S. second-strike capabilities
were wildly misleading. The number of survivable U.S. weapons exceeded
the number of controllable second-strike weapons by a factor of two or
more. The Soviet threat, in other words, was much greater than

generally believed.
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Crisis Stability

Crossing the nuclear threshold on the basis of calculations
showing that command structure attack might succeed would have defied
reason so long as Soviet leaders could still summon hope that general
war with the United States could be avoided. Conservative Soviet
planners could not have confidently predicted that Soviet strikes would
cripple the U.S. command structure and thereby parry nuclear
retaliation. Although such an outcome seemed to lie well within the
bounds of plausibility, the consequences of attack were sufficiently
unpredictable that the influence of this consideration on Soviet crisis
decisionmaking ought to have been very marginal.

The ways in which command structure attack risked failure were
numerous. For instance, missile submarines, which presumably would
have played a central role in the strategy, did not lend themselves
especially well to coordinated attacks on time-urgent targets.

Cautious Soviet planners surely discounted, and heavily, their
effectiveness. And even if high performance was expected of these
forces, quite modest changes in assumptions about, for example, the
reaction times and hardness of U.S. C3 aircraft on crisis alert, would
have drastically reduced attack effectiveness. The advantage could
have easily shifted from the attacker to the defender. Furthermore,
Soviet planners could not confidently predict the effects of
electromagnetic pulse on U.S. C3I equipment; the extent and duration of
radio communications degradation caused by nuclear explosions in the

atmosphere; the inherent range constraints and other limitations of

1
i
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U.S. communications systems; and so forth. In short, attack on

U.S. command structure was a gamble. Given the stakes involved,
rationally calculating leaders would have exhausted all diplomatic
means of crisis resolution and finally abandoned all hope for staving
off general war before they would ha?e resorted to strategic attack.

Having said this, the fact remains that U.S. command vulnerability
and little else was responsible for creating a situation in which
Soviet nuclear attack could have been a plausibly rational act, albeit
an act of last resort. Command vulnerability was the main potential
source of instability in a nuclear confrontation, and it represented a
potential catalyst for intentional escalation on the part of both
sides.

On the American side, command vulnerability was the only factor
that could have se}iously undermined confidence in U.S. second-strike
capabilities. The uncertainties cited above as cause for Soviet doubt
about the effectiveness of an attack aimed at U.S. CBI were, under the
principal of conmservative planning, cause for U.S. decisionmakers to
harbor fears that such an attack might actually succeed in neutralizing
the American strategic arsenal. Pressures to release the forces would
have mounted as hope for diplomatic resolution of the crisis waned.
With diplomacy on the verge of collapse, incentives for preemption may
have grown strong on both sides, despite mutual expectations-that
opposing forces would survive. Once diplomacy collapsed, leading to
Soviet preemptive attack, pressure to unleash U.S. forces immediately

upon receipt of attack detection surely would have been overwhelming.
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In this respect, launch~on-warning existed long before Minuteman
vulnerability pushed this dangerous tactic into the spotlight of policy

debate.

Negative Control

For the period between 1966 and 1973, the unclassified literature
is virtually devoid of information on safeguards against the accidental
or unauthorized use of strategic weapons. It is hard to know whether
negative control became more stringent or more relaxed, if it changed
at all.

However, there is no gainsaying the fact that tension between
positive and negative control increased. A new threat to the National
Military Command System (NMCS) was emerging in the form of Soviet
missile submarine deployments in the Western Atlantic. All elements of
the NMCS, fixed and mobile, became increasingly vulnerable to sudden
destruction, and that circumstance intensified the conflict between the
two control priorities. To maintain the same degree of positive
control in the face of new submarine missile threats, a relaxation of
negative control would have been necessary. And vice-versa.

Bolstering one meant weakening the other.

More extensive predelegation of nuclear release authority, for
instance, would have reinforced positive control at the expense of
negative control. This measure, if adopted, would have reduced the
risk of command decapitation but increased the risk of unauthorized

strikes by U.S. strategic forces. Alternative measures whose adoption

i
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would have reinforced positive control —— especially, measures designed
to permit higher states of command readiness to be achieved on shorter
notice, and plans to mobilize strategic forces for war at a lower
crisis threshold —— were also bound to erode negative control.
Shortened decision time; earlier and.more aggressive preparations to
defend against attacks; more frequent and intense encounters with
opposing forces in unfamiliar circumstances, and related conditions
would have run risks of miscalculation, overreaction, spontaneous
escalation and accidental war. In short, steps taken to bolster
positive control and deterrence would have increased the risk of
producing a war that was not intended.

As noted earlier, the unclassified literature does not suggest
that negative control practices were actually modified as a result of
new Soviet threats to the U.S. command structure. We merely assert
that the increased vulnerability raised the level of tension between
the conflicting principles. The trade-off between positive and
negative control became a salient feature of the strategic situation.

Ironically, the final step in the positive control process ——
namely, delivery of execution orders — takes care of the negative
control problem. Positive control vulnerabilities created pressures to
take that final step upon receipt of missile attack warning (if not
before). The strategic situation thus alleviated problems of
accidental/unauthorized attack because it worked to force an
intentional national decision to authorize retaliation before Soviet

weapons arrived.
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Force Components and Strategic Stability

In the mid 1960s, an inverse relationship existed between the
vulnerability of a given force component and the vulnerability of its
C3I system. Missile submarines were.hard to locate and attack but easy
to isolate from higher command authorities. Land missiles were more
easily located and attacked but less easily isolated. Bombers ranked
between the other two components in both dimensions.

This inverse relationship was even more pronounced in the early
1970s. Missile submarines still found sanctuary at sea, while bombers
and land missiles, especially the latter, found themselves more exposed
to attack than at any previous period. At the same time, investments
in command structure had been disproportionately channeled into SAC,
and as a consequence land missiles and bombers proved clearly superior
to submarines in a key dimension. Although the deployment of TACAMO
aircraft was arguably an impressive step toward the creation of
survivable submarine communications, genuine strides toward survivable
communications, as well as survivable command-control, were made by
SAC. This progress derived mainly from the reorganization of the PACCS
network; deployment of airborne launch control centers; construction of
hardened, underground low frequency antemnas at Minuteman launch
control centers; and deployment of the Emergency Rocket Communications
System at a strategically located missile complex in Missouri. These
systems, though insufficiently robust by absolute standards, provided a
degree of control over land missiles and bombers that far surpassed
that which could be exercised over submarines. Command channels

serving the submarine force were distinctly inferior.

d
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Reliance on Tactical Warning

By 1973, the U.S. command structure was tremendously dependent
upon early tactical warning of in-progress strategic nuclear attacks.
With prompt notification that attacks, particularly submarine missile
attacks, were underway, NEACP and otﬁer essential command aircraft
maintained on ground alert at known, fixed locations at least stood
some chance of escape. That chance was rather slight in the case of
surprise attack, because the flight time of ;ubmarine missiles launched
from U.S. coastal waters was generally shorter than the reaction time
of command post aircraft on normal ground alert. Prompt tactical
warning of surprise attack was thus insufficient by itself to ensure
aircraft survival. But reliable, timely warning was still essentialj;
in crisis and peacetime circumstances alike, tactical warning was
indispensable. Without it, targeted aircraft on ground alert stood
virtually no chance of safe escape. And without those aircraft, the
efficacy of the airborne command system was doubtful. The two aircraft
-=- "Looking Glass" and a solitary TACAMO aircraft —— that were kept
constantly aloft on airborne alert and thus were not dependent upon
tactical warning, lacked the capability to bring U.S. retaliatory

forces under effective positive control.

Policy Implications in Retrospect

Without exception, the strategic issues of perceived importance
during the early 1970s concerned nuclear weapons and delivery systems:

the accretion of Soviet strategic forces; the growing vulnerability of

a
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land-based missiles, particularly Minuteman; the emergence of a Soviet
missile submarine threat to ground alert strategic bombers; the advent
and deployment of MIRVs on U.S. Minuteman and Poseidon missiles; and
the imposition of SALT ceilings and sublimits on offensive and
defensive strategic deployments. |

This emphasis was misplaced. In view of the continuing acute
vulnerability of the U.S. strategic command structure, the size and
technical composition of the U.S. and Soviet force structures scarcely
deserved the attention they received. The efficacy of the command
structure, not the vulnerability of Minuteman, ought to have been the
focal issue.

Packard and others recognized the extreme imbalance in the state
of strategic analysis and policy but effective agents of change they
were not. The distorted priorities that troubled these officials
stemmed from a deep-rooted perception of the strategic problem. This
perception together with entrenched institutional biases thwarted major
departures from established policy. Packard and his coterie could not
bring about the far-reaching conceptual and institutional change
necessary to produce a sensible agenda. Cognizant of their limited
influence, Packard could express only cautious optimism on the occasion
of his resignation: his direction "in itself won’t necessarily change
anything but it will focus attention on the problem." 123

Even the attention span proved short, however. The command
problem did not receive the attention it deserved until the late 1970s.

In fact, the 1970s was a decade of preoccupation with force structure

i
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issues and refinement of the arcane science of force structure
vulnerability. As a consequence, the condition of the command
structure deteriorated, a process that culminated toward the end of the
decade in a crisis of confidence in U.S. command performance. It
suddenly dawned on the defense commuﬁity that the price of past neglect
was a deficient tactical warning system; a national command system that
was enormously exposed to sudden decapitation; a communications network
that could effectively, reliably reach only a fraction of deployed
retaliatory forces; vulnerabilities that created a powerful incentive
to launch-on-warning; and a situation that promised to get worse before
it would get better.

It is ironic that the idea of flexible response extended in time
was promoted during the period between Packard’s resignation and the
late 1970s. The command system was fraught with deficiencies that cast
fundamental doubt on our operational capabilities to accomplish far
simpler aims such as assured destruction, yet the fantasy of
controlled, protracted strategic conflict captured the imagination of
many strategists and assumed prominence in strategic policy. New
demands would be imposed on a command system that hardly inspired
confidence in its ability to meet minimum essential requirements.

It is also ironic that the tactic of launch-on-warning became
topical only after the demise of Minuteman survivability was- perceived
to be imminent. Due to command vulnerability, strong incentives to use

this tactic had existed for a long time.

|
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